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1. Indledning 

Dit privatliv er vigtigt for os. LTIMindtree Limited og dets koncernselskaber ("LTIMindtree") er forpligtet til 
at respektere dit privatliv, når du bruger vores hjemmeside (www.LTIMindtree.com). Denne globale 
LTIMindtree-erklæring om databeskyttelse ("erklæringen") definerer kravene for at sikre overholdelse af 
gældende love og regler om databeskyttelse, der gælder for LTIMindtrees indsamling, brug og overførsel af 
personoplysninger (hvis betydning er angivet nedenfor) for oplysninger, vi indsamler om dig.  

Beskyttelse af registreredes privatlivsrettigheder og personoplysninger anses nu som en grundlæggende 
rettighed for den enkelte og et juridisk krav i mange dele af verdenen. LTIMindtree, som en global 
organisation, respekterer de registreredes privatliv og er forpligtet til at overholde gældende love og 
bestemmelser om databeskyttelse (herunder, men ikke begrænset til, EU’s generelle forordning om 
databeskyttelse 2016/679 ("GDPR"), GDPR som implementeret i UK lov ("UK GDPR") (henvisninger i denne 
erklæring til GDPR omfatter også UK GDPR), GDPR som gemt i britisk lov ("UK GDPR") (henvisninger i denne 
meddelelse til GDPR omfatter også UK GDPR), California-forbrugernes privatlivslov (California Consumer 
Privacy Act), California-lov om privatlivsrettigheder (California Privacy Rights Act, (samlet CCPA-reglerne), 
Privatlivsloven 1988 (Privacy Act 1988) (Australien), herunder de australske privatlivsprincipper (APP), 
Databeskyttelsesloven 2018 (UK) (Data Protection Act 2018), Indisk lov om informationsteknologi 2000 
(Information Technology Act 2000) sammen med Information Technology (Reasonable Security Practices and 
Procedures and Sensitive Personal Data or Information) Rules, 2011 og Lov om beskyttelse af 
personoplysninger 2012 (Personal Data Protection Act 2012) (Singapore), den føderale lov om beskyttelse af 
personoplysninger, der opbevares af private parter, og dens bestemmelser (Mexico) ("LFPDPPP" i det 
spanske akronym), den schweiziske føderale lov (Swiss Federal Act ) om databeskyttelse 1992 og fra 1. 
september 2023, den schweiziske føderale lov om databeskyttelse 2020 (Swiss Federal Act on Data 
Protection 2020), det føderale lovdekret nr. 45/2021 om beskyttelse af personoplysninger (UAE), lov om 
beskyttelse af personoplysninger nr. 4 af 2013 (Protection of Personal Information Act 4 of 2013) (Sydafrika), 
den canadiske lov om beskyttelse af personoplysninger og elektroniske dokumenter (Canadian Personal 
Information Protection and Electronic Documents Act) (PIPEDA) og enhver væsentligt lignende provinsiel lov, 
persondataforordning kap. 486 (Hongkong), loven om beskyttelse af personoplysninger ("PIPL") (Kina), 
Privatlivsloven 1988 (Privacy Act 1988) (Cth) (Australien) og andre gældende love om beskyttelse af 
personoplysninger, i det omfang de gælder for LTIMindtrees databehandling og forretningsdrift 
("Databeskyttelseslovene"). Denne erklæring har til formål at forklare og fastlægge LTIMindtrees procedurer 
og politikker for behandling af personoplysninger og personlige oplysninger (hvis betydning er angivet 
nedenfor) af organisationen.  

2. Politikerklæring 

Denne erklæring har til formål at forklare og fastlægge LTIMindtrees procedurer og politikker for behandling 
af personoplysninger og personlige oplysninger (hvis betydning er angivet nedenfor) af organisationen.  

Denne erklæring beskriver, hvordan LTIMindtree generelt indsamler, bruger og videregiver dine 
personoplysninger, personlige oplysninger, som du giver os, som LTIMindtree opretter eller indhenter om 
dig fra andre kilder, samt det juridiske grundlag for behandlingen og de sikkerhedsforanstaltninger, som 
LTIMindtree har implementeret for at beskytte dine personoplysninger. Den giver dig også oplysninger om 
dine rettigheder i forbindelse med dine personoplysninger og andre relevante detaljer, som du bør kende. 
LTIMindtree vil endvidere informere dig om produkt- eller tjenestespecifik dataindsamling og -brug, som ikke 
er dækket af denne erklæring, gennem supplerende politikker eller meddelelser, der gives inden den 
relevante indsamling af dine personoplysninger.  
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3. Omfang 

Anvendelsesområde: Denne erklærings anvendelsesområde gælder for LTIMindtree, dets tilknyttede 
selskaber, forretningspartnere, medarbejdere og tredjeparter, der leverer tjenester til LTIMindtree (samlet 
"LTIMindtree", "Vi" eller "Os"). Det dækker behandling (herunder, men ikke begrænset til, indsamling, 
opbevaring, brug, transmission og destruktion) af personoplysninger for LTIMindtrees nuværende og 
tidligere medarbejdere, potentielle kandidater, nuværende, potentielle og tidligere kunder, nuværende og 
tidligere partnere/leverandører, besøgende på webstedet, underleverandører og besøgende (samlet 
"du"/"din") af LTIMindtree i forbindelse med dets forretningsaktiviteter. Rolle: LTIMindtree fungerer som 
dataansvarlig for alle personoplysninger, som LTIMindtree opbevarer om dig. Se venligst den fulde adresse 
og kontaktoplysninger nedenfor: 

LTIMindtree Limited 
Gate No. 5, L&T Technology Center, 
Saki Vihar Road, Powai, 
Mumbai – 400072, 
Indien Telefon - +91 22 67766776 
Web - www.LTIMindtree.com 

LTIMindtree er ansvarlig for at sikre, at dine personoplysninger anvendes i overensstemmelse med gældende 
databeskyttelseslovgivning.  

De relevante enheder, der også fungerer som dataansvarlige, er anført i afsnittet "Liste over LTIMindtree-
enheder" i denne erklæring. 

4. Definitioner 

Betydningen af nogle af de udtryk, der anvendes i erklæringen, forklares nedenfor: 

Udtryk  Beskrivelse 

Personoplysninger  Betyder enhver oplysning vedrørende en identificeret eller identificerbar fysisk person ("den 
registrerede"); enhver oplysning, der udgør "personoplysninger" eller "personlige oplysninger" 
om den registrerede i henhold til gældende databeskyttelseslovgivning, herunder oplysninger, 
der med rimelighed kan forbindes med en identificerbar fysisk person, som kan identificeres 
direkte eller indirekte, især ved henvisning til en identifikator, herunder, men ikke begrænset 
til, et navn, et identifikationsnummer, placeringsdata, skatteyderregistreringsnummer 
("CPF/MF"), identitetskort ("RG"), en online identifikator eller en eller flere faktorer, der er 
specifikke for den pågældende fysiske persons fysiske, fysiologiske, genetiske, mentale, 
økonomiske, kulturelle eller sociale identitet. Dette omfatter den definerede betegnelse for 
personoplysninger, som defineret i den canadiske databeskyttelseslovgivning (as defined in the 
Canadian data protection laws). Personoplysninger omfatter “personoplysninger”, som 
defineret i loven om beskyttelse af privatlivets fred af 1988 (Privacy Act 1988 (Cth), Australien) 
(as defined in the Privacy Act 1988 (Cth), Australia).Med hensyn til kinesiske indbyggere 
omfatter personoplysninger (Personal Data) ikke oplysninger, der er blevet anonymiseret. 
LTIMindtree indsamler ikke personoplysninger (Personal Data) fra kinesiske indbyggere, der er 
under 14 år. 

Personlige 
oplysninger 
(gælder kun for 
indbyggere i 
Californien) (i 
henhold til 
amerikansk lov) 

Oplysninger vedrørende beboere i Californien, der identificerer, relaterer sig til, beskriver eller 
med rimelighed kan forbindes direkte eller indirekte med en bestemt forbruger eller husstand, 
men som ikke omfatter oplysninger, der lovligt er gjort tilgængelige fra føderale, statslige eller 
lokale myndigheders registre, og som heller ikke omfatter "de-identificerede" eller 
"aggregerede kundeoplysninger", som disse udtryk er defineret i henhold til CCPA med senere 
ændringer. LTIMindtree indsamler ikke personlige oplysninger fra indbyggere i Californien, der 
er under 16 år  
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Følsomme 
personoplysning
er (herunder 
specifikke 
kategorier af 
personoplysning
er i henhold til 
GDPR) 

I henhold til artikel 9(1) i GDPR omfatter specifikke kategorier af personoplysninger behandling 
af personoplysninger, der afslører racemæssig eller etnisk oprindelse, politiske holdninger, 
religiøse eller filosofiske overbevisninger eller fagforeningsmedlemskab, eller behandling af 
genetiske data, biometriske data med det formål entydigt at identificere en fysisk person, eller 
oplysninger om helbred eller oplysninger om en fysisk persons seksuelle forhold eller seksuelle 
orientering Følsomme personoplysninger omfatter 'følsomme oplysninger', som defineret i 
Loven om beskyttelse af privatlivets fred af 1988 (Privacy Act 1988 (Cth), Australien) 

Kun for Mexico: Ud 
over det 
foregående 
betragtes også som 
følsomme 
oplysninger alle 
andre kategorier af 
personoplysninger, 
der berører de 
mest private 
områder af den 
registreredes liv, 
eller hvis misbrug 
kan føre til 
forskelsbehandling 
eller indebærer en 
alvorlig risiko for 
den registrerede. 

Kun for 
Schweiz: 
Definitionen af 
"en fysisk 
persons sexliv 
eller seksuelle 
orientering" 
omfatter også 
intimsfæren (i 
stedet for 
seksuelt 
liv/orientering), 
sociale 
sikringsforanst-
altninger, 
administrative 
eller 
strafferetlige 
procedurer og 
administrative 
eller 
strafferetlige 
sanktioner. 

 

Kun for kinesiske 
indbyggere: Ud 
over det 
foregående 
omfatter udtrykket 
også andre 
personoplysninger, 
hvis lækage eller 
ulovlige brug let 
kan føre til 
krænkelse af en 
fysisk persons 
personlige 
værdighed eller 
skade på personlig 
eller 
ejendomsmæssig 
sikkerhed, såsom 
oplysninger om 
biometrisk 
identifikation, 
finansielle konti, 
personlig 
opholdssted og 
personlige 
oplysninger om 
mindreårige under 
14 år. 

Med hensyn til 
indbyggere i 
Californien 
omfatter 
udtrykket, ud 
over det 
foregående, 
også 
identifikations-
numre fra 
myndigheder, 
finansielle 
numre eller 
adgangsoplysn-
inger til 
finansielle konti, 
præcis 
geoplacering 
samt indholdet 
af 
kommunikation, 
som 
LTIMindtree 
ikke er den 
tiltænkte 
modtager af. 

Kun i 
Danmark:  

Oplysninger 
om CPR-
numre og 
strafbare 
handlinger 
betragtes ikke 
som 
følsomme 
personoplysn-
inger i 
henhold til 
GDPR, men 
udgør en 
selvstændig 
kategori af 
oplysninger 
Behandling af 
dette kræver 
et specifikt 
retsgrundlag i 
henhold til 
den danske 
databeskytte-
lseslov. 

Proces, 
processer, 
forarbejdet eller 
forarbejdning  

Betyder enhver handling eller række af handlinger, der udføres på personoplysninger eller 
personoplysninger eller på sæt af personoplysninger eller personoplysninger, uanset om det er 
ved hjælp af automatiserede processer, såsom indsamling, registrering, organisering, 
strukturering, opbevaring, tilpasning eller ændring, hentning, søgning, brug, videregivelse ved 
transmission, formidling eller på anden måde tilgængeliggørelse, sammenstilling eller 
samkøring, begrænsning, behandling, sletning eller destruction. 

Samtykke  Betyder enhver frit afgivet, specifik, informeret og utvetydig tilkendegivelse af den registreredes 
ønsker, hvorved behandlingen af dennes personoplysninger, personoplysninger og/eller 
følsomme personoplysninger via en erklæring eller ved en klar bekræftende handling angiver 
samtykke til behandling af personoplysninger, personoplysninger og/eller følsomme 
personoplysninger vedrørende vedkommende. 

Den registrerede  Betyder en bestemt fysisk person (dvs. en identificeret eller identificerbar fysisk person), som 
personoplysninger vedrører.  

I tilfælde af en mindreårig/person med psykiske handicap, vil den registrerede være 
repræsenteret af en juridisk repræsentant eller indehaveren af forældremyndigheden 
(forælder/værge)  
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For at tydeliggøre denne erklæring betyder "registreret" LTIMindtrees nuværende og tidligere 
medarbejdere, potentielle kandidater, nuværende, potentielle og tidligere kundepersonale, 
nuværende og tidligere partner/leverandørpersonale, besøgende på webstedet, 
underleverandører og besøgende.  

LTIMindtree behandler generelt ikke personoplysninger/personoplysninger og følsomme 
personoplysninger fra registrerede personer, der er under 18 år, undtagen i særlige tilfælde (se 
Afsnittet "Personoplysninger for personer under 18 år")  

I henhold til CCPA-reglerne omfatter den registrerede person indbyggere i Californien. 

Med hensyn til kinesiske indbyggere indsamler LTIMindtree ikke personoplysninger fra kinesiske 
indbyggere, der er under 14 år 

Dataansvarlig  Betyder den fysiske eller juridiske person, organisation, offentlig myndighed, agentur eller andet 
organ, der alene eller i fællesskab med andre fastlægger formålene og midlerne til behandling 
af personoplysninger; hvor formålene og midlerne til en sådan behandling er fastsat i national 
eller gældende lovgivning, kan den dataansvarlige eller de specifikke kriterier for dennes 
udpegelse være fastsat i national eller gældende lovgivning. 

Databehandler  Betyder en fysisk eller juridisk person, organisation, offentlig myndighed, institution eller andet 
organ, der behandler personoplysninger på vegne af den dataansvarlige 

Tredjepart  forbindelse med personoplysninger eller personoplysninger betyder en fysisk eller juridisk 
person, organisation, offentlig myndighed, institution eller organ, bortset fra den registrerede, 
den dataansvarlige, databehandleren og personer, der under den dataansvarliges eller 
databehandlerens direkte myndighed er bemyndiget til at behandle personoplysninger;  

 

"Sælg", "sælger", 
"salg" eller 
"solgt" 

Betyder salg, udlejning, frigivelse, videregivelse, formidling, tilgængeliggørelse, overførsel eller 
på anden måde mundtlig, skriftlig eller elektronisk eller på anden måde videregivelse af en 
forbrugers personoplysninger eller personlige oplysninger fra virksomheden til en anden 
virksomhed eller en tredjepart mod økonomisk eller anden værdifuld vederlag 

"Del" eller 
"Deling" (for 
beboere i 
Californien) 

Betyder deling, udlejning, frigivelse, videregivelse, formidling, tilgængeliggørelse, overførsel 
eller på anden måde kommunikation mundtligt, skriftligt eller elektronisk eller på anden måde 
af en forbrugers personlige oplysninger fra virksomheden til en tredjepart med henblik på 
adfærdsmæssig annoncering på tværs af kontekster, uanset om det er mod monetær eller 
anden værdifuld vederlag, herunder transaktioner mellem en virksomhed og en tredjepart med 
henblik på adfærdsmæssig annoncering på tværs af kontekster til gavn for en virksomhed, hvor 
der ikke udveksles penge. 

"Beskyttede 
sundhedsoplysni
nger" eller "PHI" 
(i henhold til 
amerikansk lov) 

Betyder enhver skriftlig, mundtlig eller elektronisk sundhedsinformation, der er oprettet af 
og/eller modtaget fra en omfattet enhed eller en forretningsforbindelse til en omfattet enhed; 

PHI omfatter, men er ikke begrænset til, enhver af følgende dokumentation, hvis 
dokumentationen afslører en persons identitet og personens helbredstilstand eller 
betalingsproblemer: 

• lægejournaler (såsom hospitalsjournaler eller lægeerklæringer); 

• lægeregninger (såsom regninger for hospitals- eller lægeydelser); 

• kravdata (såsom data om kravudbetalinger foretaget af ordningerne på en persons vegne); og 

• oplysninger om forsikringsbetalinger (såsom en forklaring af ydelser). 

"Enkeltperson" (i 
henhold til 
amerikansk lov) 

Betyder den person, som de beskyttede helbredsoplysninger behandler. 
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Se venligst den relevante jurisdiktionspecifikke databeskyttelseslovgivning for gældende definitioner. 

5. Hvilke personoplysninger/personoplysninger behandles, og 
hvordan vi indsamler dine personoplysninger/personoplysninger 

Vi indsamler og behandler følgende personoplysninger/personoplysninger om dig som følger: 

"Omfattet 
enhed" (i 
henhold til 
amerikansk lov) 

Betyder enhver sundhedsplan eller ethvert clearinghouse for sundhedspleje eller enhver 
sundhedsudbyder, der transmitterer PHI i henhold til de standarder, der er udviklet af 
Department of Health & Human Services ("HHS") i elektronisk form. 

"Forretningspart
ner" (i henhold 
til amerikansk 
lov) 

Betyder en enhed, der udfører eller bistår en omfattet enhed med en funktion eller tjeneste, 
der involverer brug eller videregivelse af PHI. Begrebet forretningspartner gælder også for 
underleverandører til en forretningspartnerenhed, der udfører PHI-relaterede funktioner. 

"Elektroniske 
medier" 

Betyder: 

• elektronisk lagringsmateriale, hvorpå data er eller kan blive optaget elektronisk, herunder 
enheder i computere (f.eks. harddiske) og ethvert flytbart/transportabelt digitalt 
hukommelsesmedie, såsom magnetbånd eller disk, optisk disk eller digitalt hukommelseskort; 
eller 

• transmissionsmedier, der anvendes til at udveksle information, der allerede findes i 
elektroniske lagringsmedier. Transmissionsmedier omfatter f.eks. internettet, extranet, 
intranet, lejede linjer, opkaldslinjer, private netværk og fysisk flytning af flytbare/transportable 
elektroniske lagringsmedier. Visse transmissioner, herunder papir, tale via telefon og fax, 
betragtes ikke som transmissioner via elektroniske medier, hvis de oplysninger, der udveksles, 
ikke eksisterede i elektronisk form umiddelbart før transmissionen. 

Kunstig 
intelligens (AI) 

Et maskinbaseret system, der er designet til at fungere med varierende niveauer af autonomi, 
herunder assistance, og som, til eksplicitte eller implicitte formål, kan generere output såsom 
forudsigelser, anbefalinger eller beslutninger, der påvirker fysiske eller virtuelle miljøer AI-
teknologier omfatter enhver platform, model, applikation eller teknologi, der er baseret på 
kunstig intelligens eller maskinlæring. Dette omfatter også enhver generativ kunstig intelligens-
teknologi (generative artificial intelligence technology). 

Kategorier af registrerede Sådan indsamler vi dine data 

Kundens personoplysninger eller personlige oplysninger i 
projekter, herunder, men ikke begrænset til, 
identifikationsdata (fuldt navn, navn på din juridiske 
repræsentant, underskrift, ID, nationalt identifikations-
ID/nummer), kontaktdata (adresse, e-mail, 
telefonnummer), skatteoplysninger (skattemæssigt 
hjemsted, skatteregistreringsnummer); finansielle 
oplysninger (bankkontonummer, kortnummer); oplysninger 
relateret til dit erhverv/din forretningsaktivitet 

Direkte fra dig, mens LTIMindtree 
leverer tjenester til dig. 

Personoplysninger eller personlige oplysninger om 
forretningspartnere/leverandører, herunder 
identifikationsoplysninger (fulde navn, navn på din juridiske 
repræsentant, underskrift, ID, nationalt identifikations-
ID/nummer), kontaktoplysninger (adresse, e-mail, 
telefonnummer), skatteoplysninger (skattemæssigt 

Direkte fra dig, mens LTIMindtree 
modtager tjenester fra dig. 
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hjemsted, skatteregistreringsnummer); økonomiske 
oplysninger (bankkontonummer); oplysninger relateret til 
dit erhverv/din forretningsaktivitet. 

Potentielle kandidater, herunder identifikationsoplysninger 
(navn, alder, køn, civilstand, underskrift, foto, nationalt 
identifikations-ID/nummer); kontaktoplysninger (adresse, e-
mail, telefonnummer); CV; erhvervserfaring; skoleerfaring; 
økonomiske data (socioøkonomisk studie); oplysninger fra 
baggrundstjek, såsom straffeattest og kredithistorik, som 
kan betragtes som følsomme oplysninger (hvor det er tilladt 
i henhold til lokal lov); oplysninger om din personlighed og 
dine færdigheder; personlige og arbejdsmæssige 
referencer. 

Direkte fra dig, hvis du har ansøgt 
direkte via hjemmesiden; 

Fra tredjeparter eller andre kilder (for 
eksempel via rekrutteringsbureauer eller 
LTIMindtree-medarbejderhenvisninger, 
men i hvert tilfælde kun i det omfang, 
det er juridisk tilladt, og kun i det 
omfang, det er nødvendigt for at 
varetage den pågældende stilling), 
hvilket også kan omfatte offentlige 
kilder såsom professionelle 
netværksplatforme eller jobportaler. 

Medarbejderdata, herunder identifikationsdata (navn, 
alder, køn, civilstand, underskrift, foto, nationalt 
identifikations-ID/nummer); kontaktoplysninger (adresse, e-
mail, telefonnummer); arbejdserfaring; skoleerfaring; 
økonomiske data (bankkontonummer, løn); oplysninger om 
din arbejdsindsats; helbredsoplysninger, der betragtes som 
følsomme oplysninger; andre oplysninger som følge af 
ansættelsesforholdet.  

Direkte fra dig på 
ansættelsestidspunktet og også under 
din ansættelse. 

Besøgendes oplysninger, herunder identifikationsdata 
(navn, underskrift, foto, nationalt identifikations-
ID/nummer); og oplysninger relateret til formålet med dit 
besøg.  

Direkte fra dig på tidspunktet for 
besøget i vores lokaler eller af en 
LTIMindtree-medarbejder. 

Hjemmesidecookies, herunder oplysninger om din enhed og 
dine navigationsvaner, nogle af disse oplysninger kan 
betragtes som personoplysninger. 

Se vores Cookiepolitik - 
https://www.ltimindtree.com/cookie-
policy/ for information om, hvordan vi 
indsamler oplysninger via vores 
hjemmeside-cookies. 

Marketingdata, events og initiativer Direkte fra dig, når du kontakter (eller 
du er blevet kontaktet) eller interagerer 
med en LTIMindtree-repræsentant via 
LTIMindtrees hjemmeside eller 
arrangementer, konferencer, workshops 
eller undersøgelser, som du deltager i, 
via telefon, e-mail, onlineportal eller 
personligt eller fra professionelle 
netværksplatforme som LinkedIn, 
Twitter. 

Potentielle kunder og forretningspartnere/leverandører, 
herunder identifikationsoplysninger (fuldt navn, navn på din 
juridiske repræsentant, underskrift, ID), kontaktoplysninger 
(adresse, e-mail, telefonnummer), skatteoplysninger 
(skattemæssigt hjemsted, skatteregistreringsnummer); 
finansielle oplysninger (bankkontonummer); oplysninger 
relateret til dit erhverv/din forretningsaktivitet. 

Henvisning fra andre 
kunder/forretningspartnere og 
leverandører. Se også 
"Hjemmesidedata", 
"Markedsføringsdata, begivenheder og 
initiativer". 

https://www.ltimindtree.com/cookie-policy/
https://www.ltimindtree.com/cookie-policy/
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Kun for indbyggere i Californien og ud over det foregående kan kategorierne af kilder til personlige 
oplysninger omfatte reklamenetværk, internetudbydere, dataanalyseudbydere, offentlige enheder, 
operativsystemer og platforme, sociale netværk og datamæglere. 

6. For hvilket og på hvilket retsgrundlag behandler vi dine 
personoplysninger/personoplysninger? 

Dine personoplysninger opbevares og behandles af os på følgende måder og til følgende lovlige formål: 

• Hvis du har søgt en stilling hos os, for at gennemgå og behandle din jobansøgning hos os og (kun hvor 
det er juridisk tilladt og strengt nødvendigt for at vurdere din egnethed til den relevante stilling) for at 
udføre baggrundstjek af dig, herunder din tidligere ansættelse, straffedomme, uddannelse, 
dobbeltansættelse og andre relevante kontroller (kun når det er tilladt eller påkrævet i henhold til 
gældende lov). 

• At udføre aktiviteter relateret til din ansættelseskontrakt med os (herunder behandling af din løn, 
administration af frynsegoder, styring og levering af træning relevant for din rolle og styring af din 
præstation). 

• For at levere vores produkter og tjenester til dig. 

• For at overholde eventuelle juridiske og lovgivningsmæssige forpligtelser, som vi skal opfylde. 

• For at fastslå, udøve eller forsvare vores juridiske rettigheder eller med henblik på retssager. 

• Hvis du er ansat eller besøgende på vores lokaler, for at registrere og overvåge din brug af vores lokaler 
og/eller it-systemer for at opretholde deres sikkerhed og beskytte dem mod svindel eller uautoriseret 
adgang (i det omfang og med de sikkerhedsforanstaltninger, der er tilladt i henhold til gældende love). 

•  for vores legitime forretningsinteresser, såsom at drive vores hjemmeside, administrere effektiv styring 
og drift af vores virksomhed, udføre markedsføringsaktiviteter, der har til formål at forbedre de 
produkter og tjenester, vi tilbyder dig (med forbehold for at indhente dit yderligere samtykke, som 
måtte være påkrævet i henhold til gældende databeskyttelseslovgivning), målrette annoncer mod dig 
på tredjepartsplatforme og -websteder og administrere sikkerheden af vores virksomhed ("Legitime 
forretningsinteresser"). Når "legitime forretningsinteresser" ikke er et retsgrundlag for behandling i 
henhold til gældende lokal lov, vil vi stole på dit samtykke til at behandle dine data til disse formål; og 

• at forebygge og reagere på faktisk eller potentiel svig eller ulovlige aktiviteter. 

• Intern forskning: Vi kan behandle personoplysninger til intern forskning med henblik på teknologisk 
udvikling og demonstration. 

• Transaktionel: Vi kan overføre personoplysninger som et aktiv gennem en fusion, opkøb, konkurs eller 
anden transaktion, hvor en tredjepart helt eller delvist overtager kontrollen over virksomheden. I et 
sådant tilfælde kan Tredjeparten ikke væsentligt ændre, hvordan den bruger eller videregiver de 
erhvervede Personoplysninger, med forbehold af visse undtagelser. For Mexico kræves dit samtykke. 
Ved at give os dine personoplysninger og bruge hjemmesiden/ansøge en ledig stilling eller opretholde 
et juridisk forhold til os, accepterer du denne overførsel. Du kan dog fravælge dette under visse 
omstændigheder i henhold til proceduren i afsnittet "Registrerede 
personers/Datahovedpersonens/Forbrugerens rettigheder".  

Vi behandler dine personoplysninger baseret på følgende retsgrundlag i henhold til gældende 
databeskyttelseslovgivning:  

a) Kontraktens opfyldelse: Vi behandler dine personoplysninger, hvor det er nødvendigt for at kunne 
træffe foranstaltninger på din anmodning forud for indgåelse af en kontrakt eller for at opfylde en 
kontrakt med dig. For eksempel kan vi behandle dine personoplysninger til ansættelsesformål (såsom 
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behandling af din løn, administration af ydelser) eller levering af tjenester til vores kunder, som er 
nødvendige for at opfylde kontrakten. Hvis du ikke videregiver personoplysninger til behandling i 
henhold til dette retsgrundlag, er vi muligvis ikke i stand til at opfylde betingelserne i den respektive 
gældende kontrakt. 

b) HR-nødvendighed: Vi kan behandle dine personoplysninger, hvor det er nødvendigt for HR-styring, der 
implementeres i overensstemmelse med arbejdsmarkedsreglerne og LTIMindtrees interne regler for 
medarbejdere, der er udarbejdet i henhold til loven eller kollektive overenskomster underskrevet i 
henhold til loven. 

c) Samtykke: Hvor det er tilladt i henhold til gældende lokal lovgivning, kan vi (men gør det normalt ikke) 
behandle dine personoplysninger, personlige oplysninger eller følsomme personoplysninger baseret på 
dit forudgående frit givne samtykke til et eller flere specifikke formål. I sådanne tilfælde har du til enhver 
tid ret til at trække dit samtykke tilbage ved at kontakte kontaktoplysningerne nedenfor i denne 
erklæring ("Kontaktoplysninger for klager og indsigelser"). Under visse begrænsede omstændigheder, 
selv efter at du har trukket dit samtykke tilbage, kan vi være berettiget til at fortsætte med at behandle 
dine personoplysninger på grundlag af andre retsgrundlag og som meddelt dig. I visse jurisdiktioner kan 
gældende lokal lovgivning dog kræve, at der indhentes samtykke, og under sådanne omstændigheder 
vil dit samtykke være det retlige grundlag for behandlingen af dine personoplysninger. 

d) Legitime interesser: Vi kan behandle dine personoplysninger og personlige oplysninger, hvor det er 
nødvendigt af hensyn til vores legitime forretningsinteresser som virksomhed, herunder til 
ledelsesformål, som er beskrevet ovenfor, for at forebygge og reagere på faktisk eller potentiel svig eller 
ulovlige aktiviteter, medmindre sådanne interesser tilsidesættes af den registreredes interesser eller 
grundlæggende rettigheder og friheder, der kræver beskyttelse af personoplysninger, især hvor den 
registrerede er under 18 år. Når "legitime interesser" ikke er et juridisk grundlag for behandling i 
henhold til gældende lokal lov, vil vi stole på dit samtykke. 

e) Juridiske forpligtelser: Vi kan behandle dine personoplysninger, hvor det er nødvendigt for at overholde 
gældende juridiske og/eller lovgivningsmæssige forpligtelser, fastslå, udøve eller forsvare vores 
juridiske rettigheder eller med henblik på retssager. 

f) Andre grunde til "offentlig interesse": Vi kan behandle dine personoplysninger, personlige oplysninger 
(eller hvor det er relevant, dine følsomme personoplysninger) af andre årsager af offentlig interesse, 
hvor det er underlagt lovgivningsmæssige krav, og hvor behandling er nødvendig for os for at udføre en 
opgave, der er pålagt af regeringsmyndigheder, regulerende myndigheder eller andre 
retshåndhævende myndigheder i offentlighedens interesse. 

Kategorier af personoplysninger / 
Personlige oplysninger  

Formålet med indsamlingen Retsgrundlag 

LTIMindtree-kundedata/kundens 
kundedata, der videregives til 
LTIMindtree med henblik på 
behandling i rollen som 
databehandler/underdatabehand
ler, herunder identifikationsdata; 
kontaktoplysninger; finansielle 
data; følsomme data (hvor det er 
tilladt i henhold til lokal lov), 
oplysninger relateret til dit 
erhverv/din forretningsaktivitet. 
 

Levering af tjenester for at opfylde 
de kontraktlige forpligtelser med 
LTIMindtrees kunder i rollen som 
databehandler. Disse data vil ikke 
blive videregivet/behandlet til 
andre formål end det, der er 
angivet i kontrakten mellem 
LTIMindtree og dets kunder. 

Opfyldelse af kontrakten 

LTIMindtree-kundedata, der Til salg og marketing, finansielle og LTIMindtrees legitime 
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videregives til LTIMindtree med 
henblik på behandling i rollen 
som dataansvarlig, herunder 
identifikationsdata; 
kontaktoplysninger; finansielle 
data; følsomme data (hvor det er 
tilladt i henhold til lokal lov) og 
oplysninger relateret til dit 
erhverv/din forretningsaktivitet. 

driftsmæssige aktiviteter, 
administration af 
informationssystemer, opfyldelse 
af juridiske forpligtelser og 
compliance-krav, til al officiel 
kommunikation og til alle andre 
forretningsmæssige formål. 

interesse i at opfylde 
kontrakten med Kunden. 

Potentielle kunder og 
forretningspartnere/leverandører
, herunder identifikationsdata, 
kontaktdata, skatteoplysninger; 
økonomiske data; oplysninger 
relateret til dit erhverv/din 
forretningsaktivitet. 

Vedligeholde og kommunikere 
med eksisterende potentielle 
kunder, kommunikation til 
potentielle kunder om 
LTIMindtree, afholdelse af 
webinarer, salgs- og 
marketingaktiviteter. 

Samtykke, legitim interesse 
(når det er tilladt i henhold 
til lokale love) 

Partner-/leverandør-
/kundepersonoplysninger eller 
personlige oplysninger, herunder 
identifikationsdata, 
kontaktoplysninger, 
skatteoplysninger, økonomiske 
data og oplysninger relateret til 
dit erhverv/din 
forretningsaktivitet. 

Modtagelse af tjenester fra 
leverandør/partner: at modtage 
produkter og tjenester fra dig. 

LTIMindtrees legitime 
interesse i at opfylde 
kontrakten med 
Partneren/Leverandøren 

Personoplysninger eller 
personlige oplysninger om 
potentielle kandidater, herunder 
identifikationsoplysninger; 
kontaktoplysninger; økonomiske 
data; følsomme data (hvor det er 
tilladt i henhold til lokal lov). 

Beskæftigelsesmuligheder: Hvis du 
har søgt en stilling hos os, for at 
gennemgå og behandle din 
jobansøgning hos os og (kun hvor 
det er juridisk tilladt og strengt 
nødvendigt for at vurdere din 
egnethed til den relevante stilling) 
for at udføre baggrundstjek af dig 
(når det er tilladt eller påkrævet i 
henhold til gældende lov). 

LTIMindtrees legitime 
interesse i forbindelse med 
jobmuligheder og 
rekruttering/Samtykke (når 
legitim interesse ikke er et 
juridisk grundlag for 
behandling i henhold til 
lokale love)  

Medarbejderpersonoplysninger 
eller personlige oplysninger, 
herunder identifikationsdata; 
kontaktoplysninger; økonomiske 
data; følsomme data (hvor det er 
tilladt i henhold til lokal lov). 

Beskæftigelsesrelaterede 
aktiviteter: Til at udføre aktiviteter 
relateret til din 
ansættelseskontrakt med os. 

Kontraktopfyldelse, 
overholdelse af en juridisk 
forpligtelse og LTIMindtrees 
legitime interesse i 
ansættelsesrelaterede 
aktiviteter eller samtykke 
(gælder for Mexico) 

Besøgendes personoplysninger 
eller personlige oplysninger, 
herunder identifikationsdata; og 
oplysninger relateret til formålet 
med dit besøg. 

Sikkerhedsformål: Når du er 
besøgende på vores lokaler, for at 
registrere og overvåge din brug af 
vores lokaler og/eller IT-systemer 
for at opretholde deres sikkerhed 

LTIMindtrees legitime 
interesse i 
sikkerhedsmæssige formål 
eller samtykke (når legitim 
interesse ikke er et juridisk 
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og beskytte dem mod svindel eller 
uautoriseret adgang. 

grundlag for behandling i 
henhold til lokale love)  

Personoplysninger eller 
personlige oplysninger om 
registrerede i forbindelse med 
markedsføringsdata, 
hjemmeside, initiativer, 
undersøgelser og events 

Markedsføringsformål: At deltage i 
markedsførings- og 
forretningsudviklingsaktiviteter i 
forbindelse med vores produkter 
og tjenester. Dette omfatter e-
mail- og SMS-markedsføring, 
anden 
markedsføringskommunikation 
samt organisering af events. Bruge 
det til vores legitime 
forretningsinteresser, såsom at 
drive vores hjemmeside, 
administrere effektiv styring og 
drift af vores virksomhed, udføre 
markedsføringsaktiviteter designet 
til at forbedre de produkter og 
tjenester, vi tilbyder dig, og 
administrere sikkerheden i vores 
virksomhed. 

Samtykke, legitim interesse i 
at deltage i markedsførings- 
og 
forretningsudviklingsaktivite
ter i forbindelse med vores 
produkter og tjenester (når 
det er tilladt i henhold til 
lokale love) fra LTIMindtree.  

Hjemmesidecookies Markedsføringsformål: Hvor du 
bruger funktioner eller besøger 
vores hjemmeside, herunder, med 
forbehold for at indhente dit 
forudgående samtykke, hvor det 
er juridisk nødvendigt, brugen af 
cookies på vores hjemmeside (se 
vores Cookiepolitik for yderligere 
information). 
https://www.ltimindtree.com/coo
kie-policy/ 

Samtykke, legitim interesse 
(når det er tilladt i henhold 
til lokale love) 

Personoplysninger eller 
personlige oplysninger om 
besøgende på webstedet 

Kontakt os forespørgsler 
vedrørende LTIMindtree-tilbud, 
produkter, tjenester og 
hjemmesidecookies 

Samtykke, legitim interesse 
(når det er tilladt i henhold 
til lokale love) 

Offentligt udstedte 
identifikationsoplysninger 

Kundeudtalelser, intern og ekstern 
promovering af virksomheden 
eller dens koncern, employer 
branding, markedsføring 

Legitim 
interesse/overholdelse af en 
juridisk forpligtelse (kun i 
relevante jurisdiktioner) 

 

  

https://www.ltimindtree.com/cookie-policy/
https://www.ltimindtree.com/cookie-policy/
https://www.ltimindtree.com/cookie-policy/
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7. Behandling af følsomme personoplysninger 

Vi behandler, hvor det er lovligt, dine følsomme personoplysninger på følgende retlige grundlag i henhold til 
artikel 9 i GDPR: 

• Udtrykkeligt samtykke eller udtrykkeligt skriftligt samtykke (hvor det er relevant) indhentes fra dig, hvor 
det kræves i henhold til gældende lokal lovgivning eller under specifikke omstændigheder til et eller flere 
af de ovenfor beskrevne formål (artikel 9(2)(a) i GDPR). 

• Hvor du fysisk eller juridisk ikke er i stand til at give samtykke, men behandlingen er nødvendig for at 
beskytte dine vitale interesser (artikel 9(2)(b) i GDPR). For eksempel hvor der er behov for akut 
lægehjælp. 

• Når behandlingen er nødvendig for at opfylde den dataansvarliges eller den registreredes forpligtelser 
og udøve specifikke rettigheder inden for beskæftigelses-, socialsikrings- og 
socialbeskyttelseslovgivningen, i det omfang det er hjemlet i lokale databeskyttelseslove eller en 
kollektiv overenskomst i henhold til lokale databeskyttelseslove, der fastsætter passende garantier for 
den registreredes grundlæggende rettigheder og interesser (artikel 9(2)(b) i GDPR). Se venligst afsnittet 
'Privatlivspolitik baseret på dit forhold til os' i den generelle databeskyttelseserklæring, der er tilgængelig 
her, for kategorier af modtagere af følsomme personoplysninger, alt efter hvad der er relevant for dig. 

8. Personoplysninger for personer under 18 år  

Vi behandler kun personoplysninger eller følsomme personoplysninger for personer under 18 år i forbindelse 
med rejser, immigrationsformål eller når du besøger vores lokaler. Hvis vi er forpligtet til at behandle 
personoplysninger eller følsomme personoplysninger om sådanne personer, vil vi gøre det ved at indhente 
udtrykkeligt samtykke fra deres værger og fra den mindreårige, hvis de har evne til at give samtykke, baseret 
på deres alder og modenhed. Hvis du bliver bekendt med, at vi utilsigtet har indsamlet eller modtaget 
personoplysninger eller følsomme personoplysninger om en person under 18 år direkte fra vedkommende, 
bedes du straks underrette os via de kontaktoplysninger, der er angivet i denne erklæring 
("Kontaktoplysninger til klager og klager" nedenfor), og vi vil i overensstemmelse hermed slette sådanne 
oplysninger. 

Bemærk: Vi indsamler, bruger eller behandler ikke personoplysninger fra personer under 18 år på vores 
hjemmeside. Hvis du er under 18 år, ønsker vi ikke, at du videregiver dine personoplysninger på vores 
hjemmeside. 

9. Brug af personoplysninger/personlige oplysninger i direkte 
markedsføring  

Til direkte markedsføring vil vi bruge dine personoplysninger/personlige oplysninger på følgende måder (i 
overensstemmelse med gældende lokal lovgivning). 

a) Administrere og vedligeholde vores forhold til dig, herunder besvarelse af en forespørgsel, et spørgsmål 
eller en kommentar fra dig, som er nødvendig for forholdet mellem LTIMindtree og den registrerede; 

b) At engagere sig i markedsførings- og forretningsudviklingsaktiviteter i forbindelse med forbedring og 
promovering af LTIMindtrees produkter og tjenester, som er nødvendige for forholdet mellem 
LTIMindtree og den registrerede. 

c) At levere annoncering målrettet dine interesser på andre virksomheders websteder eller mobilapps; 

d) Forbedre de produkter og tjenester, vi tilbyder dig, og administrere sikkerheden i vores virksomhed. 

e) At udføre analyser og markedsundersøgelser for at forbedre denne hjemmeside 

https://www.ltimindtree.com/general-privacy-policy/
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f) Informere dig om vores servicetilbud ved at kommunikere via e-mail, SMS, telefon og andre lignende 
kommunikationsmidler, som er nødvendige for forholdet mellem LTIMindtree og den registrerede.  

g) Indbyggere i Californien, der afgiver personlige oplysninger, har ret til at anmode om oplysninger om sig 
selv, som vi har videregivet til tredjeparter til deres egne direkte markedsføringsformål (hvis relevant), 
herunder kategorierne af oplysninger og navnene og adresserne på disse virksomheder. Vi videregiver i 
øjeblikket ikke personoplysninger om indbyggere i Californien til tredjeparter med henblik på direkte 
markedsføring. 

Du kan til enhver tid "fravælge" de frivillige formål med behandling ved at bruge de midler, der er angivet i 
afsnittet "Registreredes/Datahovedpersoners/Forbrugeres rettigheder". 

Hvor dine personoplysninger behandles til direkte markedsføringsformål, har du til enhver tid ret til at gøre 
indsigelse mod behandlingen af dine personoplysninger til sådanne markedsføringsformål. 
Personoplysningerne må ikke længere behandles til de formål, der er beskrevet i artikel 21(2) og (3) i GDPR.  

I det omfang det er påkrævet i henhold til gældende lov, indhenter vi dit samtykke, før vi videregiver dine 
personoplysninger til tredjeparter til markedsføringsformål. Hvis du har givet os dit samtykke til at bruge 
dine personoplysninger til ovenstående direkte markedsføringsformål, kan du til enhver tid framelde dig og 
trække dit samtykke tilbage gratis ved at kontakte os på de oplysninger, der er angivet nedenfor i denne 
privatlivspolitik. Din framelding vil blive behandlet og træder i kraft hurtigst muligt.  

10. Begivenheder og initiativer  

Vi organiserer og deltager i arrangementer og initiativer. I sådanne tilfælde gælder denne erklæring for 
deltagere og talere sammen med eventuelle andre supplerende oplysninger, der gives i forbindelse med 
hvert arrangement. I tilfælde af at vi udpeger tredjeparter til at afholde eller organisere sådanne 
arrangementer og initiativer, vil dine personoplysninger eller personlige oplysninger blive videregivet til 
sådanne tredjeparter i henhold til kontraktlige forpligtelser med sådanne tredjeparter i overensstemmelse 
med gældende databeskyttelseslovgivning. Behandling af personoplysninger/personlige oplysninger 
foretaget af sådanne tredjeparter skal dog være underlagt de respektive parters privatlivspolitikker og de 
kontraktlige forpligtelser, der er indgået med os. 

11. Opbevaring og bortskaffelse af personoplysninger eller 
personlige oplysninger  

Hvor længe vi fortsat opbevarer dine personoplysninger/personoplysninger, vil primært variere afhængigt 
af:  

• Formål identificeret i denne erklæring for brug af personoplysninger/personoplysninger – Vi skal 
opbevare oplysningerne, så længe det er nødvendigt for det relevante formål; og 

• Juridiske forpligtelser – love eller bestemmelser fastsætter en minimumsperiode, hvori vi skal opbevare 
dine personoplysninger/personoplysninger; 

• Bortskaffelse af personoplysninger/personoplysninger skal håndteres med den største omhu og skal 
foregå i overensstemmelse med rimelige datasikkerhedspraksisser som beskrevet i dens interne 
politikker for bortskaffelse af data. 

• Personoplysninger/personoplysninger må kun behandles i den periode, der er nødvendig for de formål, 
hvortil de oprindeligt blev indsamlet, i henhold til gældende lov og som angivet i LTIMindtrees 
opbevaringspolitik. 
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12. Grænseoverskridende overførsel 

Vi er en del af Larsen og Toubro Group (www.larsentoubro.com), som er en international koncern, og som 
sådan overfører vi personoplysninger/personoplysninger om dig til lande, hvor LTIMindtree har aktiviteter, 
og især til Indien og USA (hvor LTIMindtrees SaaS-baserede tjenesteudbydere er til stede). Vi overfører 
personoplysninger mellem vores koncerntilknyttede virksomheder og datacentre til de ovenfor beskrevne 
formål. Disse dataoverførsler er nødvendige for at levere vores produkter og tjenester. Vi kan også overføre 
personoplysninger efter behov til vores autoriserede tredjepartsleverandører, LTIMindtree-kunder og 
autoriserede forretningspartnere. 

For Mexico kan dit samtykke være påkrævet, medmindre overførslen er nødvendig for at overholde 
forpligtelser, der følger af vores juridiske forhold til dig, eller medmindre disse tredjeparter fungerer som 
databehandlere. Ved at give os dine personoplysninger og bruge hjemmesiden/ansøge en ledig stilling eller 
opretholde et juridisk forhold til os, accepterer du overførslen af dine personoplysninger, hvor dit samtykke 
er påkrævet. Du kan dog fravælge dette under “opt-out” visse omstændigheder i henhold til proceduren i 
afsnittet "Registreredes/Dataansvarlige/Forbrugeres rettigheder". 

Hvor vi overfører dine personoplysninger/personoplysninger uden for din jurisdiktion, vil vi sikre, at de 
beskyttes og overføres i overensstemmelse med gældende databeskyttelseslovgivning.  

For overførsler uden for Det Europæiske Økonomiske Samarbejdsområde ("EØS") sikrer vi, at:  

Vi yder tilstrækkelig beskyttelse af overførsel af personoplysninger i overensstemmelse med gældende lov 
ved at sikre, at: 

• modtagerlandet yder et tilstrækkeligt niveau af databeskyttelse baseret på Europa-Kommissionens 
afgørelser om tilstrækkeligheden af databeskyttelse i henhold til artikel 45 i GDPR, eller 

• Modtagerorganisationen har underskrevet en kontrakt baseret på "standardkontraktbestemmelser", 
der er godkendt af Europa-Kommissionen i dens gennemførelsesafgørelse, jf. artikel 46 i GDPR, og som 
forpligter dem til at beskytte dine personoplysninger/personoplysninger. Du har ret til at anmode om en 
kopi af disse standardkontraktbestemmelser ved at kontakte os via nedenstående kontaktoplysninger 
(afsnittet "Kontaktoplysninger for klager og klager"), og 

• Hvor det er relevant, har vi implementeret yderligere (tekniske, kontraktlige og/organisatoriske) 
foranstaltninger for at sikre overførslen af dine personoplysninger/personoplysninger;  

• mangel af en tilstrækkelighedsafgørelse i henhold til artikel 45, stk. 3, i GDPR, eller passende 
sikkerhedsforanstaltninger i henhold til artikel 46 i GDPR, herunder bindende virksomhedsregler, må en 
overførsel eller en række overførsler af personoplysninger til et tredjeland eller en international 
organisation kun finde sted på en af følgende betingelser:  

o (a) den registrerede har udtrykkeligt givet samtykke til den foreslåede overførsel efter at være 
blevet informeret om de mulige risici ved sådanne overførsler for den registrerede på grund af 
manglende tilstrækkelighedsafgørelse og passende garantier;  

o (b) videregivelsen er nødvendig for at opfylde en kontrakt mellem den registrerede og den 
dataansvarlige eller for at gennemføre foranstaltninger forud for kontraktindgåelse, der er 
truffet på den registreredes anmodning;  

o (c) videregivelsen er nødvendig for indgåelse eller opfyldelse af en kontrakt, der er indgået i den 
registreredes interesse mellem den dataansvarlige og en anden fysisk eller juridisk person;  

o (d) overførslen er nødvendig af hensyn til vigtige samfundsinteresser;  

o (e) overførslen er nødvendig for at retskrav kan fastlægges, gøres gældende eller forsvares;  

https://www.larsentoubro.com/
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o (f) videregivelsen er nødvendig for at beskytte den registreredes eller andre personers vitale 
interesser, hvis den registrerede er fysisk eller juridisk ude af stand til at give samtykke;  

o (g) overførslen sker fra et register, der i henhold til EU-retten eller medlemsstaternes nationale 
ret har til formål at informere offentligheden, og som er åbent for høring enten af offentligheden 
generelt eller af enhver person, der kan godtgøre en legitim interesse, men kun i det omfang, at 
de betingelser, der er fastsat i EU-retten eller medlemsstaternes nationale ret for høring, er 
opfyldt i det pågældende tilfælde. 

Hvis en overførsel ikke kan baseres på en bestemmelse i artikel 45 eller 46 i GDPR, herunder 
bestemmelserne om bindende virksomhedsregler, og ingen af de ovenfor nævnte undtagelser for en 
specifik situation finder anvendelse, må en overførsel til et tredjeland eller en international organisation 
kun finde sted, hvis overførslen ikke er gentagen, kun vedrører et begrænset antal registrerede, er 
nødvendig af hensyn til vægtige legitime interesser, som den dataansvarlige forfølger, og som ikke 
tilsidesættes af den registreredes interesser eller rettigheder og frihedsrettigheder, og den 
dataansvarlige har vurderet alle omstændighederne vedrørende dataoverførslen og på grundlag af 
denne vurdering har truffet passende garantier med hensyn til beskyttelse af personoplysninger. Den 
dataansvarlige skal underrette tilsynsmyndigheden om overførslen. Den dataansvarlige skal, ud over at 
give de oplysninger, der er omhandlet i artikel 13 og 14 i GDPR, informere den registrerede om 
overførslen og om de vægtige legitime interesser, der forfølges. 

Ved overførsler uden for Storbritannien ("UK") sørger vi for, at:  

• modtagerlandet yder et tilstrækkeligt niveau af databeskyttelse baseret på statssekretærens afgørelser 
om tilstrækkeligheden af databeskyttelsen i henhold til artikel 45 i den britiske GDPR; eller 

• modtagerorganisationen har underskrevet en kontrakt baseret på en "International Data Transfer 
Agreement" godkendt af den britiske ICO, der forpligter dem til at beskytte dine 
personoplysninger/personoplysninger; og 

• Hvor det er relevant, har vi implementeret yderligere (tekniske, kontraktlige og/organisatoriske) 
foranstaltninger for at sikre overførslen af dine personoplysninger; 

• mangel af en tilstrækkelighedsafgørelse i henhold til artikel 45, stk. 3, i GDPR, eller passende 
sikkerhedsforanstaltninger i henhold til artikel 46 i GDPR, herunder bindende virksomhedsregler, må en 
overførsel eller en række overførsler af personoplysninger til et tredjeland eller en international 
organisation kun finde sted på en af følgende betingelser:  

o (a) den registrerede har udtrykkeligt givet samtykke til den foreslåede overførsel efter at være 
blevet informeret om de mulige risici ved sådanne overførsler for den registrerede på grund af 
manglende tilstrækkelighedsafgørelse og passende garantier;  

o (b) videregivelsen er nødvendig for at opfylde en kontrakt mellem den registrerede og den 
dataansvarlige eller for at gennemføre foranstaltninger forud for kontraktindgåelse, der er 
truffet på den registreredes anmodning;  

o (c) videregivelsen er nødvendig for indgåelse eller opfyldelse af en kontrakt, der er indgået i den 
registreredes interesse mellem den dataansvarlige og en anden fysisk eller juridisk person;  

o (d) overførslen er nødvendig af hensyn til vigtige samfundsinteresser;  

o (e) overførslen er nødvendig for at retskrav kan fastlægges, gøres gældende eller forsvares;  

o (f) videregivelsen er nødvendig for at beskytte den registreredes eller andre personers vitale 
interesser, hvis den registrerede er fysisk eller juridisk ude af stand til at give samtykke;  

o (g) overførslen sker fra et register, der i henhold til EU-retten eller medlemsstaternes nationale 
ret har til formål at informere offentligheden, og som er åbent for høring enten af offentligheden 
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generelt eller af enhver person, der kan godtgøre en legitim interesse, men kun i det omfang, at 
de betingelser, der er fastsat i EU-retten eller medlemsstaternes nationale ret for høring, er 
opfyldt i det pågældende tilfælde. 

Hvis en overførsel ikke kan baseres på en bestemmelse i artikel 45 eller 46 i GDPR, herunder 
bestemmelserne om bindende virksomhedsregler, og ingen af de ovenfor nævnte undtagelser for en 
specifik situation finder anvendelse, må en overførsel til et tredjeland eller en international organisation 
kun finde sted, hvis overførslen ikke er gentagen, kun vedrører et begrænset antal registrerede, er 
nødvendig af hensyn til vægtige legitime interesser, som den dataansvarlige forfølger, og som ikke 
tilsidesættes af den registreredes interesser eller rettigheder og frihedsrettigheder, og den 
dataansvarlige har vurderet alle omstændighederne vedrørende dataoverførslen og på grundlag af 
denne vurdering har truffet passende garantier med hensyn til beskyttelse af personoplysninger. Den 
dataansvarlige skal underrette tilsynsmyndigheden om overførslen. Den dataansvarlige skal, ud over at 
give de oplysninger, der er omhandlet i artikel 13 og 14 i GDPR, informere den registrerede om 
overførslen og om de vægtige legitime interesser, der forfølges. 

Ved overførsler uden for Schweiz sørger vi for, at: 

Vi yder tilstrækkelig beskyttelse af overførsel af personoplysninger i overensstemmelse med gældende lov 
ved at sikre, at: 

• Modtagerlandet yder et tilstrækkeligt niveau af databeskyttelse baseret på FDPIC-afgørelsen og fra 1. 
september 2023 i henhold til forordningen om den føderale lov (Federal Act) om databeskyttelse; 

• Modtagerorganisationen har underskrevet en kontrakt baseret på "standardkontraktbestemmelser", 
der er godkendt af Europa-Kommissionen i dens gennemførelsesafgørelse, jf. artikel 46 i GDPR, og det 
schweiziske bilag til standardkontraktbestemmelserne, der er godkendt af FDPIC, og som forpligter dem 
til at beskytte dine personoplysninger/personoplysninger. Du har ret til at anmode om en kopi af disse 
standardkontraktbestemmelser ved at kontakte os via nedenstående kontaktoplysninger (afsnittet 
'Kontaktoplysninger for klager og henvendelser'); og 

• Hvor det er relevant, har vi implementeret yderligere (tekniske, kontraktlige og/organisatoriske) 
foranstaltninger for at sikre overførslen af dine personoplysninger/personoplysninger; 

• mangel af en tilstrækkelighedsafgørelse i henhold til artikel 45, stk. 3, i GDPR, eller passende 
sikkerhedsforanstaltninger i henhold til artikel 46 i GDPR, herunder bindende virksomhedsregler, må en 
overførsel eller en række overførsler af personoplysninger til et tredjeland eller en international 
organisation kun finde sted på en af følgende betingelser:  

o (a) den registrerede har udtrykkeligt givet samtykke til den foreslåede overførsel efter at være 
blevet informeret om de mulige risici ved sådanne overførsler for den registrerede på grund af 
manglende tilstrækkelighedsafgørelse og passende garantier;  

o (b) videregivelsen er nødvendig for at opfylde en kontrakt mellem den registrerede og den 
dataansvarlige eller for at gennemføre foranstaltninger forud for kontraktindgåelse, der er 
truffet på den registreredes anmodning;  

o (c) videregivelsen er nødvendig for indgåelse eller opfyldelse af en kontrakt, der er indgået i den 
registreredes interesse mellem den dataansvarlige og en anden fysisk eller juridisk person;  

o (d) overførslen er nødvendig af hensyn til vigtige samfundsinteresser;  

o (e) overførslen er nødvendig for at retskrav kan fastlægges, gøres gældende eller forsvares;  

o (f) videregivelsen er nødvendig for at beskytte den registreredes eller andre personers vitale 
interesser, hvis den registrerede er fysisk eller juridisk ude af stand til at give samtykke;  

o (g) overførslen sker fra et register, der i henhold til EU-retten eller medlemsstaternes nationale 
ret har til formål at informere offentligheden, og som er åbent for høring enten af offentligheden 
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generelt eller af enhver person, der kan godtgøre en legitim interesse, men kun i det omfang, at 
de betingelser, der er fastsat i EU-retten eller medlemsstaternes nationale ret for høring, er 
opfyldt i det pågældende tilfælde. 

Hvis en overførsel ikke kan baseres på en bestemmelse i artikel 45 eller 46 i GDPR, herunder 
bestemmelserne om bindende virksomhedsregler, og ingen af de ovenfor nævnte undtagelser for en 
specifik situation finder anvendelse, må en overførsel til et tredjeland eller en international organisation 
kun finde sted, hvis overførslen ikke er gentagen, kun vedrører et begrænset antal registrerede, er 
nødvendig af hensyn til vægtige legitime interesser, som den dataansvarlige forfølger, og som ikke 
tilsidesættes af den registreredes interesser eller rettigheder og frihedsrettigheder, og den 
dataansvarlige har vurderet alle omstændighederne vedrørende dataoverførslen og på grundlag af 
denne vurdering har truffet passende garantier med hensyn til beskyttelse af personoplysninger. Den 
dataansvarlige skal underrette tilsynsmyndigheden om overførslen. Den dataansvarlige skal, ud over at 
give de oplysninger, der er omhandlet i artikel 13 og 14 i GDPR, informere den registrerede om 
overførslen og om de vægtige legitime interesser, der forfølges. 

Ved overførsler uden for Sydafrika sørger vi for, at:  

• modtagerorganisationen har underskrevet en kontrakt, der forpligter dem til at beskytte dine 
personoplysninger/følsomme personoplysninger på en måde, der svarer til kravene i henhold til lov om 
beskyttelse af personoplysninger (Protection of Personal Information Act), lov nr. 4 af 2013; og 

• Hvor det er relevant, har vi implementeret yderligere (tekniske, kontraktlige og/eller organisatoriske) 
foranstaltninger for at sikre overførslen af dine personoplysninger;  

For overførsler uden for Folkerepublikken Kina ("PRC") sørger vi for, at:  

• Modtagerorganisationen har underskrevet en kontrakt med LTIMindtree baseret på en 
"standardkontraktmodel" udgivet af Cybersikkerhedsadministration of PRC;  

• vi har indhentet dit separate samtykke til grænseoverskridende overførsel af personoplysninger; 

• Vi har udført konsekvensanalysen vedrørende beskyttelse af personoplysninger i forbindelse med 
grænseoverskridende overførsel af personoplysninger; 

• hvor det er relevant, har regeringen godkendt vores ansøgning om sikkerhedsvurdering ved eksport af 
personoplysninger; og  

• Hvor det er relevant, har vi implementeret yderligere (tekniske, kontraktlige og/organisatoriske) 
foranstaltninger for at sikre overførslen af dine personoplysninger;  

Ved overførsler uden for Australien sørger vi for, at:  

• vi underretter dig om de oversøiske steder, hvor dine personoplysninger kan blive videregivet;  

• tredjepartsmodtageren af de personlige oplysninger befinder sig i et område, der har love eller bindende 
regler, der beskytter de personlige oplysninger på en måde, der samlet set i det mindste i det væsentlige 
svarer til den måde, hvorpå de australske principper for privatlivsbeskyttelse i bilag 1 til privatlivsloven 
(Privacy Act ) beskytter sådanne personlige oplysninger, og der findes mekanismer til rådighed for dig til 
at håndhæve sådanne love eller bindende regler; og/eller 

• tage rimelige skridt til at sikre, at den udenlandske modtager ikke overtræder de australske principper 
for privatlivets fred. 

Ved overførsler uden for andre jurisdiktioner sikrer vi, at: 

• Der er relevante databehandlingsaftaler i overensstemmelse med gældende privatlivslovgivning 
underskrevet mellem dens dataeksporterende afdeling og dens dataimporterende afdeling med 
passende ansvarsområder. 
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Du kan få flere oplysninger om den beskyttelse, der ydes til dine personoplysninger/personoplysninger, når 
de overføres uden for din jurisdiktion (herunder en prøvekopi af standardkontraktbestemmelserne og -
beskyttelsesforanstaltningerne) ved at kontakte os ved hjælp af de oplysninger, der er angivet i denne 
erklæring i afsnittet "Kontaktoplysninger for klager og klager". 

13. Sikkerhed for personoplysninger/personlige oplysninger  

For at overholde vores datasikkerhedsforpligtelser i henhold til gældende databeskyttelseslovgivning har vi 
indført følgende fysiske, tekniske og organisatoriske sikkerhedsforanstaltninger for at sikre sikkerheden af 
dine personoplysninger/personlige oplysninger og PHI, under hensyntagen til gældende branchestandarder, 
implementeringsomkostningerne og behandlingens art, omfang, kontekst og formål samt risikoen med 
varierende sandsynlighed og alvor for dine rettigheder og friheder: 

• Dette omfatter forebyggelse af ændring, beskadigelse, tab, uautoriseret behandling eller adgang hertil, 
under hensyntagen til dataenes art og de risici, de er udsat for på grund af menneskelige handlinger eller 
det fysiske eller naturlige miljø. 

• Vi skal overholde sikkerhedsforanstaltningerne i henhold til vores kontraktlige og lovmæssige krav i 
samråd med vores interne IT-afdeling. 

• Kontoret for databeskyttelse og den administrerende direktør for informationssikkerhed skal 
regelmæssigt vurdere de sikkerhedsforanstaltninger, der er implementeret for at beskytte 
personoplysninger og personlige oplysninger, og opdatere disse, hvor det er nødvendigt. 

• Alle medarbejdere og leverandører skal modtage obligatorisk træning i privatlivsbeskyttelse (f.eks. 
træning i integration af privatliv i softwareudvikling osv.). Yderligere fortrolighedsaftaler og 
fortrolighedsaftaler skal underskrives af alle medarbejdere og leverandører på eller før deres 
tiltrædelsesdato hos LTIMindtree. 

• Vi har implementeret følgende sikkerhedsforanstaltninger for at sikre, at de personoplysninger, vi 
indsamler, opbevarer, behandler og videregiver, er sikre: 

o Fysiske sikkerhedskontroller 

▪ Facilitetsperimeter, HD-adgangslæser, Datacenter, Videoovervågning 

o IT-infrastrukturkontroller 

▪ Kryptering, DLP, datamaskering, kontrollerede bærbare porte, adgangskontrol, kontrol af 
uautoriseret software, datadestruktion, systemhygiejneforanstaltninger, overvågning, 
brugeradgangsstyring, programrettelsesstyring, sårbarhedsstyring. 

Vi har implementeret en procedure for håndtering af hændelser og brud for at sikre, at undtagelser i 
overholdelse af databeskyttelsesreglerne straks rapporteres til Kontoret for Databeskyttelse og til den 
udpegede databeskyttelsesrådgiver. 

14. Privatliv gennem design 

• Vi har etableret en proces til proaktivt at integrere privatlivsaspekter i de indledende planlægnings-
/designfaser samt gennem hele udviklingsprocessen for nye processer/tjenester/teknologier og/eller 
platforme, der involverer behandling af personoplysninger (Personal Data).  

• Der er blevet overvejet tekniske og organisatoriske foranstaltninger for at forbedre privatlivets fred 
(f.eks. pseudonymisering, anonymisering, dataminimering, dataaggregering). Derudover træffer vi 
passende tekniske og organisatoriske foranstaltninger for at sikre, at indsamlede eller behandlede 
personoplysninger er tilstrækkelige, relevante og begrænsede til, hvad der er nødvendigt i forhold til de 
formål, hvortil de behandles. 
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• Med hensyn til personoplysninger fra indbyggere i Californien, og ud over ovenstående, vil vi anvende 
foranstaltninger til at forbedre beskyttelsen af dine personoplysninger ved at "aggregere 
forbrugeroplysninger" eller "afidentificere" sådanne personoplysninger, som disse termer er defineret i 
CCPA-reglerne. Hvor vi træffer sådanne foranstaltninger, vil vi kun behandle de resulterende oplysninger 
i anonymiseret form og vil ikke forsøge at genidentificere dem, medmindre det er tilladt ved lov. 

15. Registrerede personers/datahovedpersons/forbrugers 
rettigheder  

I henhold til GDPR har du følgende rettigheder vedrørende dine personoplysninger, som du har givet os:. 

• Retten til at få adgang til dine personoplysninger: 
I henhold til artikel 15 i GDPR kan du anmode om en kopi af dine personoplysninger. Du kan især anmode 
om oplysninger om formålene med behandlingen, datakategorierne, kategorierne af modtagere, som 
dine data er blevet eller vil blive overført til, dataopbevaringsperioden, eksistensen af en ret til 
berigtigelse, sletning, begrænsning af behandling eller indsigelse, eksistensen af en ret til at indgive en 
klage, kilden til dine data, hvis de ikke er indsamlet direkte af os, samt eksistensen af automatiseret 
afgørelsestagning, herunder profilering og, hvis relevant, væsentlige oplysninger om detaljerne heri. 

Bemærk venligst, at der i henhold til GDPR er omstændigheder, hvor vi har ret til at afvise anmodninger 
om adgang til eller modtage kopier af dine personoplysninger, i særlige tilfælde hvor en sådan 
videregivelse ville have en negativ indvirkning på andres rettigheder og friheder. 

• Retten til at få dine personoplysninger berigtiget, hvis de er ukorrekte eller ufuldstændige (artikel 16 i 
GDPR). 

• Retten til at få dine personoplysninger slettet ("retten til at blive glemt") i henhold til artikel 17 i GDPR: 
I henhold til GDPR, hvor et af følgende grundlag gælder, skal du være opmærksom på, at vi under andre 
omstændigheder har ret til at opbevare det: 

- hvis de ikke længere er nødvendige i forhold til de formål, hvortil de blev indsamlet eller på 
anden måde behandlet; 

- hvis deres behandling var baseret på samtykke, og du har trukket dit samtykke tilbage, og der 
ikke er andet retsgrundlag for behandlingen; 

- hvis Behandlingen foretages til markedsføringsformål; 

- hvis du gør indsigelse mod behandlingen af hensyn til din særlige situation, og der ikke er nogen 
overordnede legitime grunde til behandlingen; 

- hvis dine data er blevet behandlet ulovligt; eller 

- dine data er blevet slettet for at overholde en juridisk forpligtelse. 

• Retten til at få begrænsning af behandlingen af dine personoplysninger i henhold til de betingelser, der 
er fastsat i GDPR (artikel 18 i GDPR).  

• Retten til at gøre indsigelse mod behandlingen af dine personoplysninger til enhver tid af grunde, der 
vedrører din særlige situation. Hvor dine personoplysninger behandles med henblik på direkte 
markedsføring, har du til enhver tid ret til at gøre indsigelse mod behandling af dine personoplysninger 
med henblik på sådan markedsføring, herunder profilering i det omfang det er relateret til sådan direkte 
markedsføring (artikel 21). GDPR). 

• Retten til at modtage dine personoplysninger, som du har givet os som dataansvarlig, i et struktureret, 
almindeligt anvendt og maskinlæsbart format og til at overføre disse personoplysninger til en anden 
dataansvarlig ("dataportabilitet") 
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I henhold til artikel 20 i GDPR skal du være opmærksom på, at denne ret kun gælder for 
personoplysninger, som du rent faktisk har givet os, og når behandlingen er baseret på dit samtykke eller 
en kontrakt som retsgrundlag. 

• Retten til at indgive en klage til den kompetente databeskyttelsesmyndighed, hvis du mener, at vi har 
krænket nogen af dine databeskyttelsesrettigheder. For at indgive en klage, finder du oplysningerne i 
afsnittet "Kontaktoplysninger for klager og klager" i denne erklæring.  

• I henhold til artikel 48 i den franske databeskyttelseslov (French Data Protection Act) har registrerede 
også ret til at give instruktioner om håndtering af deres personoplysninger efter døden.  

Hvis du har brug for vores hjælp til at udøve ovenstående rettigheder, bedes du kontakte os som angivet i 
afsnittet "Kontaktoplysninger for klager og klager" nedenfor. 

• Hvis behandlingen af dine personoplysninger er baseret på samtykke, kan du til enhver tid trække dit 
samtykke tilbage (artikel 7 (3) i GDPR). Din ret til at trække dit samtykke tilbage kan udøves ved at 
kontakte os som angivet i afsnittet "Kontaktoplysninger for klager og klager" nedenfor. Tilbagetrækning 
af samtykke påvirker ikke lovligheden af behandling baseret på samtykke før tilbagetrækningen. Under 
visse omstændigheder er det lovligt for os at fortsætte med at behandle dine personoplysninger uden 
dit samtykke, hvis vi har et andet retsgrundlag (ud over samtykke) for at gøre det, og som meddelt dig 
inden ændringen af retsgrundlaget. 

• Ret til adgang til dine personoplysninger på stedet (kun for Mexico). 

• Ret til at anmode om at annullere behandlingen af dine personoplysninger (kun for Mexico) 

• Ret til at begrænse brugen og videregivelsen af dine personoplysninger (kun for Mexico). 

Den registreredes rettigheder vil blive opfyldt baseret på den jurisdiktion, du tilhører. Hvis du tilhører en 
anden jurisdiktion, der ikke er anført nedenfor, kan du kontakte os ved at kontakte 
dataprotectionoffice@ltimindtree.com 

Følgende er de registreredes rettigheder, der gælder i de respektive jurisdiktioner: 
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Ret til information 
/ adgang 

Ja Ja Ja Ja Ja Ja Ja Ja Ja Ja Ja 

Ret til at trække 
samtykke tilbage 
(fravalg) 

Ja Ja Ja Ja Ja Ja Ja Ja Ja Ja Ja 

Ret til at gøre 
indsigelse mod 
behandling 

Ja  Ja Ja    Ja Ja  Ja 

Ret til 
begrænsning af 
behandling 

Ja  Ja    Ja Ja Ja  Ja 

Ret til sletning (at Ja Ja Ja Ja   Ja Ja Ja   
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blive glemt) 

Ret til berigtigelse Ja Ja Ja Ja Ja Ja Ja Ja Ja Ja Ja 

Ret til 
dataportabilitet 

Ja Ja      Ja Ja   

Ret til ikke at blive 
genstand for 
automatiseret 
beslutningstagning
/profilering 

Ja Ja Ja      Ja   

Ret til at klage til 
tilsynsmyndighede
n 

Ja Ja Ja Ja Ja Ja Ja Ja Ja Ja Ja 

Retten til ikke at 
blive udsat for 
forskelsbehandling 
i forbindelse med 
udøvelsen af 
rettigheder 

Ja Indbyggere 
i Californien 

Ja        Ja 

Fravælg salg af 
data 

Ja Indbyggere 
i Californien 

Ja         

Ret til at anmode 
om at annullere 
behandlingen af 
dine 
personoplysninger 

   Ja        

Begræns brugen 
og videregivelsen 
af dine 
personoplysninger. 

 Indbyggere 
i Californien 

 Ja        

Ret til at få adgang 
til dine 
personoplysninger 
på stedet 

   Ja        

Ret til at udpege 
en repræsentant 

      Ja     

For at udøve de ovenfor beskrevne rettigheder i forbindelse med dine personoplysninger/følsomme 
personoplysninger eller for at modtage yderligere oplysninger, kan du indsende en anmodning ved at klikke 
på linket: Portal for anmodninger om dataindberetning eller ved at kontakte 
dataprotectionoffice@ltimindtree.com 

For at modtage yderligere oplysninger om den gældende procedure og krav, kan du indsende en anmodning 
ved at kontakte dataprotectionoffice@ltimindtree.com 

Californiens privatlivsrettigheder 

I de foregående tolv måneder eller mere har vi indsamlet følgende kategorier af personoplysninger: 
identifikatorer, finansielle oplysninger, sundheds- og medicinske oplysninger, demografiske oplysninger og 

mailto:dataprotectionoffice@ltimindtree.com
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oplysninger vedrørende beskyttede karakteristika, kommercielle oplysninger, biometriske oplysninger, 
oplysninger om internet- eller andre elektroniske netværksaktiviteter, geoplaceringsdata, lyd-, elektroniske 
og visuelle oplysninger, professionelle eller ansættelsesrelaterede oplysninger, følsomme personoplysninger 
og slutninger draget af andre oplysninger, vi indsamler. De kategorier af kilder, hvorfra vi indsamler 
personoplysninger/personlige oplysninger, er beskrevet i afsnittet "Hvilke personoplysninger/personlige 
oplysninger behandles, og hvordan vi indsamler dine personoplysninger/personlige oplysninger". De 
forretningsmæssige og kommercielle formål med indsamling af personoplysninger/personlige oplysninger 
er beskrevet i afsnittene "Til hvilke formål og på hvilket retsgrundlag behandler vi dine 
personoplysninger/personlige oplysninger" og "Brug af personoplysninger/personlige oplysninger i direkte 
markedsføring". I de foregående tolv måneder eller mere har vi delt identifikatorer, oplysninger om internet- 
og anden elektronisk netværksaktivitet samt inferensoplysninger med reklamepartnere og sociale 
medieplatforme til reklame- og andre kommercielle formål. Vi har videregivet de ovenfor beskrevne 
kategorier af personoplysninger til de formål og til de kategorier af modtagere, der er identificeret i afsnittet 
"Videregivelse til tredjeparter". Vi deler eller sælger ikke bevidst oplysninger om personer under 16 år, og vi 
bruger ikke følsomme personoplysninger til formål, der kræver, at vi giver en meddelelse om retten til at 
begrænse brugen af følsomme personoplysninger. 

CCPA-reglerne giver indbyggere i Californien ret til at anmode om oplysninger om de kategorier af 
personoplysninger, som virksomheden indsamler, sælger, deler eller videregiver vedrørende indbyggere i 
Californien. Vi stiller sådanne oplysninger uden beregning til den anmodende indbygger I Californien, efter 
at anmodningen er blevet verificeret. 

I henhold til CCPA-reglerne omfatter "indsamler" oplysninger, der er købt, lejet, indsamlet, erhvervet, 
modtaget og tilgået, enten aktivt, passivt eller ved at observere en californisk bosiddende, dog forudsat at vi 
er begrænset med hensyn til, hvad vi kan videregive med hensyn til visse følsomme personoplysninger. 

CCPA-reglerne kræver, at vi giver indbyggere i Californien adgang til data og dataportabilitet. 

Med visse undtagelser giver CCPA-reglerne Californiens indbyggere ret til at anmode om sletning af deres 
personlige oplysninger. Indbyggere i Californien kan også anmode om rettelse af unøjagtige eller 
ufuldstændige personoplysninger. 

CCPA-reglerne giver indbyggere i Californien ret til at anmode om oplysninger om personlige oplysninger, 
der sælges eller deles, og til at fravælge et sådant salg eller en sådan deling. Indbyggere i Californien har også 
ret til at bede os om at begrænse brugen og videregivelsen af følsomme personoplysninger i det omfang, det 
er nødvendigt for at udføre tjenesterne eller levere varerne. 

CCPA-reglerne tillader indbyggere i Californien at anmode os om at rette eventuelle unøjagtige data. 

CCPA-reglerne tillader indbyggere i Californien at fravælge deling af deres personlige oplysninger. 

CCPA-reglerne forbyder forskelsbehandling af indbyggere i Californien, der vælger at udøve deres 
rettigheder i henhold til CCPA-reglerne. 

For at udøve de ovenfor beskrevne rettigheder i forbindelse med dine personoplysninger/følsomme 
personoplysninger eller for at modtage yderligere oplysninger, kan du indsende en anmodning ved at klikke 
på linket: Portal for anmodninger om dataindberetning eller ved at kontakte 
dataprotectionoffice@ltimindtree.com Du kan også kontakte LTIMindtree US gratisnummer +1 833 968 
0934.  

Hvis du har spørgsmål eller støder på problemer/har brug for hjælp, bedes du skrive til 
dataprotectionoffice@ltimindtree.com 
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Indbyggere i Californien, der afgiver personlige oplysninger, har ret til at anmode om oplysninger om sig selv, 
som vi har videregivet til tredjeparter til deres egne direkte markedsføringsformål (hvis relevant), herunder 
kategorierne af oplysninger og navnene og adresserne på disse virksomheder. Vi deler i øjeblikket ikke 
personoplysninger om indbyggere i Californien med tredjeparter til deres egne direkte 
markedsføringsformål. 

16. Landspecifikke bilag 

For information om USA henvises til  

• “LTIMindtree Californiens privatlivspolitik”. 

"Tillæg om Kinas privatlivspolitik". 

17. Automatiseret beslutningstagning  

Vi bruger ikke dine personoplysninger til at træffe beslutninger med juridiske eller lignende virkninger for 
dig, udelukkende baseret på automatiseret behandling af dine personoplysninger. Hvis vi i fremtiden 
foretager automatiserede individuelle afgørelser, vil vi informere dig inden behandlingen og informere dig 
om dine rettigheder, herunder din ret til at udtrykke dit synspunkt og anfægte afgørelsen. 

18. Videregivelse til tredjeparter 

• Vi kan videregive visse personoplysninger/personoplysninger til tilknyttede selskaber inden for vores 
koncern under følgende omstændigheder:  

• Personaleadministration, medarbejderarbejde og forretningsledelse.  

• At levere en tjeneste, der er juridisk bundet af en gyldig kontrakt.  

• At udføre daglige forretningstransaktioner.  

• At identificere og kontakte den registrerede.  

• For at sikre overholdelse af lokale love og regler.  

• Til sikkerhedsstyringsformål.  

• Begivenheder og initiativer  

• Vi kan også dele personoplysninger/personoplysninger uden for virksomhedsgruppen, hvor vi er 
afhængige af tredjeparter til at bistå med deres behandlingsaktiviteter, og vi har opfyldt de juridiske krav 
til en sådan videregivelse af personoplysningerne. Dette omfatter:  

• Tredjepartsagenter, leverandører eller entreprenører, der er bundet af fortrolighedsforpligtelser, i 
forbindelse med behandling af personoplysninger/personlige oplysninger til de formål, der er beskrevet 
i denne erklæring. Dette omfatter IT- og kommunikationstjenester.  

• Tredjeparter, der er relevante for de produkter og tjenester, vi leverer. Dette omfatter hardware- eller 
softwareproducenter, andre professionelle tjenesteudbydere, tilsynsmyndigheder, myndigheder og 
andre offentlige institutioner.  

• I det omfang det er påkrævet ved lov, tilsynsmyndigheder, håndhævelsesorganer eller retskendelse, kan 
vi videregive personoplysninger/personoplysninger/følsomme personoplysninger for at overholde 
enhver juridisk/lovpligtig forpligtelse. I sådanne tilfælde underretter vi dig muligvis ikke om sådanne 
anmodninger, medmindre det er tilladt ved lov.  

 

https://www.ltimindtree.com/lti-california-privacy-policy/
https://www.ltimindtree.com/wp-content/uploads/2024/03/Clean_Bilingual_2.5-LTIMindtree-External-Data-Privacy-Policy-V1-Customers-Vendors-China-Addendum_BB_24Jan2024-1.pdf?pdf=download
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• Hvor det er nødvendigt for udførelsen af rollen/opgaven for medarbejdere i LTIMindtree, og hvor det er 
tilladt eller påkrævet i henhold til gældende love, forretningskontaktoplysninger og 
personoplysninger/personoplysninger for medarbejdere i LTIMindree (f.eks.: OFCCP-data, personlige 
kontaktoplysninger) kan blive delt med vores kunder og leverandører.  

• Medarbejdere kan kontakte de kontaktoplysninger, der er angivet i afsnittet "Kontaktoplysninger for 
klager og henvendelser" i denne erklæring for at få oplyst navnene på de tredjeparter, som vi har delt 
deres personoplysninger med.  

• Med hensyn til videregivelse af personoplysninger/personoplysninger til tredjeparter vil skriftlige 
kontrakter og datadelingsaftaler med tredjeparter indeholde begrænsninger, der forbyder tredjeparten 
at opbevare, bruge eller videregive personoplysninger/personoplysninger til ethvert formål undtagen 
udførelse af de tjenester, der er specificeret i kontrakten, eller som ellers tilladt i henhold til gældende 
databeskyttelseslovgivning.  

• Hvor LTIMindtree videregiver personoplysninger/personoplysninger til tredjeparter, vil LTIMindtree 
søge at bruge databehandlere eller underdatabehandlere, der er i stand til at give tilstrækkelige garantier 
for at implementere passende tekniske og organisatoriske foranstaltninger i overensstemmelse med 
gældende databeskyttelseslovgivning, og skal indføre kontraktlige mekanismer for at sikre, at den 
relevante databehandler eller underdatabehandler tager rimelige skridt til at sikre overholdelse af disse 
foranstaltninger.  

• Vi har kontorer og aktiviteter på en række internationale lokationer, og vi deler oplysninger mellem vores 
koncernselskaber til forretningsmæssige og administrative formål gennem databehandleraftaler, 
herunder standardkontraktbestemmelser underskrevet inden for enheden. 

• Hvor det er påkrævet eller tilladt ved lov, kan oplysninger videregives til andre, såsom 
tilsynsmyndigheder og retshåndhævende myndigheder.  

• Hvor det er nødvendigt for din rolle, og hvor det er tilladt eller påkrævet i henhold til gældende love, 
dine forretningskontaktoplysninger og personoplysninger (f.eks.: OFCCP-data, diversitetsdata, 
personlige kontaktoplysninger) kan deles med vores kunder og leverandører.  

• Vi kan også dele dit CV og din baggrundsbekræftelse med kunder efter anmodning for at overholde vores 
kontraktlige forpligtelser over for disse kunder (når det er tilladt eller påkrævet i henhold til gældende 
lov).  

• Fra tid til anden kan vi overveje virksomhedstransaktioner såsom fusioner, opkøb, reorganisering, salg 
af aktiver eller lignende. I disse tilfælde kan vi overføre eller give adgang til oplysninger for at muliggøre 
vurdering og gennemførelse af den pågældende transaktion. Hvis vi køber eller sælger virksomheder 
eller aktiver, kan personoplysninger blive overført til tredjeparter, der er involveret i transaktionen.  

• For at overholde vores lovbestemte og andre forpligtelser og for korrekt forvaltning af LTIMindtree 
Group, LTIMindtree og vores tjenesteudbydere, kan vi også videregive oplysninger til andre tredjeparter, 
herunder, men ikke begrænset til, revisorer, regnskabsførere, advokater og andre professionelle 
rådgivere, samt til administrative myndigheder, domstole, retshåndhævende og/eller regulerende 
myndigheder, voldgiftsmænd, eksperter, modparter og/eller deres rådgivere. LTIMindtree sikrer 
hermed, at i tilfælde af viderebehandling af dine personoplysninger vil de forpligtelser, som LTIMindtree 
har, være kontraktligt afspejlet i vores aftaler med vores partnere, leverandører og enhver anden 
tredjepart.  

• LTIMindtree sælger under ingen omstændigheder nogen personoplysninger.  
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19. Links til tredjepartswebsteder 

Vores hjemmeside kan indeholde links til andre hjemmesider, som har deres egne privatlivspolitikker. 
Sådanne websteder vil være underlagt deres respektive privatlivspolitikker, og du kan læse dem for at forstå, 
hvordan de behandler dine personlige oplysninger.  

Noget indhold eller applikationer, herunder annoncer på vores hjemmeside, som du har adgang til, mens du 
benytter dig af vores tjenester, leveres af tredjeparter. Disse tredjeparter kan bruge cookies alene eller andre 
sporingsteknologier til at indsamle oplysninger om dig, når du bruger deres tjenester. De oplysninger, de 
indsamler, kan være knyttet til dine personlige oplysninger, eller de kan indsamle oplysninger om dine 
onlineaktiviteter over tid og på tværs af forskellige websteder og andre onlinetjenester. De kan bruge disse 
oplysninger til at give dig interessebaseret (adfærdsbaseret) annoncering eller andet målrettet indhold. Vi 
kontrollerer ikke disse tredjeparters sporingsteknologier eller hvordan de bruger de data, de har tilgået. Hvis 
du har spørgsmål om en annonce eller andet målrettet indhold, skal du kontakte den ansvarlige 
udbyder/annoncør direkte. 

20. Kvaliteten af personoplysninger/personlige oplysninger 

• Vi skal sikre, at der implementeres rimelige processer til at overvåge kvaliteten af 
personoplysningerne/personlige oplysninger.  

• Vi opbevarer/behandler, og hver forretningsenhed og supportfunktion i vores organisation skal 
træffe foranstaltninger for at sikre, at behandlede personoplysninger/personlige oplysninger er 
fuldstændige og nøjagtige og, hvor det er nødvendigt, opdaterede. 

• Vi implementerer en proces, der sikrer, at vores medarbejdere kan gennemgå, opdatere og bekræfte 
nøjagtigheden og fuldstændigheden af de personoplysninger/personlige oplysninger, som vi 
behandler. 

21. Håndtering af ændringer i databehandling  

Medmindre andet er beskrevet i denne erklæring, vil vi kun bruge personoplysninger til de ovenfor 
beskrevne formål, eller som ellers oplyst på det tidspunkt, hvor vi anmoder om sådanne oplysninger fra dig. 
Hvis dine personoplysninger behandles til andre formål end dem, der er beskrevet i denne privatlivspolitik, 
eller andre formål end dem, dine personoplysninger oprindeligt er blevet indsamlet til, vil vi give dig 
oplysninger om dette andet formål forud for enhver behandling og give dig alle andre relevante oplysninger 
som nævnt i denne erklæring, og når det er relevant, vil vi indhente dit samtykke. Hvor det kræves af 
gældende lokal lovgivning, indhenter vi dit samtykke, før vi behandler dine personoplysninger til andre 
formål end dem, du har givet samtykke til. Og i det omfang det kræves af gældende lokal lovgivning, indhente 
dit samtykke til brug af dine personoplysninger til sådanne andre formål. 

22. HIPPAs krav til privatliv og sikkerhed  

Dette afsnit beskriver LTIMindtrees forpligtelser som forretningspartner i henhold til Lov om overførbarhed 
og ansvarlighed for sundhedsforsikring Lov om overførbarhed og ansvarlighed inden for sundhedsforsikring 
(Health Insurance Portability and Accountability)(“HIPAA”). 

I. Persondataansvarlig 

LTIMindtrees databeskyttelsesansvarlige (som angivet i afsnittet "Kontaktoplysninger for klager og klager" i 
denne erklæring) fungerer også som databeskyttelsesansvarlig og enkelt kontaktpunkt for alle forespørgsler 
om HIPAA-relaterede forhold for LTIMindtree. Privatlivskontoret er også ansvarlig for:⁴¹udvikling og 
implementering af politikker og procedurer vedrørende beskyttelse af PHI og LTIMindtrees forpligtelser i 
forbindelse hermed; 
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• overholdelse af privatlivsreglen; 

• etablering af en proces til underretning om brud og koordinering med den omfattede enhed om 
eventuelle brud; 

• udvikling af et træningsprogram; og 

• overvågning af ændringer i lovgivningen og procedurer, der påvirker PHI. 

II. Aftaler for forretningspartnere 

LTIMindtree modtager, tilgår, bruger eller behandler ikke PHI uden en forretningspartneraftale (BAA). BAA 
sikrer, at den PHI, der modtages fra en omfattet enhed eller forretningspartner (herefter LTIMindtree 
"kunden"), er korrekt beskyttet i overensstemmelse med de gældende bestemmelser i HIPAA-
privatlivsreglen, sikkerhedsreglen og loven om sundhedsinformationsteknologi til økonomisk og klinisk 
sundhed Lov om klinisk sundhed – “HITECH Act” (Clinical Health Act – “HITECH Act”).  

Den databeskyttelsesansvarlige skal føre en log over alle BAA'er og administrere alle overholdelseskrav, der 
er specificeret i sådanne BAA'er. 

Ved ophør af en BAA vil LTIMindtree returnere eller destruere alle PHI, som det har modtaget og opbevaret 
fra kunden, og ingen kopier af sådanne oplysninger vil blive opbevaret. Hvis returnering eller destruktion 
ikke er mulig, skal LTIMindtree fortsat beskytte sådanne PHI i overensstemmelse med vilkårene i BAA og 
gældende lov, indtil de PHI’er forbliver i besiddelse og varetægt. Brug og videregivelse af beskyttede 
sundhedsoplysninger 

III. Brug og videregivelse af beskyttede sundhedsoplysninger 

LTIMindtree må udelukkende bruge og videregive PHI i overensstemmelse med de tilladte anvendelser, der 
er angivet i forretningspartneraftalen mellem LTIMindtree og dets kunde, og i overensstemmelse med de 
formål og standarder, der er foreskrevet i HIPAA. 

I tilfælde af at en anmodning om obligatorisk videregivelse som foreskrevet i loven fremsættes direkte til 
LTIMindtree, enten af en person i overensstemmelse med et juridisk direktiv eller til HHS med henblik på at 
håndhæve HIPAA, skal LTIMindtree, i det omfang loven tillader det, underrette den kunde, som en sådan PHI 
blev modtaget fra, og skal foretage den ønskede videregivelse i overensstemmelse med den vejledning, der 
er udstedt af den pågældende kunde. 

LTIMindtree må ikke, uden tilladelse fra de relevante personer, behandle PHI til andre formål end de tilladte 
formål, der er foreskrevet i gældende lov og BAA; dog forudsat at ansvaret for at indhente en sådan tilladelse 
udelukkende ligger hos den LTIMindtree-kunde, på hvis vegne en sådan behandling finder sted, og 
LTIMindtree er ikke, i det omfang det er tilladt ved lov, ansvarlig for forsinkelser eller manglende indhentning 
fra kundens side af de nødvendige tilladelser. 

IV. Uddannelse 

LTIMindtree-personale, der bruger, videregiver, anmoder om eller har adgang til PHI for at udføre deres 
arbejdsrelaterede funktioner, skal gennemgå den foreskrevne træning, der giver dem mulighed for at udføre 
funktioner i overensstemmelse med HIPAA.  

Der vil blive ydet træning til medarbejdere med adgang til PHI inden for en rimelig periode efter deres 
tildeling til det relevante projekt. Hvor det er relevant, skal sådant personale deltage i en opfriskningskursus 
årligt og på yderligere tidspunkter som fastsat af databeskyttelsesansvarlig. 

Den databeskyttelsesansvarlige opbevarer registre over datoer for og deltagelse i alle træningssessioner i 
seks (6) år fra datoen for den pågældende træningssession. 
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V. Overtrædelser af politikker og procedurer 

LTIMindtree tager politikkerne og procedurerne vedrørende PHI meget alvorligt. Disse politikker og 
procedurer er udviklet og implementeret ikke blot for at sikre, at PHI anvendes og vedligeholdes på en måde, 
der er i overensstemmelse med LTIMindtrees forpligtelse til privatlivets fred og beskyttelse af PHI, men også 
på en måde, der er i overensstemmelse med og i overensstemmelse med dets forpligtelser i henhold til BAA 
og gældende lov. 

Hvis en LTIMindtree-medarbejder ikke overholder sine forpligtelser i henhold til ovennævnte politikker og 
processer, kan vedkommende blive underlagt sanktioner, herunder advarsler (mundtlige eller skriftlige) og 
yderligere disciplinære foranstaltninger, herunder opsigelse af ansættelsen. 

VI. Sikkerhedsansvarlig 

LTIMindtrees Chef for informationssikkerhed (CISO) fungerer som sikkerhedsansvarlig for at sikre 
overholdelse af de sikkerhedsforpligtelser, der er foreskrevet i dette afsnit. Sikkerhedsansvarlig vil 
koordinere LTIMindtrees sikkerhedsaktiviteter med databeskyttelsesansvarlig. Detaljerne om 
sikkerhedsvagten er som følger: 

Chandan Pani 

Chef for informationssikkerhed, Chandan.Pani@ltimindtree.com 

VII. Sikkerhedspolitikker og -procedurer 

LTIMindtree har udviklet en robust ramme for informationssikkerhed i overensstemmelse med branchens 
bedste praksis for at beskytte PHI under sin kontrol og opbevaring, som beskrevet i afsnittet "Sikkerhed for 
personoplysninger/personlige oplysninger" ovenfor. 

23. Brug af kunstig intelligens (AI) 

LTIMindtree udnytter kunstig intelligens (AI)-teknologier til at forbedre forskellige driftsprocesser. Dette 
afsnit beskriver de specifikke anvendelser af AI, det juridiske grundlag for behandling af personoplysninger 
og retningslinjerne for ansvarlig brug af AI i organisationen. 

1. AI i rekruttering 

Vi bruger AI-teknologier, herunder interviewbots, til at understøtte rekrutteringsprocesser. Disse teknologier 
hjælper med forhåndsscreening af kandidater, planlægning af interviews og udførelse af indledende 
vurderinger og interviews, som kan omfatte integritetstjek ved tilsyn. Brugen af AI i rekruttering har til formål 
at forbedre effektiviteten, samtidig med at vi understreger vigtigheden af gennemsigtighed og menneskelig 
indgriben i forbindelse med endelige beslutninger. Vores tilgang sikrer, at et menneske altid er opdateret, 
gennemgår AI-genereret indsigt og træffer de endelige ansættelsesbeslutninger. Denne praksis er i 
overensstemmelse med vores engagement i principper for ansvarlig AI, der sikrer gennemsigtighed, 
retfærdighed, minimering af bias og ansvarlighed gennem hele rekrutteringsprocessen samt overholdelse af 
juridiske krav. 

2. Intern brug af AI 

Medarbejdere kan bruge AI-teknologier til interne formål såsom: 

• Validering og autentificering af dokumenter/oplysninger 

• Hjælp til at oprette, udtrække og opsummere dokumenter/e-mails via AI-drevne assistenter som 
Copilot 
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• AI-bots til interne processer, herunder, men ikke begrænset til, interviews, træning, rapportering, 
analyse og opsummering af politikker 

Disse teknologier har til formål at strømline arbejdsgange og forbedre produktiviteten. 

3. Retsgrundlag for brug af personoplysninger 

Behandling af personoplysninger via AI-teknologier udføres på baggrund af følgende retsgrundlag, hvor det 
er relevant: 

• Samtykke: Indhentet fra enkeltpersoner til specifikke AI-relaterede behandlingsaktiviteter. 

 

• Legitime interesser: Hvor behandlingen er nødvendig af hensyn til vores organisations legitime 
interesser, forudsat at disse interesser ikke tilsidesættes af de registreredes rettigheder og friheder. 

4. Menneskelig tilsyn 

Alle AI-teknologier er underlagt menneskeligt tilsyn for at sikre etisk beslutningstagning, ansvarlighed og 
overholdelse af lovbestemmelser og retningslinjer. Menneskelige kontrollører er ansvarlige for at overvåge 
AI-output og gribe ind, når det er nødvendigt for at rette fejl eller bias. 

5. Tredjepartssystemer og personale 

Vi kan engagere tredjeparts AI-teknologier og -personale til at understøtte vores AI-initiativer. Disse 
tredjeparter evalueres omhyggeligt for at sikre, at de overholder vores databeskyttelsesstandarder, 
gældende love og etiske retningslinjer. 

6. Databeskyttelse og sikkerhed 

Vi evaluerer alle følsomme eller personlige oplysninger, før deling af sådanne oplysninger er godkendt med 
AI-teknologier. Dette omfatter at sikre, at ingen fortrolige eller proprietære oplysninger indtastes i AI-
teknologier uden passende sikkerhedsforanstaltninger. 

7. Politik for acceptabel brug/styring af kunstig intelligens 

Vi har etableret en AI-politik hos LTIMindtree, som definerer de tilladte anvendelsesscenarier for AI i 
organisationen. Denne politik fremhæver etiske overvejelser såsom bias, privatliv og gennemsigtighed og 
beskriver processen for at få nye AI-anvendelsessager gennemgået og godkendt i overensstemmelse med 
ansvarlige AI-praksisser. 

8. Overholdelsesovervågning 

For at sikre overholdelse af vores politikker for brug af AI har vi implementeret overvågningsmekanismer. 
Disse omfatter regelmæssige revisioner, medarbejderuddannelsesprogrammer og brugen af AI-
styringsplatforme til at spore implementering og brug af AI. 

9. Risikostyring 

Vi udfører risikovurderinger for at identificere og afbøde potentielle risici forbundet med brugen af AI. Dette 
omfatter evaluering af AI-teknologiers ydeevne, sikkerhed og etiske implikationer og at træffe nødvendige 
foranstaltninger. 
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10. Gennemsigtighed og dokumentation 

Vi vedligeholder dokumentation af vores AI-teknologier og deres anvendelse. Gennemsigtighed er nøglen til 
at opbygge tillid til vores interessenter og sikre ansvarlighed. 

Ved at overholde disse retningslinjer sigter vi mod at bruge AI ansvarligt og transparent og sikre, at vores 
praksis er i overensstemmelse med juridiske krav og etiske standarder. 

24. Kontaktoplysninger for klager og klager 

Hvis du har spørgsmål, kommentarer eller forslag, klager eller klager, eller hvis du ønsker at udøve dine 
rettigheder vedrørende privatlivets fred eller ønsker at rejse eller konsultere os om spørgsmål vedrørende 
privatlivets fred, vores brug af personoplysninger eller personlige oplysninger, kan du kontakte vores 
udpegede databeskyttelsesrådgiver ("DPO"). 

Klager vedrørende personoplysninger og beskyttelse af personlige oplysninger og enhver kommunikation 
vedrørende håndhævelse af dine privatlivsrettigheder skal rettes til databeskyttelsesrådgiveren på følgende 
kontaktoplysninger: 

Global databeskyttelsesansvarlig for LTIMindtree Limited: 

• Jagannath PV 

• E-mail: 

o dataprotectionoffice@ltimindtree.com 

o Jagannath.PV@ltimindtree.com 

• Adresse: Databeskyttelseskontoret 

Gate No. 5, L&T Technology Center, Saki Vihar Road, Powai, Mumbai – 400072 

Opmærksomhed: Jagannath PV (Databeskyttelsesrådgiver) 

Telefon - +91 22 67766776 

Europæisk repræsentant: 

• Matthias Meister 

o E-mailadresse - dataprotectionoffice.eu@ltimindtree.com 

o Matthias.Meister@ltimindtree.com 

Repræsentant for Storbritannien: 

• William Hatton 

o E-mailadresse - dataprotectionoffice@ltimindtree.com 

o William.Hatton@ltimindtree.com 

Schweiz' repræsentant  

E-mailadresse - dataprotectionoffice@ltimindtree.com 

De Forenede Arabiske Emirater 

E-mailadresse - dataprotectionoffice@ltimindtree.com 

mailto:dataprotectionoffice.eu@ltimindtree.com
mailto:dataprotectionoffice@ltimindtree.com
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Sydafrikansk repræsentant 

E-mailadresse - dataprotectionoffice@ltimindtree.com 

Vi vil gøre en rimelig indsats for at besvare din klage inden for en rimelig tid, normalt inden for 30 dage. 

Du kan også fremsætte en bekymring eller indgive en klage til den kompetente tilsynsmyndighed/ 
databeskyttelsesmyndighed. Navn og kontaktoplysninger på databeskyttelsesmyndighederne i Den 
Europæiske Union kan findes her.  

Du kan kontakte databeskyttelseskontoret (DPO Office) via ovennævnte kontaktoplysninger,hvis du ønsker 
en kopi af denne privatlivsmeddelelse på det lokale sprog i de europæiske lande, hvor LTIMindtree har et 
kontor.  

Hvis du befinder dig i Australien, og vi ikke kan løse dine bekymringer vedrørende privatlivets fred på en 
tilfredsstillende måde, kan du kontakte Office of the Australian Information Commissioner på deres 
hjemmeside www.oaic.gov.au. 

25. CCTV-overvågning  

Hvor og kun i det omfang, det er tilladt i henhold til gældende lokal lovgivning, må vi overvåge 
enkeltpersoners aktiviteter, herunder besøgende, i vores fællesarealer ved hjælp af CCTV-optagelser. 
Sådanne data skal opbevares i overensstemmelse med LTIMindtrees opbevaringspolitik efter hensyntagen 
til andre lovmæssige overholdelseskrav.  

26. Liste over LTIMindtree-enheder  

Vi kan overføre dine personoplysninger til vores moderselskab Larsen & Toubro og dets datterselskaber til 
de formål, der er anført i afsnittet "Videregivelse til tredjeparter" i denne erklæring. Klik her for at se listen 
over enheder og filialer af Larsen og Toubro. 

27. Ændringer og offentliggørelse af erklæring  

Denne erklæring blev sidst opdateret den 18. april 2025. 

Denne erklæring kan revideres og opdateres fra tid til anden i overensstemmelse med ændringer i 
behandlingen af dine personoplysninger. Hvis vi opdaterer denne erklæring, offentliggør vi den seneste 
version på vores hjemmeside på denne webside. De ændrede vilkår træder i kraft øjeblikkeligt efter 
offentliggørelse eller anden meddelelse fra os. Du opfordres til at gennemgå denne erklæring med jævne 
mellemrum for eventuelle ændringer. Vi vil altid angive datoen for, hvornår de seneste ændringer blev 
offentliggjort.  

  

https://ec.europa.eu/justice/article-29/structure/data-protection-authorities/index_en.htm
http://www.oaic.gov.au/
https://www.ltimindtree.com/global-footprints/
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LTIMindtree er en global virksomhed inden for teknologirådgivning og digitale løsninger, der gør det muligt for 
virksomheder på tværs af brancher at gentænke forretningsmodeller, accelerere innovation og maksimere vækst 
ved at udnytte digitale teknologier. Som partner inden for digital transformation for mere end 700 kunder bidrager 
LTIMindtree med omfattende domæne- og teknologiekspertise, der bidrager til at fremme konkurrencemæssig 
differentiering, kundeoplevelser og forretningsresultater i en konvergerende verden. Med over 86.000 talentfulde 
og entreprenante fagfolk i mere end 40 lande løser LTIMindtree – et selskab i Larsen & Toubro Group – de mest 
komplekse forretningsudfordringer og leverer transformation i stor skala. For mere information, besøg venligst 
https://www.ltimindtree.com/. 
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