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Informacje o prawach autorskich  

Niniejszy dokument jest wyłączną własnością LTIMindtree Limited (LTIMindtree); odbiorca nie może 

kopiować, przekazywać, wykorzystywać ani ujawniać poufnych i zastrzeżonych informacji zawartych w 

niniejszym dokumencie w jakikolwiek sposób bez wyraźnej i pisemnej zgody LTIMindtree.    

Historia zmian 

Prosimy o zachowanie najnowszej wersji na wierzchu 

Wer Opis zmian Paragrafy Data Autor Recenzent Zatwierdzający 

4.0 

Aktualizacja sekcji 

definicji w celu 

uwzględnienia 

sztucznej inteligencji 

W tym sekcja 

dotycząca 

wykorzystania 

sztucznej inteligencji 

4, 23 
18 kwietnia 

2025 
Arya Bhuyar Arinjay Vyas Jagannath PV 

3.0 

Aktualizacja sekcji 

definicji w celu 

dostosowania jej do 

brazylijskiego prawa o 

ochronie danych 

4 
3 grudnia 

2024 r. 
Arya Bhuyar Arinjay Vyas Jagannath PV 

2.0 

Aktualizacja sekcji 

Podstawy prawnej  

Aktualizacja tabeli 

DSR 

Implementacja DSR 

Link 

Tworzenie 

załączników 

specyficznych dla 

danego kraju 

Aktualizacja sekcji 

danych kontaktowych 

6, 15, 16 i 

23 

2 kwietnia 

2024 r. 
Arya Bhuyar 

Debolina Bahl 

Priyanka 

Ashok 

Jagannath PV 

1.0 Dokument wstępny Wszystkie 
14 listopada, 

2022 

Urząd Ochrony 

Danych 

Osobowych 

Prawna 
Inspektor 

ochrony danych 
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Odniesienia 

Jest to Globalna Deklaracja dotycząca Ochrony Danych Osobowych, więcej informacji i szczegółów na temat 

poszczególnych działań można znaleźć w następujących dokumentach: 

Nr Nazwa dokumentu Wer Lokalizacja 

1.  
Ogólne oświadczenie LTIMindtree w sprawie 

Ochrony Danych 
2.0 

https://www.ltimindtree.com/general-privacy-

policy/ 

 

2.  Polityka plików cookie LTIMindtree 2.0 

 https://www.ltimindtree.com/cookie-policy/ 

 

 

https://www.ltimindtree.com/general-privacy-policy/
https://www.ltimindtree.com/general-privacy-policy/
https://www.ltimindtree.com/cookie-policy/
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1. Wprowadzenie  

Państwa prywatność jest dla nas ważna. Spółka LTIMindtree Limited i spółki z jej grupy ("LTIMindtree") 

są zobowiązane do poszanowania Państwa prywatności podczas korzystania z naszej strony 

internetowej (www.LTIMindtree.com). Niniejsza Deklaracja (“Deklaracja”) globalnej polityki ochrony 

danych LTIMindtree  określa wymagania mające na celu zapewnienie zgodności z obowiązującymi 

przepisami i uregulowaniami dotyczącymi ochrony danych, mającymi zastosowanie do zbierania, 

wykorzystywania i przekazywania przez LTIMindtree Danych Osobowych (których znaczenie jest 

określone poniżej) w odniesieniu do informacji zebranych przez nas na Państwa temat.  

Ochrona prawa do prywatności osób, których dane dotyczą i zabezpieczenie ich Danych Osobowych 

jest obecnie traktowana jako podstawowe prawo jednostki i wymóg prawny w wielu częściach świata. 

LTIMindtree, będąc organizacją globalną, szanuje prywatność osób, których dane dotyczą i zobowiązuje 

się do przestrzegania obowiązujących przepisów i regulacji prawnych dotyczących ochrony danych (w 

tym między innymi Europejskiego Ogólnego Rozporządzenia o Ochronie Danych 2016/679 ("RODO"), 

RODO zapisanego w prawie brytyjskim ("RODO Wielkiej Brytanii") (odniesienia w niniejszej ogłoszenie 

do RODO obejmują również RODO Wielkiej Brytanii), California Consumer Privacy Act (Kalifornijska 

Ustawa o Ochronie Prywatności Konsumentów), California Privacy Rights Act (Kalifornijska Ustawa o 

Ochronie Danych Osobowych) (znane łącznie jako przepisy CCPA), The Privacy Act (Ustawa o 

Prywatności) 1988 (Australia) w tym Australian Privacy Principles (APP - Australisja Ustawa o Ochronie 

Prywatności), Data Protection Act (Ustawa o Ochronie Danych) 2018 (Wielka Brytania), Ustawa o 

technologii informacyjnej z 2000 r. wraz z zasadami technologii informacyjnej (Racjonalne Praktyki i 

Procedury Bezpieczeństwa oraz Wrażliwe Dane Osobowe lub Informacje) z 2011 oraz Ustawa o 

Ochronie Danych Osobowych z 2012 r. (Singapur), Ustawa Federalna o Ochronie Danych Osobowych 

przechowywanych przez strony prywatne i jej rozporządzenia (Meksyk) ("LFPDPPP, w jej hiszpańskim 

akronimie), Szwajcarska Ustawa Federalna o Ochronie Danych z 1992 oraz od 1 września 2023 r. 

Szwajcarska Ustawa Federalna o Ochronie Danych z 2020, Dekret Federalny nr 45/2021 o Ochronie 

Danych Osobowych (Zjednoczone Emiraty Arabskie), Ustawa o Ochronie Informacji Osobistych nr 4 z 

2013 roku (Republika Południowej Afryki), Kanadyjska Ustawa o Ochronie Informacji Osobistych i 

Dokumentów Elektronicznych (PIPEDA) oraz wszelkie zasadniczo podobne ustawy regionalne, 

Rozporządzenie o Danych Osobowych (Prywatności) Cap. 486 (Hongkong), Ustawa o Ochronie 

Informacji Osobistych ("PIPL") (Chiny), Ustawa o Ochronie Prywatności z 1988 (Cth) (Australia) i inne 

obowiązujące przepisy dotyczące prywatności w zakresie, w jakim mają zastosowanie do przetwarzania 

danych i operacji biznesowych LTIMindtree) ("Przepisy dotyczące Prywatności Danych"). 
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2. Oświadczenie w sprawie polityki 

Niniejsza deklaracja ma za zadanie ogólnie wyjaśnić i określić procedury oraz zasady stosowane przez 

LTIMindtree podczas przetwarzania Danych Osobowych oraz Informacji Osobistych (których znaczenie 

jest określone poniżej) przez tę organizację.  

Niniejsza deklaracja opisuje, w jaki sposób LTIMindtree ogólnie zbiera, wykorzystuje i ujawnia Państwa 

Dane Osobowe, Informacje Osobiste, które Państwo nam przekazują, które LTIMindtree tworzy lub 

uzyskuje o Państwu z innych źródeł, jak również podstawy prawne przetwarzania oraz środki 

bezpieczeństwa wdrożone przez LTIMindtree w celu ochrony Państwa Danych Osobowych. Dostarcza 

również informacji o Państwa prawach w związku z Państwa Danymi Osobowymi oraz inne szczegóły, 

które należy znać. LTIMindtree poinformuje również o gromadzeniu i wykorzystywaniu danych 

charakterystycznych dla danego produktu lub usługi, które nie są odzwierciedlone w niniejszej 

deklaracja, poprzez dodatkowe zasady lub informacje dostarczone przed odpowiednim gromadzeniem 

Państwa Danych Osobowych.   

3. Zakres 

Zastosowanie: Zakres niniejszej deklaracja dotyczy LTIMindtree, jej podmiotów stowarzyszonych, 

partnerów biznesowych, pracowników oraz Stron Trzecich świadczących usługi na rzecz LTIMindtree 

(łącznie "LTIMindtree", "My" lub "Nas") obejmuje Przetwarzanie (w tym między innymi zbieranie, 

przechowywanie, wykorzystywanie, przesyłanie i niszczenie) Danych Osobowych obecnych i byłych 

pracowników LTIMindtree, potencjalnych kandydatów, obecnych, potencjalnych i byłych klientów, 

obecnych i byłych partnerów/dostawców, odwiedzających stronę internetową, podwykonawców i 

gości, (łącznie "Ty"/"Twój") przez LTIMindtree w trakcie prowadzenia działalności gospodarczej. Rola: 

LTIMindtree pełni rolę Administratora Danych w odniesieniu do wszelkich Danych Osobowych, które 

posiada na Państwa temat. Poniżej znajduje się jego pełny adres i informacje kontaktowe: 

LTIMindtree Limited 

Gate No. 5, L&T Technology Center, 

Saki Vihar Road, Powai, 

Bombaj – 400072, 

Telefon w Indiach - +91 22 67766776 

Strona internetowa - www.LTIMindtree.com 
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LTIMindtree ponosi odpowiedzialność za zapewnienie, że wykorzystuje Państwa Dane Osobowe 

zgodnie z obowiązującymi przepisami o Ochronie Danych Osobowych.  

Odpowiednie podmioty, które występują również jako administratorzy danych, zostały wymienione w 

sekcji „Lista jednostek LTIMindtree” niniejszej deklaracji. 

4. Definicje 

 Poniżej wyjaśniono znaczenie niektórych terminów używanych w niniejszej deklaracja: 

Termin  Opis 

Dane osobowe Oznacza wszelkie informacje dotyczące zidentyfikowanej lub możliwej do 

zidentyfikowania osoby fizycznej („Podmiot Danych”); Wszelkie informacje 

stanowiące „dane osobowe” lub „informacje osobowe” Podmiotu Danych zgodnie z 

obowiązującymi przepisami o ochronie danych, w tym informacje, które można w 

uzasadniony sposób powiązać lub połączyć z możliwą do zidentyfikowania osobą 

fizyczną, to osoby, które można zidentyfikować bezpośrednio lub pośrednio, w 

szczególności poprzez odniesienie do identyfikatora, w tym, ale nie wyłącznie, 

imienia i nazwiska, numeru identyfikacyjnego, danych o lokalizacji, numeru 

rejestracyjnego podatnika („CPF/MF”), dowodu osobistego („RG”), identyfikatora 

online lub jednego lub więcej czynników specyficznych dla fizycznej, fizjologicznej, 

genetycznej, psychicznej, ekonomicznej, kulturowej lub społecznej tożsamości tej 

osoby fizycznej. Obejmuje to zdefiniowany termin informacji osobowych zgodnie z 

definicją zawartą w kanadyjskich przepisach o ochronie danych. Dane osobowe 

obejmują „informacje osobowe” zgodnie z definicją zawartą w ustawie o ochronie 

prywatności z 1988 r. (Cth) (Australia). 

W odniesieniu do mieszkańców Chin dane osobowe nie obejmują informacji, które 

zostały zanonimizowane. LTIMindtree nie gromadzi danych osobowych 

mieszkańców Chin, którzy nie ukończyli 14 roku życia. 

Dane osobowe 

(dotyczy tylko 

mieszkańców 

Kalifornii) 

Informacje odnoszące się do mieszkańców Kalifornii, które identyfikują, odnoszą się 

do, opisują, mogą być powiązane z lub mogą być połączone, bezpośrednio lub 

pośrednio, z określonym konsumentem lub gospodarstwem domowym, ale nie 

obejmują informacji zgodnie z prawem udostępnionych z federalnych, stanowych 

lub lokalnych rejestrów rządowych, ani nie obejmują "niezidentyfikowanych" ani 



  

© LTIMindtree | Uprzywilejowane i Poufne 2025  

  

Wersja 4.0 | 18-04-2025 

 

Globalna Deklaracja Ochrony Danych Osobowych 

(Zewnętrzna) 

 

(zgodnie z 

prawem USA) 

"zagregowanych informacji o kliencie", zgodnie z definicją tych terminów zgodnie z 

CCPA ze zmianami. LTIMindtree nie zbiera Danych Osobowych mieszkańców 

Kalifornii, którzy nie ukończyli 16 lat.  

Wrażliwe Dane 

Osobowe (w 

tym szczególne 

kategorie 

Danych 

Osobowych 

zgodnie z RODO) 

Zgodnie z Art. 9(1) RODO szczególne kategorie danych osobowych odnoszą się do 

przetwarzania danych osobowych ujawniających pochodzenie rasowe lub etniczne, 

lub poglądy polityczne, lub przekonania religijne lub światopoglądowe, lub 

przynależność do związkową, lub przetwarzanie danych genetycznych, danych 

biometrycznych w celu jednoznacznego zidentyfikowania osoby fizycznej, lub 

danych dotyczących zdrowia lub danych dotyczących życia seksualnego lub 

orientacji seksualnej osoby fizycznej. Wrażliwe dane osobowe obejmują 

"informacje wrażliwe" zgodnie z definicją zawartą w Ustawie o Prywatności z 1988 

r. (Cth) (Australia).  

Tylko dla 

Meksyku: 

Oprócz wyżej 

wymienionyc

h, wszystkie 

inne kategorie 

danych 

osobowych, 

które dotyczą 

najbardziej 

prywatnych 

obszarów 

życia osoby, 

której dane 

dotyczą, lub 

których 

niewłaściwe 

wykorzystanie 

mogłoby 

prowadzić do 

Tylko dla 

Szwajcarii: 

Definicja "życia 

seksualnego 

lub orientacji 

seksualnej 

osoby 

fizycznej" 

obejmuje 

również sferę 

intymną 

(zamiast życia 

seksualnego/ 

orientacji 

seksualnej), 

środki 

zabezpieczenia 

społecznego, 

postępowania 

administracyjn

Tylko dla 

mieszkańców 

Chin: Oprócz 

wyżej 

wymienionych

, termin ten 

obejmuje 

również inne 

Dane 

Osobowe, 

których 

ujawnienie lub 

nielegalne 

wykorzystanie 

mogłoby z 

łatwością 

doprowadzić 

do naruszenia 

godności 

osobistej 

Dla 

mieszkańców 

Kalifornii, 

oprócz wyżej 

wymienionych, 

termin ten 

obejmuje 

również 

rządowe 

numery 

identyfikacyjne, 

numery 

finansowe lub 

dane 

uwierzytelniając

e dostęp do 

kont 

finansowych, 

dokładną 

geolokalizację 

Tylko w Danii:  

Informacje o 

numerach 

ubezpieczenia 

społecznego i 

przestępstwac

h 

kryminalnych 

nie są 

uznawane za 

wrażliwe dane 

osobowe 

według RODO, 

ale stanowią 

odrębną 

kategorię 

informacji.  

Przetwarzanie 

ich wymaga 

określonej 
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dyskryminacji 

lub wiązać się 

z poważnym 

ryzykiem dla 

osoby, której 

dane dotyczą, 

są również 

uważane za 

dane 

wrażliwe. 

e lub karne 

oraz sankcje 

administracyjn

e lub karne. 

 

osoby fizycznej 

lub szkody dla 

bezpieczeństw

a osobistego 

lub 

majątkowego, 

takie jak 

informacje 

dotyczące 

identyfikacji 

biometrycznej, 

kont 

finansowych, 

miejsca 

pobytu oraz 

dane osobowe 

osób 

niepełnoletnic

h poniżej 14 

lat. 

oraz treść 

komunikatów, 

których 

LTIMindtree nie 

jest 

zamierzonym 

odbiorcą. 

podstawy 

prawnej 

zgodnie z 

duńską ustawą 

o ochronie 

danych.  

Process, 

Procesy, 

Przetwarzane 

lub 

Przetwarzanie  

Oznacza każdą operację lub zbiór operacji wykonywanych na Danych Osobowych 

lub Informacjach Osobistych, lub na zbiorach Danych Osobowych lub Informacji 

Osobistych, w sposób zautomatyzowany lub nie, takich jak zbieranie, zapisywanie, 

organizowanie, systematyzowanie, przechowywanie, dostosowywanie lub 

zmienianie, odzyskiwanie, konsultowanie, wykorzystywanie, ujawnianie poprzez 

transmisję, rozpowszechnianie lub udostępnianie w inny sposób, dopasowywanie 

lub łączenie, ograniczanie, przetwarzania, usuwanie lub niszczenie. 

Zgoda  Oznacza każde dobrowolne, określone, świadome i jednoznaczne wskazanie woli 

Podmiotu Danych, poprzez które Przetwarzanie jego Danych Osobowych, 

Informacji Osobistych i/lub Wrażliwych Danych Osobistych w formie oświadczenia 

lub przez wyraźne działanie potwierdzające, oznacza zgodę na przetwarzanie 



  

© LTIMindtree | Uprzywilejowane i Poufne 2025  

  

Wersja 4.0 | 18-04-2025 

 

Globalna Deklaracja Ochrony Danych Osobowych 

(Zewnętrzna) 

 

Danych Osobowych, Informacji Osobistych i/lub Wrażliwych Danych Osobistych 

odnoszących się do niego lub do niej.  

Podmiot Danych Oznacza określoną osobę fizyczną (tj. zidentyfikowaną lub możliwą do 

zidentyfikowania osobę fizyczną), której dotyczą Dane Osobowe.  

W przypadku osoby niepełnoletniej/osoby niepełnosprawnej umysłowo, osoba, 

której dane dotyczą, będzie reprezentowana przez przedstawiciela prawnego lub 

osobę posiadającą odpowiedzialność rodzicielską (rodzica/opiekuna).  

Dla zapewnienia jasności niniejszej Deklaracja, "Podmiot Danych" oznacza 

obecnych i byłych pracowników LTIMindtree, potencjalnych kandydatów, 

obecnych, potencjalnych i byłych pracowników klientów, obecnych i byłych 

pracowników partnerów/dostawców, odwiedzających stronę internetową, 

podwykonawców i gości.  

LTIMindtree zazwyczaj nie przetwarza Danych Osobowych/Informacji Osobistych i 

Wrażliwych Danych Osobistych od Podmiotów Danych, którzy nie ukończyły 18 lat, 

z wyjątkiem szczególnych przypadków (Patrz w sekcji „Dane osobowe osób poniżej 

18 roku życia”). 

Na potrzeby przepisów CCPA  Podmiot Danych obejmuje mieszkańców Kalifornii. 

W odniesieniu do mieszkańców Chin, LTIMindtree nie zbiera Danych Osobowych 

mieszkańców Chin, którzy nie ukończyli 14 lat. 

Administrator 

Danych 

Oznacza osobę fizyczną lub prawną, organizację, instytucję publiczną, agencję lub 

inny podmiot, który samodzielnie lub wspólnie z innymi określa cele i sposoby 

przetwarzania danych osobowych; jeżeli cele i sposoby takiego przetwarzania są  

określone przez krajowe lub obowiązujące przepisy prawa, administrator danych 

lub szczególne kryteria jego wyznaczenia mogą być określone przez krajowe lub 

obowiązujące przepisy prawa. 

Podmiot 

przetwarzający 

dane 

Oznacza osobę fizyczną lub prawną, organizację, instytucję publiczną, agencję lub 

inny organ, który przetwarza Dane Osobowe w imieniu Administratora Danych 
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Strona Trzecia W odniesieniu do Danych Osobowych lub Informacji Osobistych oznacza osobę 

fizyczną lub prawną, organizację, instytucję publiczną, agencję lub organ inny niż 

osoba, której dane dotyczą, administrator danych, podmiot przetwarzający oraz 

osoby, które pod bezpośrednim zwierzchnictwem Administratora Danych lub 

Podmiotu Przetwarzającego Dane są upoważnione do przetwarzania danych 

osobowych;  

"Sprzedawać," 

"sprzedawanie," 

"sprzedaż," lub 

"sprzedany," 

Oznacza sprzedaż, wypożyczenie, wydanie, ujawnienie, rozpowszechnienie, 

udostępnienie, przekazanie lub inne przekazanie ustne, pisemne lub za pomocą 

środków elektronicznych lub innych, Danych Osobowych lub Informacji Osobistych 

konsumenta przez przedsiębiorcę innemu przedsiębiorcy lub Stronie Trzeciej za 

pieniądze lub inne korzyści. 

"Udostępniać" 

lub " 

Udostępnianie " 

(dla 

mieszkańców 

Kalifornii) 

Oznacza udostępnianie, wypożyczanie, uwalnianie, ujawnianie, rozpowszechnianie, 

udostępnianie, przekazywanie lub przekazywanie w inny sposób ustnie, pisemnie 

lub za pomocą środków elektronicznych lub innych, Danych Osobowych 

Konsumenta przez przedsiębiorcę osobie trzeciej dla celów reklamy 

marketingowej, niezależnie od tego, czy wiąże się to z wynagrodzeniem 

pieniężnym lub inną korzyścią, w tym transakcje pomiędzy przedsiębiorcą a osobą 

trzecią dla celów reklamy marketingowej na rzecz przedsiębiorcy, w których nie 

dochodzi do wymiany pieniędzy. 

"Chronione 

informacje 

dotyczące 

zdrowia" lub 

"PHI" (zgodnie z 

prawem USA) 

Oznacza wszelkie pisemne, ustne lub elektroniczne informacje o stanie zdrowia, 

które są tworzone przez i/lub otrzymywane od Podmiotu Objętego 

Ubezpieczeniem lub Partnera Biznesowego Podmiotu Objętego Ubezpieczeniem; 

PHI obejmuje, ale nie jest ograniczone do dowolnej z następujących dokumentacji, 

jeśli dokumentacja ujawnia tożsamość osoby fizycznej i jej stan zdrowia lub kwestie 

płatności: 

• dokumentację medyczną (taką jak karty szpitalne lub kartoteki lekarskie); 

• rachunki za świadczenia medyczne (takie jak rachunki za pobyt w szpitalu lub 

wizyty u lekarza); 
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• dane o roszczeniach (takie jak dane o płatnościach dokonanych przez Plany w 

imieniu Osoby fizycznej); oraz 

• informacje o płatnościach ubezpieczeniowych (takie jak wyjaśnienie szczegółów 

dotyczących świadczeń). 

"Osoba fizyczna" 

(według prawa 

USA) 

Oznacza osobę, której dotyczą informacje na temat zdrowia podlegające ochronie. 

"Podmiot Objęty 

Ochroną" 

(według prawa 

USA) 

Oznacza każdy plan zdrowotny lub każdą instytucję rozliczeniową opieki 

zdrowotnej lub każdego dostawcę usług medycznych, który przekazuje PHI zgodnie 

ze standardami opracowanymi przez Ministerstwo Zdrowia i Usług Społecznych 

("HHS") w formie elektronicznej. 

"Współpracowni

k biznesowy" 

(według prawa 

USA) 

Oznacza podmiot, który wykonuje lub pomaga Podmiotowi Objętemu Ochroną w 

realizacji funkcji lub usługi związanej z wykorzystaniem lub ujawnieniem PHI. 

Termin Współpracownik Biznesowy odnosi się również do podwykonawców 

podmiotu Współpracującego, którzy wykonują funkcje związane z PHI. 

"Media 

elektroniczne" 

Oznacza: 

• elektroniczne materiały do przechowywania, na których dane są lub mogą być 

zapisywane elektronicznie, w tym urządzenia w komputerach (np. dyski twarde) 

oraz wszelkie wymienne/przenośne elektroniczne nośniki pamięci, takie jak taśmy 

lub dyski magnetyczne, dyski optyczne lub elektroniczne karty pamięci; lub 

• media transmisyjne używane do wymiany informacji znajdujących się już na 

elektronicznych nośnikach informacji. Media transmisyjne obejmują na przykład 

Internet, ekstranet, intranet, łącza dzierżawione, łącza dial-up, sieci prywatne oraz 

fizyczny ruch wymiennych/przenośnych elektronicznych nośników informacji. 

Niektóre przekazy, w tym papierowe, głosowe przez telefon i faks, nie są uważane 

za przekazy za pośrednictwem mediów elektronicznych, jeżeli wymieniane 

informacje nie istniały w formie elektronicznej bezpośrednio przed przekazem. 

Sztuczna 

inteligencja (AI) 

Oznacza system oparty na maszynie, zaprojektowany do działania z różnymi 

poziomami autonomii, w tym wspomagania, i który może, w celu realizacji jawnych 
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lub ukrytych celów, generować wyniki, takie jak prognozy, rekomendacje lub 

decyzje, wpływające na środowiska fizyczne lub wirtualne. Technologie AI 

obejmują dowolną platformę, model, aplikację lub technologię opartą na sztucznej 

inteligencji lub uczeniu maszynowym (w tym dowolną generatywną technologię 

sztucznej inteligencji). 

W celu uzyskania odpowiednich definicji należy zapoznać się z przepisami dotyczącymi Ochrony Danych 

Osobowych obowiązującymi w danej jurysdykcji. 

5. Jakie Dane Osobowe/Informacje Osobiste są przetwarzane i 

w jaki sposób zbieramy Państwa Dane Osobowe/Informacje 

Osobiste 

Będziemy zbierać i przetwarzać następujące Dane Osobowe / Informacje Osobiste dotyczące Państwa 

w następujący sposób: 

Kategorie Podmiotów Danych Sposób zbierania danych 

Dane Osobowe Klienta lub Informacje Osobiste w 

Projektach, w tym m.in. dane identyfikacyjne (imię i 

nazwisko, imię i nazwisko przedstawiciela 

prawnego, podpis, identyfikator, krajowy numer 

identyfikacyjny (PESEL)), dane kontaktowe (adres, 

e-mail, numer telefonu), dane podatkowe 

(rezydencja podatkowa, numer rejestracji 

podatkowej); dane finansowe (numer rachunku 

bankowego, numer karty); informacje związane z 

wykonywanym zawodem/działalnością 

gospodarczą 

Bezpośrednio od Państwa podczas 

świadczenia usług przez LTIMindtree na 

Państwa rzecz. 

Dane Osobowe Partnera Biznesowego/Dostawcy 

lub Informacje Osobiste, w tym dane 

identyfikacyjne (imię i nazwisko, imię i nazwisko 

przedstawiciela prawnego, podpis, identyfikator, 

krajowy numer identyfikacyjny (PESEL)), dane 

Bezpośrednio od Państwa podczas 

świadczenia usług przez LTIMindtree  na 

Państwa rzecz. 
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kontaktowe (adres, e-mail, numer telefonu), dane 

podatkowe (rezydencja podatkowa, numer 

identyfikacji podatkowej); dane finansowe (numer 

rachunku bankowego); informacje związane z 

wykonywanym zawodem/działalnością 

gospodarczą. 

Potencjalni Kandydaci, m.in. identyfikacyjne (imię i 

nazwisko, wiek, płeć, stan cywilny, podpis, zdjęcie, 

krajowy numer identyfikacyjny (PESEL)); dane 

kontaktowe (adres, e-mail, numer telefonu); 

życiorys; historia zatrudnienia; historia edukacji 

szkolnej; dane finansowe (studium 

socjoekonomiczne); informacje uzyskane w wyniku 

sprawdzenia przeszłości, takie jak dane dotyczące 

karalności i historia kredytowa, które mogą być 

uznane za dane wrażliwe (o ile jest to dozwolone 

przez lokalne prawo); informacje dotyczące 

osobowości i umiejętności; referencje osobiste i 

zawodowe. 

Bezpośrednio od Państwa, w przypadku 

gdy złożyliście Państwo wniosek 

bezpośrednio przez stronę internetową; 

Od Stron Trzecich lub z innych źródeł (na 

przykład poprzez agencje rekrutacyjne lub 

polecenie pracownika LTIMindtree, ale w 

każdym przypadku tylko w zakresie 

dopuszczalnym przez prawo i tylko w 

zakresie niezbędnym do zajmowania 

danego stanowiska), które mogą 

obejmować również źródła publiczne, 

takie jak platformy sieci zawodowych lub 

portale pracy. 

Dane Pracownika, w tym dane identyfikacyjne (imię 

i nazwisko, wiek, płeć, stan cywilny, podpis, zdjęcie, 

krajowy numer identyfikacyjny (PESEL)); dane 

kontaktowe (adres, e-mail, numer telefonu); 

historia zatrudnienia; historia edukacji szkolnej; 

dane finansowe (numer konta bankowego, 

wynagrodzenie); informacje dotyczące wyników 

pracy; dane dotyczące stanu zdrowia, uznawane za 

dane wrażliwe; inne informacje wynikające ze 

stosunku pracy.  

Bezpośrednio od Państwa w momencie 

zatrudnienia, a także w trakcie trwania 

zatrudnienia. 

Informacje o osobach odwiedzających, w tym dane 

identyfikacyjne (imię i nazwisko, podpis, zdjęcie, 

krajowy numer identyfikacyjny (PESEL)); oraz 

Bezpośrednio od Państwa podczas wizyty 

w naszej siedzibie lub poprzez pracownika 

LTIMindtree. 
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Tylko dla mieszkańców Kalifornii i oprócz powyższych, kategorie źródeł Danych Osobowych mogą 

obejmować sieci reklamowe, dostawców usług internetowych, dostawców usług analizy danych, 

instytucje rządowe, systemy operacyjne i platformy, sieci społecznościowe i brokerów danych. 

informacje związane z celem wizyty.  

Pliki Cookie strony internetowej, w tym informacje 

o urządzeniu użytkownika i jego nawykach 

dotyczących przeglądania stron, niektóre z tych 

informacji mogą być uznane za dane osobowe. 

Prosimy o zapoznanie się z naszą Polityką 

dotyczącą plików cookie - 

https://www.ltimindtree.com/cookie-

policy/ w celu uzyskania informacji o tym, 

jak zbieramy informacje za pomocą plików 

cookie na naszej stronie internetowej. 

Dane Marketingowe, Wydarzenia i Inicjatywy Bezpośrednio od Państwa, gdy 

kontaktujecie się (lub skontaktowano się z 

Państwem) lub wchodzicie w interakcję z 

jakimkolwiek przedstawicielem 

LTIMindtree, za pośrednictwem strony 

internetowej LTIMindtree lub wydarzeń, 

konferencji, warsztatów lub ankiet, w 

których Państwo uczestniczycie, przez 

telefon, e-mail, portal internetowy lub 

osobiście lub za pośrednictwem 

profesjonalnych platform sieciowych, 

takich jak Linkedin, Twitter. 

Potencjalni Klienci i partnerzy biznesowi/dostawcy, 

m.in. dane identyfikacyjne (imię i nazwisko, imię i 

nazwisko przedstawiciela prawnego, podpis, 

identyfikator), dane kontaktowe (adres, e-mail, 

numer telefonu), dane podatkowe (miejsce 

rezydencji podatkowej, numer rejestracji 

podatkowej); dane finansowe (numer rachunku 

bankowego); informacje związane z wykonywanym 

zawodem/działalnością gospodarczą. 

Od innych klientów / partnerów 

biznesowych i dostawców. Prosimy 

również o zapoznanie się z "Danymi strony 

internetowej", "Danymi marketingowymi, 

wydarzeniami i inicjatywami". 
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6. W jakim celu i na jakiej podstawie prawnej przetwarzamy 

Państwa Dane Osobowe/Informacje Osobiste? 

Państwa Dane Osobowe są przechowywane i przetwarzane przez Nas w następujący sposób i w 

następujących celach zgodnych z prawem: 

• W przypadku ubiegania się o stanowisko u nas, w celu analizy i przetworzenia u nas podania o 

pracę oraz (tylko w przypadku, gdy jest to prawnie dozwolone i gdy jest to absolutnie konieczne do 

oceny przydatności do danego stanowiska) w celu sprawdzenia Państwa przeszłości, w tym 

Państwa poprzedniego zatrudnienia, wyroków skazujących, wykształcenia, podwójnego 

zatrudnienia oraz inne odpowiednie kontrole (tylko wtedy, gdy jest to dozwolone lub wymagane 

przez obowiązujące prawo). 

• W celu wykonania czynności związanych z Państwa umową o pracę z Nami (w tym przetwarzania 

Państwa wynagrodzenia, administrowania świadczeniami, zarządzania i zapewniania szkoleń 

odpowiednich do Państwa stanowiska oraz zarządzania Państwa wynikami). 

• W celu dostarczenia Państwu naszych produktów i usług. 

• W celu przestrzegania wszelkich zobowiązań prawnych i regulacyjnych, z których musimy się 

wywiązać. 

• W celu ustanowienia, wykonania lub obrony naszych praw lub na potrzeby postępowania 

sądowego. 

• W przypadku, gdy są Państwo pracownikiem lub gościem w naszych obiektach, w celu 

rejestrowania i monitorowania Państwa korzystania z naszych obiektów i/lub systemów 

informatycznych w celu utrzymania ich bezpieczeństwa i ochrony przed oszustwem lub 

nieuprawnionym dostępem (w zakresie i przy zastosowaniu zabezpieczeń dozwolonych przez 

obowiązujące przepisy prawa). 

• Dla naszych uzasadnionych interesów biznesowych, takich jak prowadzenie naszej strony 

internetowej, efektywne zarządzanie i prowadzenie naszej działalności, prowadzenie działań 

marketingowych mających na celu ulepszenie produktów i usług, które Państwu oferujemy (pod 

warunkiem uzyskania Państwa dodatkowej zgody, która może być wymagana przez obowiązujące 

przepisy dotyczące ochrony danych osobowych), kierowanie do Państwa reklam na platformach i 

stronach internetowych stron trzecich oraz administrowanie bezpieczeństwem naszej działalności 

("Uzasadnione interesy biznesowe"). W przypadku, gdy "uzasadnione interesy biznesowe" nie 
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stanowią podstawy prawnej dla przetwarzania danych zgodnie z obowiązującym prawem 

lokalnym, będziemy polegać na Państwa zgodzie na przetwarzanie Państwa danych w tych celach; 

oraz 

• Zapobieganie i reagowanie na rzeczywiste lub potencjalne oszustwa lub działania niezgodne z 

prawem. 

• Badania wewnętrzne: Możemy przetwarzać Informacje Osobiste na potrzeby badań wewnętrznych 

w celu rozwoju technologicznego i prezentacji. 

• W wyniku transakcji: Możemy przekazać Informacje Osobiste jako aktywa w ramach fuzji, 

przejęcia, upadłości lub innej transakcji, w której Strona Trzecia przejmuje kontrolę nad 

działalnością w całości lub w części. W takim przypadku, Strona Trzecia nie może znacząco zmienić 

sposobu wykorzystania lub ujawnienia nabytych Informacji Osobistych, z zastrzeżeniem pewnych 

wyjątków. W przypadku Meksyku wymagana jest Państwa zgoda. Przekazując nam swoje dane 

osobowe i korzystając ze strony internetowej/ubiegając się o wolne stanowisko lub utrzymując z 

nami stosunki prawne, wyrażają Państwo zgodę na to przekazanie. Mogą Państwo jednak 

"zrezygnować", w pewnych okolicznościach, zgodnie z procedurą zawartą w sekcji „Osoby, których 

dane dotyczą/Podmiot, którego dane dotyczą/Konsument”. 

Przetwarzamy Państwa Dane Osobowe, Informacje Osobiste w oparciu o następujące podstawy 

prawne zgodnie z obowiązującymi przepisami o Ochronie Danych Osobowych:  

a) Wykonanie umowy: Przetwarzamy Państwa Dane osobowe i Informacje Osobiste, gdy jest to 

konieczne w celu podjęcia działań na Państwa życzenie przed zawarciem umowy lub w celu 

wykonania umowy z Państwem. Na przykład, możemy przetwarzać Państwa Dane Osobowe w 

celach związanych z zatrudnieniem (takich jak przetwarzanie wynagrodzenia, administrowanie 

świadczeniami) lub świadczeniem usług dla naszych klientów, które są niezbędne do wykonania 

umowy. Jeśli nie udostępnią Państwo Danych Osobowych do przetwarzania na podstawie tej 

podstawy prawnej, Możemy nie być w stanie wykonać zadania zgodnie z odpowiednią 

obowiązującą umową. 

b) Konieczność związana z Zasobami Ludzkimi: Możemy przetwarzać Państwa Dane Osobowe, gdy jest 

to niezbędne do zarządzania zasobami ludzkimi realizowanego zgodnie z przepisami prawa pracy i 

wewnętrznymi przepisami LTIMindtree dla pracowników sformułowanymi zgodnie z prawem lub 

umowami zbiorowymi podpisanymi zgodnie z prawem. 
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c) Zgoda: Tam, gdzie jest to dozwolone na mocy obowiązujących przepisów prawa lokalnego, 

możemy przetwarzać (ale zazwyczaj tego nie robimy) Państwa Dane osobowe, Informacje Osobiste 

lub Wrażliwe Dane Osobowe w oparciu o Państwa uprzednią dobrowolnie wyrażoną zgodę dla 

jednego lub więcej określonych celów. W takich przypadkach mają Państwo prawo do wycofania 

swojej zgody w dowolnym momencie, korzystając z poniższych danych kontaktowych podanych w 

niniejszej Deklaracja (w sekcji „Dane kontaktowe w sprawie skarg i zażaleń”).. W pewnych 

ograniczonych okolicznościach, nawet po wycofaniu Państwa zgody, możemy być uprawnieni do 

dalszego przetwarzania Państwa Danych Osobowych na podstawie innych przesłanek prawnych i 

zgodnie z informacją przekazaną Państwu. Jednak w niektórych jurysdykcjach obowiązujące prawo 

lokalne może wymagać uzyskania zgody i w takich okolicznościach Państwa zgoda będzie podstawą 

prawną, dla której przetwarzamy Państwa Dane Osobowe. 

d) Uzasadnione interesy: Możemy przetwarzać Państwa Dane Osobowe i Informacje Osobiste, gdy 

jest to konieczne dla naszych Uzasadnionych Interesów Biznesowych jako firmy, w tym dla celów 

zarządczych, które zostały przedstawione powyżej, w celu zapobiegania i reagowania na 

rzeczywiste lub potencjalne oszustwa lub działania niezgodne z prawem, z wyjątkiem sytuacji, gdy 

takie interesy są nadrzędne wobec interesów lub podstawowych praw i wolności Podmiotu 

Danych, które wymagają ochrony Danych Osobowych, w szczególności gdy Podmiot Danych ma 

mniej niż 18 lat. Gdy "uzasadnione interesy" nie stanowią podstawy prawnej przetwarzania danych 

zgodnie z obowiązującym prawem lokalnym, będziemy polegać na Państwa zgodzie. 

e) Zobowiązania prawne: Możemy przetwarzać Państwa Dane Osobowe i Informacje Osobiste, gdy 

jest to konieczne w celu spełnienia obowiązujących zobowiązań prawnych i/lub regulacyjnych, 

ustanowienia, wykonania lub obrony naszych praw lub na potrzeby postępowania sądowego 

f) Inne powody związane z "Interesem Publicznym": Możemy przetwarzać Państwa Dane osobowe, 

Informacje Osobiste (lub, w stosownych przypadkach, Państwa Wrażliwe Dane Osobowe) z innych 

powodów związanych z interesem publicznym, gdy podlega to wymogom prawnym, gdy 

Przetwarzanie jest przez Nas niezbędne do wykonania zadania zleconego przez instytucje rządowe, 

organy regulacyjne lub inne organy egzekwujące prawo w interesie publicznym. 
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Kategorie Danych 

Osobowych / Informacji 

Osobistych 

Cel zbierania danych Podstawa prawna 

Dane Klienta 

LTIMindtree/Dane Klienta, 

które są ujawnione z 

LTIMindtree przy pełnieniu 

funkcji Przetwarzającego / 

Podwykonawcy, w tym 

dane identyfikacyjne; 

informacje kontaktowe; 

dane finansowe; dane 

wrażliwe (w przypadku, 

gdy jest to dozwolone 

przez lokalne prawo), 

informacje związane z 

Państwa zawodem/ 

działalnością gospodarczą. 

Świadczenie usług w celu wypełnienia 

zobowiązań umownych z klientami 

LTIMindtree przy pełnieniu funkcji 

Przetwarzającego. Dane te nie będą 

ujawniane/przetwarzane w żadnym 

innym celu niż wskazany w umowie 

pomiędzy LTIMindtree a jej Klientami. 

Wykonanie umowy 

Dane Klienta LTIMindtree, 

które są ujawniane 

LTIMindtree do 

przetwarzania przy 

pełnieniu funkcji 

Administratora danych, w 

tym dane identyfikacyjne; 

informacje kontaktowe; 

dane finansowe ; dane 

wrażliwe (w przypadku, 

gdy jest to dozwolone 

przez lokalne prawo), 

informacje związane z 

wykonywanym 

Do celów sprzedaży i marketingu, działań 

finansowych, operacyjnych, 

administrowania systemami 

informatycznymi, wypełniania 

zobowiązań prawnych i wymogów 

dotyczących zgodności, do wszelkiej 

oficjalnej komunikacji oraz do wszystkich 

innych celów biznesowych. 

Prawnie uzasadniony 

interes LTIMindtree w 

celu realizacji umowy z 

Klientem. 
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zawodem/działalnością 

gospodarczą. 

Potencjalni Klienci i 

partnerzy biznesowi / 

dostawcy, w tym dane 

identyfikacyjne, dane 

kontaktowe, dane 

podatkowe; dane 

finansowe; informacje 

związane z Państwa 

zawodem/działalnością 

gospodarczą. 

Utrzymanie kontaktów i komunikacja z 

istniejącymi i potencjalnymi klientami, 

Komunikacja z potencjalnymi klientami 

na temat LTIMindtree, Prowadzenie 

seminariów internetowych, Działania 

sprzedażowe i marketingowe. 

 

Zgoda, uzasadniony 

interes (gdy jest to 

dozwolone przez prawo 

lokalne) 

Dane Osobowe lub 

Informacje Osobiste 

Partnera/ Dostawcy/ 

Klienta, w tym dane 

identyfikacyjne, dane 

kontaktowe, (dane 

podatkowe; dane 

finansowe; informacje 

związane z wykonywanym 

zawodem/działalnością 

gospodarczą. 

Otrzymywanie usług od Dostawcy/ 

Partnera: w celu otrzymywania 

produktów i usług. 

Prawnie uzasadniony 

interes LTIMindtree w 

celu realizacji umowy z 

Partnerem/Dostawcą 

Dane Osobowe lub 

Informacje Osobiste 

Potencjalnych 

Kandydatów, w tym dane 

identyfikacyjne; informacje 

kontaktowe; dane 

finansowe; dane wrażliwe 

(w przypadkach 

Możliwości zatrudnienia: W przypadku 

ubiegania się o pracę w naszej firmie, w 

celu sprawdzenia i przetworzenia 

Państwa podania o pracę w naszej firmie 

oraz (tylko w przypadku, gdy jest to 

prawnie  dozwolone i gdy jest to 

absolutnie konieczne do oceny Państwa 

przydatności na danym stanowisku) w 

Prawnie uzasadniony 

interes LTIMindtree w 

zakresie możliwości 

zatrudnienia i celów 

rekrutacyjnych/Zgoda 

(gdy prawnie 

uzasadniony interes nie 

jest podstawą prawną 
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dozwolonych przez lokalne 

prawo). 

celu przeprowadzenia weryfikacji 

Państwa przeszłości (gdy jest to 

dozwolone lub wymagane przez 

obowiązujące prawo). 

przetwarzania zgodnie z 

lokalnym prawem)  

Dane Osobowe 

Pracowników lub 

Informacje Osobiste, w 

tym dane identyfikacyjne; 

informacje kontaktowe; 

dane finansowe; dane 

wrażliwe (w przypadkach 

dozwolonych przez lokalne 

prawo). 

Działania związane z zatrudnieniem: W 

celu przeprowadzenia działań związanych 

z Państwa umową o pracę z Nami. 

Wykonanie umowy, 

zgodność z 

obowiązkiem prawnym 

i uzasadnionym 

interesem LTIMindtree 

dla działań związanych 

z zatrudnieniem lub 

zgodą (dotyczy 

Meksyku) 

Dane Osobowe lub 

Informacje Osobiste 

odwiedzającego, w tym 

dane identyfikacyjne; oraz 

informacje związane z 

celem wizyty. 

Cele dotyczące bezpieczeństwa: Jeśli są 

Państwo gośćmi w naszych obiektach, do 

rejestrowania i monitorowania sposobu 

korzystania z naszych obiektów i/lub 

systemów informatycznych w celu 

utrzymania ich bezpieczeństwa i ochrony 

przed oszustwem lub nieuprawnionym 

wejściem. 

Prawnie uzasadniony 

interes LTIMindtree dla 

celów bezpieczeństwa 

lub zgoda (gdy 

uzasadniony interes nie 

jest podstawą prawną 

przetwarzania zgodnie z 

lokalnym prawem)  

Dane Osobowe lub 

Informacje Osobiste 

dotyczące Podmiotów 

Danych w kontekście 

Danych Marketingowych, 

lub Strony Internetowej, 

inicjatyw lub badań i 

wydarzeń 

Cele marketingowe: W celu 

zaangażowania się w działania 

marketingowe i rozwój biznesu w 

odniesieniu do naszych produktów i 

usług. Obejmuje to marketing e-mailowy 

i SMS-owy, inną komunikację 

marketingową, jak również 

organizowanie wydarzeń. Wykorzystanie 

ich do naszych uzasadnionych interesów 

biznesowych, takich jak obsługa naszej 

Zgoda, Prawnie 

uzasadniony Interes w 

celu zaangażowania się 

w działania 

marketingowe i rozwój 

biznesu w odniesieniu 

do naszych produktów i 

usług (gdy jest to 

dozwolone przez 
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strony internetowej, efektywne 

zarządzanie i prowadzenie naszej 

działalności, prowadzenie działań 

marketingowych mających na celu 

ulepszenie produktów i usług, które 

oferujemy Państwu oraz administrowanie 

bezpieczeństwem naszej działalności. 

lokalne prawo) 

LTIMindtree.  

Pliki cookie strony 

internetowej 

Cele marketingowe: W przypadku 

korzystania przez Państwa z 

funkcjonalności lub odwiedzania naszej 

strony internetowej, w tym, pod 

warunkiem uzyskania Państwa uprzedniej 

zgody w przypadkach, w których jest to 

konieczne z punktu widzenia prawa, 

stosowania plików cookie na naszej 

stronie internetowej (więcej informacji w 

naszej Polityce dotyczącej plików cookie). 

https://www.ltimindtree.com/cookie-

policy/ 

Zgoda, Prawnie 

uzasadniony Interes 

(gdy jest to dozwolone 

przez lokalne prawo) 

Dane osobowe lub 

informacje osobiste osób 

odwiedzających witrynę 

internetową 

Skontaktuj się z nami w sprawie zapytań 

dotyczących ofert, produktów, usług i 

plików cookie witryny LTIMindtree 

Zgoda, uzasadniony 

interes (jeśli jest to 

dozwolone na mocy 

lokalnych przepisów) 

Dane identyfikacyjne 

wydane przez rząd 

Opinie klientów, promocja wewnętrzna i 

zewnętrzna firmy lub grupy firm, 

branding pracodawcy, marketing 

Uzasadniony 

interes/zgodność z 

obowiązkiem prawnym 

(tylko w odpowiednich 

jurysdykcjach) 

 

  

https://www.ltimindtree.com/cookie-policy/
https://www.ltimindtree.com/cookie-policy/
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7. Przetwarzanie Wrażliwych Danych Osobowych 

Tam, gdzie jest to prawnie dozwolone, przetwarzamy Państwa Wrażliwe Dane Osobowe na podstawie 

następujących przesłanek prawnych zgodnie z Art. 9 RODO: 

• Wyraźna zgoda lub wyraźna zgoda pisemna (w stosownych przypadkach) jest uzyskiwana od 

Państwa, gdy jest to wymagane na mocy obowiązującego prawa lokalnego lub w szczególnych 

okolicznościach dla jednego lub więcej określonych celów opisanych powyżej (Art. 9(2)(a) RODO). 

• W przypadku, gdy są Państwo fizycznie lub prawnie niezdolni do wyrażenia zgody, a przetwarzanie 

jest niezbędne do ochrony Państwa istotnych interesów (Art. 9(2)(b) RODO). Na przykład, kiedy 

potrzebna jest natychmiastowa pomoc medyczna. 

• Gdy przetwarzanie jest niezbędne do celów wypełniania obowiązków i wykonywania określonych 

praw administratora lub podmiotu danych w dziedzinie zatrudnienia i ubezpieczeń społecznych 

oraz ochrony socjalnej w zakresie, w jakim jest ono dozwolone przez lokalne przepisy o Ochronie 

Danych Osobowych lub układ zbiorowy zgodnie z lokalnymi przepisami o Ochronie Danych 

Osobowych zapewniający odpowiednie zabezpieczenia praw podstawowych i interesów podmiotu 

danych (Art. 9(2)(b) RODO). Prosimy o zapoznanie się z częścią "Informacja o ochronie prywatności 

w oparciu o Państwa relacje z nami" w Oświadczeniu o prywatności danych dostępnym tutaj w celu 

uzyskania informacji o kategoriach odbiorców Wrażliwych Danych Osobowych, zgodnie z tym, co 

ma zastosowanie w Państwa przypadku. 

8. Dane Osobowe Osób w wieku poniżej 18 lat 

• Przetwarzamy Dane Osobowe lub Wrażliwe Dane Osobowe wszelkich osób w wieku poniżej 18 lat 

wyłącznie w celach związanych z podróżami, imigracją lub podczas wizyty w naszych obiektach. W 

przypadku konieczności przetwarzania przez nas Danych Osobowych lub Wrażliwych Danych 

Osobowych takich osób, będziemy to robić po uzyskaniu wyraźnej zgody ich opiekunów prawnych 

oraz osoby nieletniej, jeśli jest ona zdolna do wyrażenia zgody, na podstawie swojego wieku i 

dojrzałości. Jeśli dowiedzą się Państwo, że nieumyślnie zebraliśmy lub otrzymaliśmy bezpośrednio 

od nich Dane Osobowe lub Wrażliwe Dane Osobowe dotyczące osoby w wieku poniżej 18 lat, 

prosimy o niezwłoczne powiadomienie nas o tym fakcie korzystając z danych kontaktowych 

podanych w niniejszej Deklaracja (W sekcji „Dane kontaktowe do składania skarg i zażaleń” 

poniżej), a My odpowiednio usuniemy takie informacje. 
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Uwaga: Na naszej stronie internetowej nie gromadzimy, nie wykorzystujemy ani nie przetwarzamy 

Danych Osobowych osób w wieku poniżej 18 lat. Jeśli masz mniej niż 18 lat, to nie chcemy, abyś 

podawał jakiekolwiek swoje Dane Osobowe na naszej stronie internetowej. 

9. Wykorzystywanie Danych Osobowych/ Informacji Osobistych 

w Marketingu Bezpośrednim 

Na potrzeby marketingu bezpośredniego, będziemy wykorzystywać Państwa Dane 

Osobowe/Informacje Osobiste w następujący sposób (w zakresie zgodnym z obowiązującym prawem 

lokalnym). 

a) Zarządzanie i utrzymywanie naszych relacji z Państwem, w tym odpowiadanie na zapytania, pytania 

lub komentarze Państwa, co jest niezbędne dla relacji pomiędzy LTIMindtree a Podmiotem Danych; 

b) Angażowanie się w działania marketingowe i rozwój biznesu w związku z ulepszaniem i 

promowaniem produktów i usług LTIMindtree, co jest niezbędne dla relacji pomiędzy LTIMindtree 

a Podmiotem Danych. 

c) Dostarczanie reklam dostosowanych do Państwa zainteresowań na stronach internetowych lub w 

aplikacjach mobilnych innych firm; 

d) Ulepszanie produktów i usług, które oferujemy Państwu oraz administrowanie bezpieczeństwem 

naszej działalności. 

e) Prowadzenie analiz i badań rynku w celu udoskonalenia niniejszej strony internetowej 

f) Informowanie o ofertach naszych usług, komunikując się za pomocą poczty elektronicznej, SMS-ów, 

telefonu i wszelkich innych podobnych środków komunikacji, niezbędnych dla relacji pomiędzy 

LTIMindtree a Podmiotem Danych.  

g) Mieszkańcy Kalifornii, którzy podają Dane Osobowe, mają prawo zażądać informacji o sobie, które 

ujawniliśmy Stronom Trzecim dla ich własnych celów marketingu bezpośredniego (jeśli dotyczy), w 

tym kategorii informacji oraz nazw i adresów tych firm. Obecnie nie ujawniamy Danych Osobowych 

mieszkańców Kalifornii Stronom Trzecim dla ich własnych celów marketingu bezpośredniego. 

W każdej chwili mogą Państwo "zrezygnować" z dobrowolnych celów przetwarzania, korzystając ze 

środków wskazanych w sekcji „Prawa osób, których dane dotyczą/podmiotów, których dane 

dotyczą/konsumentów”. 

W przypadku, gdy Państwa Dane Osobowe będą Przetwarzane dla celów marketingu bezpośredniego, 

będą Państwo mieli prawo w dowolnym momencie wnieść sprzeciw wobec przetwarzania Państwa 

Danych Osobowych dla takich celów marketingowych. Te Dane Osobowe nie będą już Przetwarzane dla 

takich celów, jak opisano w Art. 21(2) i 3 RODO.  
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W zakresie wymaganym przez obowiązujące prawo, uzyskamy Państwa zgodę przed przekazaniem 

Państwa Danych osobowych jakimkolwiek stronom trzecim w celach marketingowych. Jeśli Państwo 

wyrazili zgodę na wykorzystanie swoich danych osobowych do powyższych celów marketingu 

bezpośredniego, mogą Państwo zrezygnować i wycofać swoją zgodę, bezpłatnie, w dowolnym 

momencie, kontaktując się na podane poniżej dane w niniejszej Deklaracja Prywatności. Państwa 

rezygnacja zostanie przetworzona i zacznie obowiązywać tak szybko, jak to możliwe.  

10. Wydarzenia i Inicjatywy 

Organizujemy i uczestniczymy w wydarzeniach i inicjatywach. W takich przypadkach niniejsza 

Deklaracja dotyczy uczestników i prelegentów wraz z wszelkimi innymi informacjami uzupełniającymi, 

które są dostarczane w związku z każdym wydarzeniem. W przypadku wyznaczenia przez nas 

jakichkolwiek Stron Trzecich do przeprowadzenia lub zorganizowania takich wydarzeń i inicjatyw, 

Państwa Dane Osobowe lub Informacje Osobiste zostaną ujawnione takim Stronom Trzecim na mocy 

zobowiązań umownych z tymi Stronami Trzecimi zgodnie z obowiązującymi przepisami o Ochronie 

Danych Osobowych. Przetwarzanie Danych Osobowych/ Informacji Osobistych przez takie Strony 

Trzecie będzie jednak podlegało polityce prywatności odpowiednich stron oraz zobowiązaniom 

umownym zawartym z nami. 

11. Przechowywanie i Usuwanie Danych Osobowych lub 

Informacji Osobistych 

To, jak długo będziemy przechowywać Państwa Dane Osobowe/Informacje Osobiste, będzie się różnić 

w zależności od:  

• Celów określonych w niniejszej Deklaracja dla wykorzystania Danych Osobowych/Informacji 

Osobistych - Będziemy musieli przechowywać informacje przez tak długi okres, jaki jest niezbędny 

dla danego celu; oraz 

• Zobowiązań prawnych - przepisy prawa lub regulacje określają minimalny okres, przez który 

będziemy musieli przechowywać Państwa Dane Osobowe/ Informacje Osobiste; 

• Usuwanie Danych Osobowych/Informacji Osobistych będzie przeprowadzane z najwyższą 

starannością i będzie zarządzane zgodnie z odpowiednimi praktykami bezpieczeństwa danych, jak 

wyszczególniono w wewnętrznych politykach regulujących usuwanie danych; 
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• Dane Osobowe/ Informacje Osobiste będą przetwarzane tylko przez okres niezbędny do celów, dla 

których zostały pierwotnie zebrane, zgodnie z obowiązującym prawem i zgodnie z Polityką 

Przechowywania Danych Osobowych LTIMindtree. 

12. Przekazywanie Danych za Granicę 

Jesteśmy częścią Larsen and Toubro Group (www.larsentoubro.com), która jest międzynarodową 

grupą firm i jako taka przekazujemy Dane Osobowe / Informacje Osobiste dotyczące Państwa do 

krajów, w których LTIMindtree prowadzi działalność, a w szczególności do Indii i USA (gdzie obecni są 

dostawcy usług SaaS firmy LTIMindtree). Przekazujemy Dane Osobowe pomiędzy firmami 

powiązanymi z naszą grupą i centrami danych w celach opisanych powyżej. Takie przekazywanie 

danych jest niezbędne w celu dostarczenia naszych produktów i usług. Możemy również przekazywać 

Dane Osobowe na zasadzie ograniczonego dostępu naszym autoryzowanym dostawcom zewnętrznym 

lub klientom LTIMindtree i autoryzowanym partnerom biznesowym. 

W przypadku Meksyku, Państwa zgoda może być wymagana, chyba że przekazanie danych jest 

niezbędne do wypełnienia zobowiązań wynikających z naszego stosunku prawnego z Państwem lub te 

strony trzecie działają jako podmioty przetwarzające dane. Przekazując nam swoje dane osobowe i 

korzystając ze strony internetowej/aplikując na wolne stanowisko lub utrzymując z nami stosunki 

prawne, wyrażają Państwo zgodę na przekazanie swoich danych osobowych w przypadku, gdy 

wymagana jest Państwa zgoda. W pewnych okolicznościach mogą Państwo jednak "zrezygnować", 

zgodnie z procedurą zawartą w sekcji „Prawa osób, których dane dotyczą/podmiotów, których dane 

dotyczą/konsumentów”. 

W przypadku przekazywania przez nas Państwa Danych Osobowych/Informacji Osobistych poza 

Państwa jurysdykcję, zapewnimy, że są one chronione i przekazywane w sposób zgodny z 

obowiązującymi przepisami o Ochronie Danych Osobowych.  

W przypadku przekazywania danych poza Europejski Obszar Gospodarczy ("EOG"), informujemy, że:  

Zapewniamy odpowiednią ochronę przekazywania danych osobowych zgodnie z obowiązującym 

prawem, gwarantując że: 

• państwo odbiorcy zapewnia odpowiedni poziom ochrony danych w oparciu o decyzje Komisji 

Europejskiej stwierdzające odpowiedni poziom ochrony zgodnie z Art. 45 RODO; lub 
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• organizacja odbierająca podpisała umowę opartą na "standardowych klauzulach umownych" 

zatwierdzonych przez Komisję Europejską w swojej Decyzji Wykonawczej, o której mowa w Art. 46 

RODO, zobowiązującą ją do ochrony Państwa Danych Osobowych/ Informacji Osobistych. Mają 

Państwo prawo zażądać kopii tych standardowych klauzul umownych, kontaktując się z nami, 

korzystając z danych kontaktowych podanych poniżej (w sekcji „Dane kontaktowe do składania 

skarg i zażaleń”); oraz 

• w stosownych przypadkach, wdrożyliśmy dodatkowe środki (techniczne, umowne i organizacyjne) 

w celu zabezpieczenia przekazywania Państwa Danych Osobowych / Informacji Osobistych;  

• W przypadku braku decyzji stwierdzającej odpowiedni poziom ochrony, zgodnie z Art. 45(3) RODO, 

lub odpowiednich zabezpieczeń zgodnie z Art. 46 RODO, w tym wiążących zasad korporacyjnych, 

przekazanie lub pakiet przekazań danych osobowych do państwa trzeciego lub organizacji 

międzynarodowej może nastąpić wyłącznie po spełnieniu jednego z następujących warunków:  

o (a) podmiot danych wyraźnie wyraził zgodę na proponowane przekazanie, po uzyskaniu 

informacji o możliwym ryzyku takiego przekazania dla podmiotu danych ze względu na brak 

decyzji stwierdzającej odpowiedni poziom ochrony i odpowiednich zabezpieczeń;  

o (b) przekazanie to jest niezbędne do wykonania umowy między podmiotem danych, a 

administratorem lub podjęcia środków poprzedzających umowę, podjętych na wniosek 

podmiotu danych;  

o (c) przekazanie to jest niezbędne do zawarcia lub wykonania umowy zawartej w interesie 

podmiotu danych między administratorem a inną osobą fizyczną lub prawną;  

o (d) przekazanie to jest niezbędne z ważnych powodów związanych z interesem publicznym;  

o (e) przekazanie to jest niezbędne do ustanowienia, wykonania lub obrony roszczeń 

prawnych;  

o (f) przekazanie to jest niezbędne w celu ochrony życiowych interesów podmiotu danych lub 

innych osób, jeżeli podmiot danych jest fizycznie lub prawnie niezdolny do wyrażenia 

zgody;  

o (g) przekazanie to następuje z poziomu rejestru, który zgodnie z prawem Unii lub Państwa 

Członkowskiego ma na celu dostarczanie informacji społeczeństwu i który jest 

udostępniony dla ogółu społeczeństwa lub dla każdej osoby, która może przedstawić 
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uzasadniony interes, ale tylko w zakresie, w jakim warunki określone w prawie Unii lub 

Państwa Członkowskiego dotyczące konsultacji są spełnione w danym przypadku. 

W przypadku, gdy przekazanie nie mogło być oparte na przepisie Art. 45 lub 46 RODO, w tym na 

przepisach dotyczących wiążących zasad korporacyjnych, a żaden z wyjątków dotyczących 

szczególnej sytuacji, o których mowa powyżej, nie ma zastosowania, przekazanie do państwa  

trzeciego lub organizacji międzynarodowej może nastąpić tylko wtedy, gdy przekazanie nie ma 

charakteru powtarzalnego, dotyczy jedynie ograniczonej liczby podmiotów danych, jest niezbędne 

do celów wynikających z istotnych prawnie uzasadnionych interesów realizowanych przez 

administratora,  nad którymi nie przeważają interesy lub prawa i wolności podmiotu danych, a 

administrator dokonał oceny wszystkich okoliczności towarzyszących przekazaniu danych i na 

podstawie tej oceny zapewnił odpowiednie zabezpieczenia w zakresie ochrony danych osobowych. 

Administrator informuje organ nadzorczy o przekazaniu danych. Oprócz informacji, o których mowa 

w Art. 13 i 14 RODO, administrator informuje podmiot danych o przekazaniu danych oraz o 

realizowanych uzasadnionych istotnych interesach. 

W przypadku przekazywania danych poza terytorium Wielkiej Brytanii ("UK"), zapewniamy, że:  

• kraj odbiorcy zapewnia odpowiedni poziom ochrony danych w oparciu o decyzje Sekretarza Stanu 

stwierdzające odpowiedni poziom ochrony zgodnie z Art. 45 RODO w UK; lub 

• organizacja odbierająca podpisała umowę opartą na "Międzynarodowej Umowie o Przekazywaniu 

Danych" zatwierdzoną przez brytyjskie ICO, zobowiązującą ją do ochrony Państwa Danych 

Osobowych/ Informacji Osobistych; oraz 

• w stosownych przypadkach wdrożyliśmy dodatkowe środki (techniczne, umowne i organizacyjne) 

w celu zabezpieczenia przekazywania Państwa danych osobowych; 

• W przypadku braku decyzji stwierdzającej odpowiedni poziom ochrony, zgodnie z Art. 45(3) RODO, 

lub odpowiednich zabezpieczeń zgodnie z Art. 46 RODO, w tym wiążących zasad korporacyjnych, 

przekazanie lub pakiet przekazań danych osobowych do państwa trzeciego lub organizacji 

międzynarodowej odbywa się wyłącznie pod jednym z następujących warunków:  

o (a) podmiot danych wyraźnie wyraził zgodę na proponowane przekazanie, po uzyskaniu 

informacji o możliwym ryzyku takiego przekazania dla podmiotu danych ze względu na brak 

decyzji stwierdzającej odpowiedni poziom ochrony i odpowiednich zabezpieczeń;  
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o (b) przekazanie to jest niezbędne do wykonania umowy między podmiotem danych a 

administratorem lub wdrożenia środków poprzedzających umowę, podjętych na wniosek 

podmiotu danych;  

o (c) przekazanie to jest niezbędne do zawarcia lub wykonania umowy zawartej w interesie 

podmiotu danych między administratorem a inną osobą fizyczną lub prawną;  

o (d) przekazanie to jest niezbędne z ważnych powodów związanych z interesem publicznym;  

o (e) przekazanie to jest niezbędne do ustanowienia, wykonania lub obrony roszczeń 

prawnych;  

o (f) przekazanie to jest niezbędne w celu ochrony życiowych interesów podmiotu danych lub 

innych osób, jeżeli podmiot danych jest fizycznie lub prawnie niezdolny do wyrażenia 

zgody;  

o (g) przekazanie to następuje z poziomu rejestru, który zgodnie z prawem Unii lub Państwa 

Członkowskiego ma na celu dostarczanie informacji społeczeństwu i który jest 

udostępniony dla ogółu społeczeństwa lub dla każdej osoby, która może przedstawić 

uzasadniony interes, ale tylko w zakresie, w jakim warunki określone w prawie Unii lub 

Państwa Członkowskiego dotyczące konsultacji są spełnione w danym przypadku. 

W przypadku, gdy przekazanie nie mogło być oparte na przepisie Art. 45 lub 46 RODO, w tym na 

przepisach dotyczących wiążących zasad korporacyjnych, a żaden z wyjątków dotyczących 

szczególnej sytuacji, o których mowa powyżej, nie ma zastosowania, przekazanie do państwa 

trzeciego lub organizacji międzynarodowej może nastąpić tylko wtedy, gdy przekazanie nie ma 

charakteru powtarzalnego, dotyczy jedynie ograniczonej liczby podmiotów danych, jest niezbędne 

do celów wynikających z istotnych prawnie uzasadnionych interesów realizowanych przez 

administratora, nad którymi nie przeważają interesy lub prawa i wolności podmiotu danych, a 

administrator dokonał oceny wszystkich okoliczności towarzyszących przekazaniu danych i na 

podstawie tej oceny zapewnił odpowiednie zabezpieczenia w zakresie ochrony danych osobowych. 

Administrator informuje organ nadzorczy o przekazaniu danych. Oprócz informacji, o których mowa 

w Art. 13 i 14 RODO, administrator informuje podmiot danych o przekazaniu danych oraz o 

realizowanych uzasadnionych istotnych interesach. 

W przypadku przekazywania danych poza Szwajcarię, informujemy, że: 
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Zapewniamy odpowiednią ochronę przekazywania danych osobowych zgodnie z obowiązującym 

prawem, gwarantując że: 

• państwo odbiorcy zapewnia odpowiedni poziom ochrony danych na podstawie decyzji FDPIC i od 

dnia 1 września 2023 r. zgodnie z Rozporządzeniem o Federalnej Ustawie o Ochronie Danych; 

• organizacja odbiorcy podpisała umowę opartą na "standardowych klauzulach umownych" 

zatwierdzonych przez Komisję Europejską w swojej Decyzji Wykonawczej, o której mowa w Art. 46 

RODO, oraz szwajcarski załącznik do standardowych klauzul umownych zatwierdzony przez FDPIC, 

zobowiązujący do ochrony Państwa Danych Osobowych/ Informacji Osobistych. Mają Państwo 

prawo zażądać kopii tych Standardowych Klauzul Umownych, kontaktując się z nami, korzystając z 

danych kontaktowych podanych poniżej (w sekcji „Dane kontaktowe do składania skarg i zażaleń”); 

oraz 

• w stosownych przypadkach, wdrożyliśmy dodatkowe środki (techniczne, umowne i organizacyjne) 

w celu zabezpieczenia przekazywania Państwa Danych Osobowych / Informacji Osobistych; 

• W przypadku braku decyzji stwierdzającej odpowiedni poziom ochrony, zgodnie z Art. 45(3) RODO, 

lub odpowiednich zabezpieczeń zgodnie z Art. 46 RODO, w tym wiążących zasad korporacyjnych, 

przekazanie lub pakiet przekazań danych osobowych do państwa trzeciego lub organizacji 

międzynarodowej może nastąpić wyłącznie po spełnieniu jednego z następujących warunków:  

o (a) podmiot danych wyraźnie wyraził zgodę na proponowane przekazanie, po uzyskaniu 

informacji o możliwym ryzyku takiego przekazania dla podmiotu danych ze względu na brak 

decyzji stwierdzającej odpowiedni poziom ochrony i odpowiednich zabezpieczeń;  

o (b) przekazanie to jest niezbędne do wykonania umowy między podmiotem danych a 

administratorem lub wdrożenia środków poprzedzających umowę, podjętych na wniosek 

podmiotu danych;  

o (c przekazanie to jest niezbędne do zawarcia lub wykonania umowy zawartej w interesie 

podmiotu danych między administratorem a inną osobą fizyczną lub prawną;  

o (d) przekazanie to jest niezbędne z ważnych powodów związanych z interesem publicznym;  

o (e) przekazanie to jest niezbędne do ustanowienia, wykonania lub obrony roszczeń 

prawnych;  
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o (f) przekazanie to jest niezbędne w celu ochrony życiowych interesów podmiotu danych lub 

innych osób, jeżeli podmiot danych jest fizycznie lub prawnie niezdolny do wyrażenia 

zgody;  

o (g) przekazanie to następuje z poziomu rejestru, który zgodnie z prawem Unii lub Państwa 

Członkowskiego ma na celu dostarczanie informacji społeczeństwu i który jest 

udostępniony dla ogółu społeczeństwa lub dla każdej osoby, która może przedstawić 

uzasadniony interes, ale tylko w zakresie, w jakim warunki określone w prawie Unii lub 

Państwa Członkowskiego dotyczące konsultacji są spełnione w danym przypadku. 

W przypadku, gdy przekazanie nie mogło być oparte na przepisie Art. 45 lub 46 RODO, w tym na 

przepisach dotyczących wiążących zasad korporacyjnych, a żaden z wyjątków dotyczących 

szczególnej sytuacji, o których mowa powyżej, nie ma zastosowania, przekazanie do państwa 

trzeciego lub organizacji międzynarodowej może nastąpić tylko wtedy, gdy przekazanie nie ma 

charakteru powtarzalnego, dotyczy jedynie ograniczonej liczby podmiotów danych, jest niezbędne 

do celów wynikających z istotnych prawnie uzasadnionych interesów realizowanych przez 

administratora, nad którymi nie przeważają interesy lub prawa i wolności podmiotu danych, a 

administrator dokonał oceny wszystkich okoliczności towarzyszących przekazaniu danych i na 

podstawie tej oceny zapewnił odpowiednie zabezpieczenia w zakresie ochrony danych osobowych. 

Administrator informuje organ nadzorczy o przekazaniu danych. Oprócz informacji, o których mowa 

w Art. 13 i 14 RODO, administrator informuje podmiot danych o przekazaniu danych oraz o 

realizowanych uzasadnionych istotnych interesach. 

W przypadku przekazywania danych poza obszar RPA, zapewniamy, że:  

• organizacja odbierająca podpisała umowę zobowiązującą ją do ochrony Państwa Danych 

Osobowych / Wrażliwych Informacji Osobistych w sposób, który jest równoważny lub współmierny 

do wymagań określonych w Ustawie o Ochronie Danych Osobowych nr 4 z 2013 r.; oraz 

• w stosownych przypadkach wdrożyliśmy dodatkowe środki (techniczne, umowne i/lub 

organizacyjne) w celu zabezpieczenia przekazywania Państwa Danych Osobowych;  

W przypadku przekazywania danych poza Chińską Republikę Ludową ("ChRL"), zapewniamy, że:  

• organizacja odbierająca podpisała umowę z LTIMindtree na podstawie "wzorcowej umowy 

standardowej" wydanej przez Administrację Bezpieczeństwa Cybernetycznego ChRL;  

• uzyskaliśmy Państwa odrębną zgodę na przekazywanie Danych Osobowych za granicę; 
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• przeprowadziliśmy Ocenę Skutków Ochrony Danych Osobowych dla celów przekazywania Danych 

Osobowych za granicę; 

• w stosownych przypadkach, rząd zatwierdził nasz wniosek o ocenę bezpieczeństwa w zakresie 

eksportu Danych Osobowych; oraz  

• w stosownych przypadkach wdrożyliśmy dodatkowe środki (techniczne, umowne i organizacyjne) 

w celu zabezpieczenia przekazywania Państwa danych osobowych;  

W przypadku przekazywania danych poza Australię, zapewniamy, że:  

• informujemy Państwa o zagranicznych lokalizacjach, w których mogą być ujawnione Państwa Dane 

Osobowe;  

• zewnętrzny odbiorca danych osobowych znajduje się na terytorium, na którym obowiązują 

przepisy lub wiążące zasady chroniące dane osobowe w sposób, który ogólnie rzecz biorąc jest co 

najmniej znacząco podobny do sposobu, w jaki Australijskie Zasady Ochrony Prywatności w 

Załączniku 1 do Ustawy o Ochronie Prywatności chronią takie dane osobowe oraz istnieją 

dostępne dla Państwa mechanizmy egzekwowania takich przepisów lub wiążących zasad; i/lub 

• podejmujemy odpowiednie kroki w celu zapewnienia, że zagraniczny odbiorca nie narusza 

Australijskich Zasad Ochrony Prywatności. 

W przypadku przekazywania danych poza inne jurysdykcje, zapewniamy, że: 

• istnieją odpowiednie umowy dotyczące przetwarzania danych, zgodne z obowiązującymi 

przepisami o Ochronie Prywatności, podpisane między oddziałem eksportującym dane a 

oddziałem importującym dane, w których określono odpowiednie obowiązki. 

Więcej szczegółów na temat ochrony Danych Osobowych/ Informacji Osobistych w przypadku ich 

przekazania poza Państwa jurysdykcję (w tym przykładową kopię wzorcowych klauzul umownych i 

zabezpieczeń) można uzyskać kontaktując się z nami, korzystając z danych podanych w niniejszej 

Deklaracja w sekcji „Dane kontaktowe do składania skarg i zażaleń”. 

13. Bezpieczeństwo Danych Osobowych/ Informacji Osobistych 

W celu wypełnienia obowiązków w zakresie bezpieczeństwa danych wynikających z obowiązujących 

Przepisów o Ochronie Danych Osobowych, przyjęliśmy następujące fizyczne, techniczne i organizacyjne 

środki bezpieczeństwa w celu zapewnienia bezpieczeństwa Państwa Danych Osobowych/ Informacji 
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Osobistych i PHI, biorąc pod uwagę obowiązujące standardy branżowe, koszty realizacji oraz charakter, 

zakres, kontekst i cele przetwarzania, a także ryzyko naruszenia Państwa praw i wolności o różnym 

prawdopodobieństwie wystąpienia i stopniu nasilenia: 

• Obejmuje to zapobieganie ich zmianie, zniszczeniu, utracie, nieuprawnionemu przetwarzaniu lub 

dostępowi do nich, z uwzględnieniem charakteru danych i ryzyka, na jakie są one narażone z 

powodu działania człowieka lub środowiska fizycznego lub naturalnego. 

• Będziemy przestrzegać zabezpieczeń zgodnie z naszymi umownymi i ustawowymi wymogami w 

porozumieniu z wewnętrznym działem IT. 

• Biuro ds. Ochrony Danych Osobowych i Główny Inspektor ds. Bezpieczeństwa Informacji dokonują 

regularnej oceny środków bezpieczeństwa wdrożonych w celu ochrony Danych Osobowych, 

Informacji Osobistych i w razie potrzeby aktualizują je. 

• Wszyscy pracownicy i kontrahenci zostaną objęci obowiązkowym szkoleniem na temat Prywatności 

(np. Szkolenie na temat Uwzględniania Prywatności w Opracowywaniu Oprogramowania itp.). 

Dalsze umowy o zachowaniu poufności i umowy o nieujawnianiu informacji będą podpisywane 

przez wszystkich pracowników i kontrahentów w dniu lub przed rozpoczęciem pracy w 

LTIMindtree. 

• Wdrożyliśmy następujące zabezpieczenia w celu zapewnienia bezpieczeństwa zbieranych, 

przechowywanych, przetwarzanych i ujawnianych przez nas Danych Osobowych: 

o Fizyczne Kontrole Bezpieczeństwa 

▪ Ogrodzenie obiektu, Czytnik dostępu HD, Centrum danych, Nadzór wideo 

o Kontrole infrastruktury IT 

▪ Szyfrowanie, DLP, Maskowanie danych, kontrolowane porty przenośne, Kontrola dostępu, 

Sprawdzanie nieautoryzowanego oprogramowania, Niszczenie danych, Środki higieny systemu, 

Monitoring, Zarządzanie Dostępem Użytkowników, Zarządzanie Poprawkami, Zarządzanie 

Podatnością na Cyberzagrożenia. 

Wdrożyliśmy procedurę zarządzania incydentami i naruszeniami, aby zapewnić, że wyjątki w zakresie 

przestrzegania prywatności danych są niezwłocznie zgłaszane do Urzędu Ochrony Danych Osobowych 

oraz do wyznaczonego Inspektora Ochrony Danych Osobowych. 
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14. Prywatność w Fazie Projektowania 

• Ustanowiliśmy proces proaktywnego uwzględniania ochrony prywatności na wstępnych etapach 

planowania/projektowania oraz w całym procesie rozwoju nowych procesów/usług/technologii 

i/lub platform, które wiążą się z Przetwarzaniem Danych Osobowych.  

• Uwzględniono środki techniczne i organizacyjne mające na celu zwiększenie prywatności (np. 

pseudonimizacja, anonimizacja, minimalizacja danych, agregacja danych). Ponadto, podejmiemy 

odpowiednie środki techniczne i organizacyjne w celu zapewnienia, że zbierane lub przetwarzane 

Dane Osobowe są adekwatne, istotne i ograniczone do tego, co jest niezbędne do celów, dla 

których są przetwarzane. 

• W odniesieniu do Danych Osobowych mieszkańców Kalifornii także oprócz powyższych, 

zastosujemy środki w celu zwiększenia prywatności Państwa Danych Osobowych poprzez 

zastosowanie środków do "agregacji informacji konsumenckich" lub "deidentyfikacji" takich Danych 

Osobowych, jak te terminy są zdefiniowane zgodnie z przepisami CCPA. W przypadku podjęcia 

takich środków, będziemy przetwarzać uzyskane informacje wyłącznie w formie pozbawionej 

elementów identyfikacyjnych i nie będziemy podejmować prób ponownej identyfikacji, z wyjątkiem 

sytuacji dozwolonych przez prawo. 

15. Prawa osób, których dane dotyczą/podmiotów, których dane 

dotyczą/konsumentów 

Zgodnie z RODO, przysługują Państwu następujące prawa dotyczące przekazywanych Państwa Danych 

Osobowych: 

• Prawo do uzyskania dostępu do swoich Danych Osobowych: 

Zgodnie z Art. 15 RODO, mogą Państwo zażądać kopii swoich Danych Osobowych. W szczególności 

mogą Państwo zażądać informacji na temat celów Przetwarzania, kategorii danych, kategorii 

odbiorców, którym Państwa dane zostały lub zostaną przekazane, okresu przechowywania danych, 

istnienia prawa do sprostowania, usunięcia, ograniczenia Przetwarzania lub wniesienia sprzeciwu, 

sprostowania, usunięcia, ograniczenia Przetwarzania lub wniesienia sprzeciwu, posiadania prawa 

do wniesienia skargi, źródła Państwa danych, jeżeli nie zostały one zebrane bezpośrednio przez nas, 

a także istnienia zautomatyzowanego podejmowania decyzji, w tym profilowania oraz, w 

stosownych przypadkach, istotnych informacji na temat jego szczegółów. 
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Należy pamiętać, że zgodnie z RODO istnieją okoliczności, w których mamy prawo odmówić żądania 

dostępu lub otrzymania kopii Państwa Danych Osobowych, jak w szczególnych przypadkach, gdy 

takie ujawnienie miałoby negatywny wpływ na prawa i wolność innych osób. 

• Prawo do uzyskania sprostowania swoich Danych Osobowych, jeśli są one niedokładne lub 

niekompletne (Art. 16 RODO). 

o Prawo do uzyskania usunięcia ("prawo do bycia zapomnianym") zgodnie z Art. 17 RODO 

Państwa Danych Osobowych: Zgodnie z RODO, jeśli zachodzi jedna z następujących 

przyczyn, należy pamiętać, że w innych okolicznościach jesteśmy prawnie upoważnieni do 

ich przechowywania: 

- jeżeli nie są już niezbędne w odniesieniu do celów, dla których zostały zebrane lub w inny 

sposób Przetwarzane; 

- jeżeli ich przetwarzanie oparte było na zgodzie, a Państwo wycofali swoją zgodę i nie ma 

innej podstawy prawnej Przetwarzania; 

- jeżeli Przetwarzanie jest przeprowadzane w celach marketingowych; 

- jeżeli wniosą Państwo sprzeciw wobec przetwarzania z przyczyn związanych z Państwa 

szczególną sytuacją, a nie istnieją nadrzędne prawnie uzasadnione podstawy do 

Przetwarzania; 

- jeśli Państwa dane były Przetwarzane niezgodnie z prawem; lub 

- Państwa dane zostały usunięte w celu wywiązania się z obowiązku prawnego. 

• Prawo do uzyskania ograniczenia Przetwarzania Państwa Danych Osobowych zgodnie z warunkami 

określonymi przez RODO (Art. 18 RODO).  

• Prawo do wniesienia sprzeciwu wobec Przetwarzania Państwa Danych Osobowych z przyczyn 

związanych z Państwa szczególną sytuacją, w dowolnym momencie. W przypadku, gdy Państwa 

dane osobowe są przetwarzane na potrzeby marketingu bezpośredniego, mają Państwo prawo w 

dowolnym momencie wnieść sprzeciw wobec przetwarzania Państwa danych osobowych na 

potrzeby takiego marketingu, obejmującego profilowanie w zakresie, w jakim jest ono związane z 

takim marketingiem bezpośrednim (Art. 21. RODO). 

• Prawo do otrzymania swoich Danych Osobowych dostarczonych Nam jako Administratorowi 

danych w ustrukturyzowanym, powszechnie używanym i nadającym się do odczytu maszynowego 
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formacie oraz do przekazania tych Danych Osobowych innemu administratorowi danych 

("możliwość przenoszenia danych") 

Zgodnie z Art. 20 RODO należy pamiętać, że prawo to ma zastosowanie wyłącznie do Danych 

Osobowych, które zostały nam faktycznie przekazane, oraz gdy przetwarzanie opiera się na 

Państwa zgodzie lub umowie jako podstawie prawnej. 

• Prawo do wniesienia skargi do właściwego organu nadzorczego ds. ochrony danych, jeśli uważają 

Państwo, że którekolwiek z Państwa praw do ochrony danych zostało przez nas naruszone. 

Szczegółowe informacje na temat składania skarg znajdują się podane w sekcji „Dane kontaktowe 

do składania skarg i zażaleń” niniejszej Deklaracji..  

• Zgodnie z art. 48 Francuskiej Ustawy o Ochronie Danych, podmioty danych mają również prawo do 

określenia instrukcji dotyczących zarządzania ich danymi osobowymi po śmierci.  

Jeśli potrzebują Państwo naszej pomocy w celu skorzystania z powyższych praw, prosimy o kontakt z 

nami w sposób podane w sekcji „Dane kontaktowe do składania skarg i zażaleń” niniejszej Deklaracji 

poniżej. 

• Jeśli Przetwarzanie Państwa Danych Osobowych odbywa się na podstawie zgody, mogą Państwo 

wycofać swoją zgodę w dowolnym momencie (Art. 7(3) RODO). Z prawa do wycofania zgody można 

skorzystać, kontaktując się z nami w sposób określony podane w sekjci „Dane kontaktowe do 

składania skarg i zażaleń” niniejszej Deklaracji poniżej. Wycofanie zgody nie wpływa na zgodność z 

prawem przetwarzania opartego na zgodzie przed jej wycofaniem. W pewnych okolicznościach 

dalsze Przetwarzanie przez Nas Państwa Danych Osobowych bez zgody jest zgodne z prawem, jeśli 

mamy inną podstawę prawną (inną niż zgoda) do takiego przetwarzania i o której 

poinformowaliśmy Państwa przed zmianą podstawy prawnej. 

• Prawo do dostępu na miejscu do swoich Danych Osobowych (tylko dla Meksyku). 

• Prawo do złożenia wniosku o anulowanie procesu przetwarzania Państwa Danych Osobowych 

(dotyczy tylko Meksyku) 

• Prawo do ograniczenia wykorzystywania i ujawniania Państwa Danych Osobowych (dotyczy tylko 

Meksyku). 

Prawa osoby, której dane dotyczą, będą realizowane zgodnie z jurysdykcją, do której należysz. Jeśli 

należysz do innej jurysdykcji, której nie ma na liście poniżej, możesz skontaktować się z nami, pisząc na 

adres dataprotectionoffice@ltimindtree.com 
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Poniżej przedstawiono prawa podmiotów danych mające zastosowanie w poszczególnych 

jurysdykcjach: 

Prawa 

Podmiotu 

Danych 

Europa

, w tym 

UK i 

Szwajc

aria 

USA Kana

da 

Meksy

k 

Aus

trali

a 

Singa

pur 

Ind

ie 

ZEA Chi

ny 

Hongk

ong 

RP

A 

Prawo do 

Informacji / 

Dostępu 

Tak Tak Tak Tak Tak Tak Tak Tak Tak Tak Tak 

Prawo do 

wycofania 

zgody (opt-

out) 

Tak Tak Tak Tak Tak Tak Tak Tak Tak Tak Tak 

Prawo do 

sprzeciwu 

wobec 

przetwarzania 

danych 

Tak  Tak Tak    Tak Tak  Tak 

Prawo do 

Ograniczenia 

przetwarzania 

danych 

Tak  Tak    Tak Tak Tak  Tak 

Prawo do 

Usunięcia 

danych (bycia 

Zapomnianym) 

Tak Tak Tak Tak   Tak Tak Tak   

Prawo do 

sprostowania 

danych 

Tak Tak Tak Tak Tak Tak Tak Tak Tak Tak Tak 
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Prawo do 

Przenoszenia 

Danych 

Tak Tak      Tak Tak   

Prawo do 

niepodlegania 

zautomatyzow

anemu 

podejmowaniu 

decyzji/profilo

waniu 

Tak Tak Tak      Tak   

Prawo do 

złożenia Skargi 

do Organu 

Nadzorczego 

Tak Tak Tak Tak Tak Tak Tak Tak Tak Tak Tak 

Prawo do 

niedyskrymina

cji w zakresie 

korzystania z 

praw 

Tak Miesz

kańcy 

Kalifo

rnii 

Tak        Tak 

Rezygnacja z 

możliwości 

sprzedaży 

danych 

Tak Miesz

kańcy 

Kalifo

rnii 

Tak         

Prawo do 

złożenia 

wniosku o 

zaprzestanie 

przetwarzania 

Danych 

Osobowych 

   Tak        
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Aby skorzystać z praw opisanych powyżej w odniesieniu do Twoich danych osobowych/danych 

osobowych wrażliwych lub uzyskać więcej szczegółów, możesz złożyć wniosek, klikając łącze: Portal 

wniosków osób, których dane dotyczą, lub kontaktując się z nami pod adresem 

dataprotectionoffice@ltimindtree.com.  

Szczegółowe informacje na temat stosowanej procedury i wymogów można uzyskać pisząc na adres: 

dataprotectionoffice@ltimindtree.com 

Kalifornijskie Prawo do Prywatności 

W ciągu poprzednich 12 miesięcy lub dłużej, zebraliśmy następujące kategorie Danych Osobowych: 

identyfikatory, informacje finansowe, informacje zdrowotne i medyczne, informacje demograficzne 

oraz informacje dotyczące cech chronionych, informacje handlowe, informacje biometryczne, 

informacje o aktywności w Internecie lub innej sieci elektronicznej, dane geolokalizacyjne, informacje 

dźwiękowe, elektroniczne i wizualne, informacje zawodowe lub związane z zatrudnieniem, Wrażliwe 

Dane Osobowe oraz wnioski wyciągnięte z innych zebranych przez nas informacji. Kategorie źródeł, z 

których zbierane są Dane Osobowe, zostały opisane w sekcji „Jakie dane osobowe/informacje osobowe 

są przetwarzane i w jaki sposób zbieramy Twoje dane osobowe/informacje osobowe”. Cele biznesowe i 

komercyjne zbierania Danych Osobowych zostały opisane w sekcjach „Na jakiej podstawie prawnej i w 

oparciu o jaką podstawę prawną przetwarzamy Twoje dane osobowe/informacje osobowe” i 

„Wykorzystanie danych osobowych/informacji osobowych w marketingu bezpośrednim”. W ciągu 

Ograniczenie 

wykorzystania i 

ujawniania 

Danych 

Osobowych 

 Miesz

kańcy 

Kalifo

rnii 

 Tak        

Prawo do 

dostępu na 

miejscu do 

swoich Danych 

Osobowych 

   Tak        

Prawo do 

nominowania 

      Tak     
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ostatnich dwunastu miesięcy lub dłużej udostępniliśmy identyfikatory, informacje o aktywności w 

Internecie i innych sieciach elektronicznych oraz informacje o wnioskach do partnerów reklamowych i 

platform mediów społecznościowych w celach reklamowych i innych celach komercyjnych. Ujawniliśmy 

opisane powyżej kategorie Danych Osobowych w celach i na rzecz kategorii odbiorców określonych w 

sekcji  „Ujawnianie osobom trzecim”. Nie udostępniamy ani nie sprzedajemy świadomie informacji o 

osobach poniżej 16 roku życia i nie wykorzystujemy Wrażliwych Danych Osobowych do żadnych celów, 

które wymagałyby od nas dostarczenia Powiadomienia o prawie do ograniczenia wykorzystania 

Wrażliwych Danych Osobowych. 

Przepisy CCPA przewidują mieszkańcom Kalifornii prawo do żądania informacji o kategoriach danych 

osobowych, które firma gromadzi, sprzedaje, udostępnia lub ujawnia w odniesieniu do mieszkańców 

Kalifornii, a my dostarczymy takie informacje bez opłat żądającemu mieszkańcowi Kalifornii po 

zweryfikowaniu żądania. 

Zgodnie z przepisami CCPA, "zbieranie" obejmuje informacje kupione, wypożyczone, zebrane, 

otrzymane i do których uzyskano dostęp, czy to aktywnie, pasywnie lub poprzez obserwację 

mieszkańca Kalifornii, pod warunkiem jednak, że jesteśmy ograniczeni pod względem tego, co możemy 

ujawnić w odniesieniu do niektórych Wrażliwych Danych Osobowych. 

Przepisy CCPA wymagają nas do zapewnienia dostępu do danych i możliwości przenoszenia danych 

mieszkańcom Kalifornii. 

Z zastrzeżeniem pewnych wyjątków, przepisy CCPA przyznają mieszkańcom Kalifornii prawo do żądania 

usunięcia swoich Danych Osobowych. Mieszkańcy Kalifornii mogą również żądać sprostowania 

niedokładnych lub niekompletnych Danych Osobowych. 

Przepisy CCPA przyznają mieszkańcom Kalifornii prawo do żądania informacji o Danych Osobowych, 

które są sprzedawane lub udostępniane, oraz do rezygnacji z takiej sprzedaży lub udostępniania. 

Mieszkańcy Kalifornii mają również prawo nakazać nam ograniczenie wykorzystywania i ujawniania 

Wrażliwych Danych Osobowych w zakresie niezbędnym do świadczenia usług lub dostarczania 

towarów. 

Przepisy CCPA zezwalają mieszkańcom Kalifornii na żądanie sprostowania wszelkich niedokładnych 

danych. 

Przepisy CCPA zezwalają mieszkańcom Kalifornii na rezygnację z udostępniania swoich Danych 

Osobowych. 
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Przepisy CCPA zabraniają dyskryminacji mieszkańców Kalifornii, którzy zdecydują się skorzystać ze 

swoich praw wynikających z przepisów CCPA. 

Aby skorzystać z praw opisanych powyżej w odniesieniu do swoich Danych Osobowych/Wrażliwych 

Danych Osobowych lub uzyskać więcej informacji, możesz złożyć wniosek, klikając link: Portal 

Wniosków Osób Dotyczących Danych Osobowych lub kontaktując się pod adresem 

dataprotectionoffice@ltimindtree.com. Możesz również skontaktować się z LTIMindtree w USA pod 

bezpłatnym numerem +1 833 968 0934. 

Jeśli masz jakiekolwiek pytania lub napotkasz trudności lub potrzebujesz pomocy, napisz na adres e-
mail dataprotectionoffice@ltimindtree.com  

Mieszkańcy Kalifornii, którzy podają Dane Osobowe, mają prawo zażądać informacji o sobie, które 

ujawniliśmy Stronom Trzecim dla ich własnych celów marketingu bezpośredniego (jeśli dotyczy), w tym 

kategorii informacji oraz nazw i adresów tych firm. Obecnie nie udostępniamy Danych Osobowych 

mieszkańców Kalifornii Stronom Trzecim dla ich własnych celów marketingu bezpośredniego. 

Więcej informacji można znaleźć w "Oświadczeniu o Ochronie Prywatności TIMindtree w stanie 

Kalifornia".  

16. Dodatki specyficzne dla danego kraju 

Informacje dotyczące Stanów Zjednoczonych można znaleźć w  

• „Deklaracji Prywatności LTIMindtree w Kalifornii”. 

„Dodatku do Polityki Prywatności w Chinach”. 

17. Zautomatyzowane podejmowanie decyzji 

Nie wykorzystujemy Państwa Danych Osobowych do podejmowania decyzji wywołujących wobec 

Państwa skutki prawne lub podobne, opartych wyłącznie na zautomatyzowanym przetwarzaniu 

Państwa Danych Osobowych. W przypadku, gdy w przyszłości będziemy dokonywać 

zautomatyzowanego indywidualnego podejmowania decyzji, poinformujemy Państwa przed 

rozpoczęciem przetwarzania oraz poinformujemy o przysługujących Państwu prawach, w tym o prawie 

do wyrażenia swojego stanowiska i zaskarżenia decyzji. 

https://www.ltimindtree.com/lti-california-privacy-policy/
https://www.ltimindtree.com/lti-california-privacy-policy/
https://www.ltimindtree.com/lti-california-privacy-policy/
https://www.ltimindtree.com/wp-content/uploads/2024/03/Clean_Bilingual_2.5-LTIMindtree-External-Data-Privacy-Policy-V1-Customers-Vendors-China-Addendum_BB_24Jan2024-1.pdf?pdf=download
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18. Ujawnianie informacji Stronom trzecim 

Możemy ujawnić niektóre Dane Osobowe/ Informacje Osobiste podmiotom stowarzyszonym w ramach 

naszej grupy korporacyjnej w następujących okolicznościach:  

• Administrowanie personelem, praca z pracownikami i cele związane z zarządzaniem 

przedsiębiorstwem.   

• Świadczenie usług, które są prawnie związane z ważną umową.   

• Przeprowadzanie codziennych transakcji biznesowych.   

• Identyfikacja i kontakt z Podmiotem Danych.   

• Zapewnienie zgodności z lokalnym prawem i przepisami.   

• Potrzeby zarządzania bezpieczeństwem.  

• Wydarzenia i inicjatywy  

• Możemy również udostępniać Dane Osobowe/Informacje Osobiste poza grupę korporacyjną, w 

przypadku, gdy polegamy na Stronach Trzecich, które pomagają w czynnościach przetwarzania i 

spełniliśmy wymogi prawne dotyczące takiego ujawnienia Danych Osobowych. Są to:  

• Agenci/dostawcy lub kontrahenci Stron Trzecich, związani zobowiązaniami do zachowania 

poufności, w związku z przetwarzaniem Danych Osobowych/Informacji Osobistych dla celów 

opisanych w niniejszej deklaracja. Obejmuje to dostawców usług informatycznych i 

komunikacyjnych.  

• Strony Trzecie związane z dostarczanymi przez nas produktami i usługami. Obejmuje to 

producentów sprzętu lub oprogramowania, innych profesjonalnych dostawców usług, organy 

regulacyjne, władze i inne instytucje rządowe.   

• W zakresie wymaganym przez prawo, organy regulacyjne, organy egzekucyjne lub nakaz sądowy, 

możemy ujawnić Dane osobowe/ Informacje Osobiste/ Wrażliwe Dane Osobowe w celu spełnienia 

wszelkich zobowiązań prawnych/regulacyjnych. W takich przypadkach możemy nie powiadomić 

Państwa o takich żądaniach, chyba że jest to dozwolone przez prawo.  

• Tam, gdzie jest to wymagane do wykonania funkcji / zadania pracowników LTIMindtree, a także 

tam, gdzie jest to dozwolone lub wymagane przez obowiązujące przepisy prawa, dane kontaktowe 

firmy i Dane Osobowe / Informacje Osobiste pracowników LTIMindree (np. dane OFCCP, dane 

kontaktowe) mogą być udostępniane naszym klientom i dostawcom.  

• Pracownicy mogą uzyskać dane kontaktowe podane w sekcji „Dane kontaktowe do składania skarg 

i zażaleń” niniejszej Deklaracji, aby poznać nazwy stron trzecich, którym udostępniliśmy ich Dane 

Osobowe.  



  

© LTIMindtree | Uprzywilejowane i Poufne 2025  

  

Wersja 4.0 | 18-04-2025 

 

Globalna Deklaracja Ochrony Danych Osobowych 

(Zewnętrzna) 

 

• W odniesieniu do ujawniania Danych Osobowych/ Informacji Osobistych Stronom Trzecim, pisemne 

umowy i porozumienia o udostępnianiu danych ze Stronami Trzecimi będą zawierać ograniczenia 

zabraniające Stronom Trzecim zatrzymywania, wykorzystywania lub ujawniania Danych 

Osobowych/ Informacji Osobistych w jakimkolwiek celu z wyjątkiem wykonywania usług 

określonych w umowie lub w inny sposób dozwolony przez obowiązujące przepisy o Ochronie 

Danych Osobowych.  

• W przypadku ujawnienia Danych Osobowych/ Informacji Osobistych Stronom Trzecim, LTIMindtree 

będzie starało się korzystać z usług Podmiotów Przetwarzających Dane lub Podwykonawców 

Przetwarzających Dane, którzy są w stanie zapewnić wystarczające gwarancje wdrożenia 

odpowiednich środków technicznych i organizacyjnych zgodnie z obowiązującymi Przepisami o 

Ochronie Danych Osobowych oraz wprowadzi mechanizmy umowne w celu zapewnienia, że 

odpowiedni Podmiot Przetwarzający Dane lub Podwykonawca Przetwarzający Dane podejmie 

odpowiednie kroki w celu zapewnienia zgodności z tymi środkami.   

• Posiadamy biura i prowadzimy działalność w wielu międzynarodowych lokalizacjach i udostępniamy 

informacje między spółkami z naszej grupy w celach biznesowych i administracyjnych poprzez 

umowy dotyczące przetwarzania danych, w tym standardowe klauzule umowne podpisywane w 

ramach danego podmiotu.   

• W przypadkach wymaganych lub dozwolonych przez prawo, informacje mogą być przekazywane 

innym podmiotom, takim jak organy regulacyjne i organy ścigania.   

• Jeśli jest to wymagane ze względu na pełnioną funkcję, a także jeśli jest to dozwolone lub 

wymagane przez obowiązujące przepisy prawa, dane kontaktowe firmy i Dane Osobowe (np. dane 

OFCCP, różnorodne dane, osobiste dane kontaktowe) mogą być udostępniane naszym klientom i 

dostawcom.   

• Możemy również udostępniać Państwa życiorys i status weryfikacji klientom, na ich żądanie, w celu 

wypełnienia naszych zobowiązań umownych wobec tych klientów (gdy jest to dozwolone lub 

wymagane przez obowiązujące prawo).   

• Od czasu do czasu możemy planować transakcje korporacyjne, takie jak fuzja, przejęcie, 

reorganizacja, sprzedaż aktywów lub podobne. W takich przypadkach Możemy przekazać lub 

umożliwić dostęp do informacji, aby umożliwić ocenę i podjęcie takiej transakcji. W przypadku 

zakupu lub sprzedaży jakiejkolwiek firmy lub aktywów, Dane osobowe mogą zostać przekazane 

stronom trzecim zaangażowanym w transakcję.   

• W celu wypełnienia naszych zobowiązań ustawowych i innych oraz w celu właściwego zarządzania 

Grupą LTIMindtree, LTIMindtree i naszymi dostawcami usług, możemy również przekazywać 

informacje innym stronom trzecim, w tym m.in. audytorom, księgowym, prawnikom i innym 
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profesjonalnym doradcom, a także władzom administracyjnym, sądom, organom ścigania i/lub 

organom regulacyjnym, arbitrom, ekspertom, stronom przeciwnym i/lub ich doradcom. 

LTIMindtree niniejszym zapewnia, że w przypadku przetwarzania przez podwykonawców Państwa 

Danych Osobowych, zobowiązania, które ponosi LTIMindtree, będą odzwierciedlone umowach z 

naszymi partnerami, dostawcami i wszelkimi innymi stronami trzecimi.   

• LTIMindtree nie sprzedaje żadnych Danych Osobowych w żadnym przypadku.  

19. Linki do Stron Internetowych Stron Trzecich 

Nasza Strona Internetowa może zawierać linki do innych stron internetowych, które posiadają własne 

polityki prywatności. Takie strony internetowe będą podlegać odpowiednim politykom prywatności i 

można się z nimi zapoznać, aby zrozumieć, jak przetwarzają one Państwa Dane Osobowe.  

Niektóre treści lub aplikacje, w tym reklamy na Naszej Stronie Internetowej, do których uzyskują 

Państwo dostęp podczas korzystania z Naszych usług, są obsługiwane przez strony trzecie. Te strony 

trzecie mogą używać samych plików cookie lub innych technologii śledzenia, aby zbierać o Państwu 

informacje podczas korzystania z ich usług. Informacje, które zbierają, mogą być powiązane z Państwa 

Danymi Osobowymi lub mogą zbierać informacje o Państwa aktywności online w czasie i na różnych 

stronach internetowych i innych usługach online. Mogą wykorzystywać te informacje w celu 

zapewnienia Państwu reklam opartych na zainteresowaniach (behawioralnych) lub innych 

ukierunkowanych treści. Nie kontrolujemy technologii śledzenia tych stron trzecich ani sposobu, w jaki 

mogą one wykorzystywać dane, do których uzyskały dostęp. W przypadku pytań dotyczących reklamy 

lub innych treści ukierunkowanych, należy skontaktować się bezpośrednio z odpowiedzialnym 

dostawcą/reklamodawcą. 

20. Jakość Danych Osobowych/ Informacji Osobistych 

• Zapewnimy wprowadzenie odpowiednich Procesów w celu monitorowania jakości Danych 

Osobowych/ Informacji Osobistych, które przechowujemy/ przetwarzamy 

• Każda jednostka biznesowa i komórka wsparcia w naszej organizacji podejmie kroki w celu 

zapewnienia, że Przetwarzane Dane Osobowe/ Informacje Osobiste są kompletne i dokładne 

oraz, w razie potrzeby, zostaną zaktualizowane. 

• Wdrożymy proces zapewniający naszym pracownikom możliwość przeglądania, aktualizowania 

i potwierdzania dokładności i kompletności ich Danych Osobowych/ Informacji Osobistych 

przetwarzanych przez nas. 
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21. Zarządzanie zmianami w Przetwarzaniu Danych 

O ile nie określono inaczej w niniejszej Deklaracji, będziemy wykorzystywać Dane Osobowe wyłącznie 

do celów opisanych powyżej lub w inny sposób ujawnionych w momencie, gdy poprosimy Państwa o 

takie dane. Jeśli Państwa Dane Osobowe będą przetwarzane w celach innych niż określone w niniejszej 

Deklaracji Prywatności lub w celach innych niż te, dla których Państwa Dane Osobowe zostały 

pierwotnie zebrane, przed rozpoczęciem przetwarzania przekażemy Państwu informacje na temat tego 

innego celu oraz wszelkie inne stosowne informacje, o których mowa w niniejszej Deklaracji, a w 

stosownych przypadkach uzyskamy Państwa zgodę. Jeśli jest to wymagane przez obowiązujące prawo 

lokalne, uzyskamy Państwa zgodę przed przetwarzaniem Państwa Danych osobowych do celów innych 

niż te, na które wyraziliście Państwo zgodę. W zakresie wymaganym przez obowiązujące przepisy prawa 

lokalnego, uzyskamy Państwa zgodę na wykorzystanie Państwa Danych osobowych do takich innych 

celów. 

22. Wymagania HIPPA dotyczące Ochrony Prywatności i 

Bezpieczeństwa 

Niniejszy Paragraf opisuje zobowiązania LTIMindtree jako Współpracownika Biznesowego w ramach 

Ustawy o Przenośności i Odpowiedzialności w Ubezpieczeniach Zdrowotnych ("HIPAA"). 

I. Inspektor ds. Ochrony Prywatności 

Inspektor ds. Ochrony Danych LTIMindtree (zgodnie ze specyfikacją podaną w sekcji „Dane kontaktowe 

do składania skarg i zażaleń” niniejszy deklaracji) działa również jako Inspektor ds. Ochrony Prywatności 

i pojedynczy punkt kontaktowy dla wszystkich zapytań dotyczących spraw związanych z ustawą HIPAA 

dla LTIMindtree. Biuro ds. Ochrony Prywatności jest również odpowiedzialne za: 

• opracowanie i wdrożenie polityki i procedur dotyczących ochrony PHI i zobowiązań LTIMindtree z 

tym związanych; 

• zgodność z Zasadą Ochrony Prywatności; 

• ustanowienie procesu powiadamiania o naruszeniach i koordynacja z Podmiotem Objętym Ochroną 

w zakresie wszelkich naruszeń; 

• opracowanie programu szkoleniowego ; oraz 

• monitorowanie zmian w prawie i procedurach, które mają wpływ na PHI. 
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II. Umowy o Współpracy Biznesowej 

LTIMindtree nie otrzymuje, nie uzyskuje dostępu, nie wykorzystuje ani w inny sposób nie przetwarza 

PHI bez Umowy o Współpracy Biznesowej (BAA). BAA zapewnia, że PHI otrzymane od Podmiotu 

Objętego Ochroną lub Współpracownika Biznesowego (zwanego dalej "klientem" LTIMindtree) jest 

właściwie zabezpieczone zgodnie z obowiązującymi przepisami Zasad Prywatności HIPAA, Zasad 

Bezpieczeństwa i Ustawy o Technologii Informacji Zdrowotnej dla Zdrowia Ekonomicznego i Klinicznego 

("Ustawa HITECH"). 

Inspektor ds. Ochrony Prywatności prowadzi rejestr wszystkich BAA i zarządza wszelkimi wymogami 

dotyczącymi zgodności określonymi w takich BAA. 

Po rozwiązaniu BAA, LTIMindtree zwróci lub zniszczy wszystkie PHI, które otrzymała od klienta i 

przechowuje i nie zachowa żadnych kopii takich informacji. Jeśli zwrot lub zniszczenie nie jest możliwe, 

LTIMindtree będzie nadal chronić takie PHI zgodnie z warunkami BAA i obowiązującym prawem, do 

czasu, gdy PHI będzie w jej posiadaniu i pod kontrolą. 

III. Wykorzystywanie i Udostępnianie Chronionych Informacji Zdrowotnych 

LTIMindtree będzie wykorzystywać i udostępniać PHI wyłącznie zgodnie z dozwolonymi sposobami 

wykorzystania określonymi w Umowie o Współpracy Biznesowej pomiędzy LTIMindtree a jej klientem 

oraz zgodnie z celami i standardami określonymi w HIPAA. 

W przypadku, gdy żądanie obowiązkowego ujawnienia, jak określono w Ustawie, zostanie złożone 

bezpośrednio do LTIMindtree, czy to przez Osobę Fizyczną, zgodnie z dyrektywą prawną, lub do HHS w 

celu egzekwowania HIPAA, LTIMindtree, w zakresie dozwolonym przez prawo, powiadomi klienta, od 

którego takie PHI otrzymała, oraz ujawni żądane informacje zgodnie z wytycznymi przekazanymi przez 

takiego klienta. 

LTIMindtree nie będzie, w przypadku braku upoważnienia od odpowiednich Osób Fizycznych, 

przetwarzać PHI w jakimkolwiek celu innym niż dozwolone cele określone na mocy obowiązującego 

prawa i BAA; pod warunkiem  jednak, że odpowiedzialność za uzyskanie takiego upoważnienia 

spoczywa tylko i wyłącznie na kliencie LTIMindtree, w imieniu którego takie przetwarzanie będzie miało 

miejsce, a LTIMindtree nie będzie, w zakresie dozwolonym przez prawo, odpowiedzialna za 

jakiekolwiek opóźnienie lub brak uzyskania przez klienta wymaganych upoważnień. 

IV. Szkolenie 

Pracownicy LTIMindtree, którzy wykorzystują, udostępniają, żądają lub mają dostęp do PHI w celu 

wykonywania swoich funkcji związanych z pracą, są zobowiązani do odbycia wymaganego szkolenia, po 
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odbyciu którego będą mogli wykonywać swoje funkcje zgodnie z HIPAA. Szkolenie dla pracowników 

posiadających dostęp do PHI zostanie zapewnione w odpowiednim czasie od daty ich przydzielenia do 

danego projektu. W stosownych przypadkach, pracownicy tacy będą zobowiązani do odbycia 

corocznego szkolenia przypominającego oraz w dodatkowych terminach określonych przez Inspektora 

ds. Ochrony Prywatności. 

Inspektor ds. Ochrony Prywatności będzie przechowywać dokumentację dotyczącą dat i uczestnictwa 

we wszystkich sesjach szkoleniowych przez sześć (6) lat od daty odnośnej sesji szkoleniowej. 

V. Naruszenie Zasad Polityki i Procedur 

LTIMindtree traktuje politykę i zasady dotyczące PHI bardzo poważnie. Polityka ta i procedury są 

opracowywane i wdrażane nie tylko w celu zapewnienia, że PHI są wykorzystywane i przechowywane w 

sposób zgodny z zobowiązaniem LTIMindtree do zachowania prywatności i ochrony PHI, ale również w 

sposób zgodny z jej zobowiązaniami wynikającymi z BAA i obowiązującego prawa. 

W przypadku, gdy pracownik LTIMindtree nie wywiąże się ze swoich obowiązków wynikających z wyżej 

wymienionych zasad i procedur, będzie on podlegać sankcjom, w tym ostrzeżeniom (ustnym lub 

pisemnym) oraz dalszym działaniom dyscyplinarnym, aż do rozwiązania stosunku pracy włącznie. 

VI. Inspektor ds. Bezpieczeństwa 

Główny Inspektor ds. Bezpieczeństwa Informacji LTIMindtree (CISO) będzie pełnił funkcję Inspektora ds. 

Bezpieczeństwa w celu zapewnienia zgodności ze zobowiązaniami dotyczącymi bezpieczeństwa 

określonymi w niniejszym Paragrafie. Inspektor ds. Bezpieczeństwa będzie koordynował działania 

LTIMindtree w zakresie bezpieczeństwa z Inspektorem ds. Ochrony Prywatności. Dane Inspektora ds. 

Bezpieczeństwa są następujące: 

Chandan Pani 

Główny Inspektor ds. Bezpieczeństwa Informacji Chandan.Pani@ltimindtree.com 

VII. Polityka i Procedury dotyczące Bezpieczeństwa 

LTIMindtree opracowała solidne zasady bezpieczeństwa informacji zgodne z najlepszymi praktykami 

branżowymi w celu ochrony PHI znajdujących się pod jej kontrolą i nadzorem, zgodnie ze szczegółowym 

opisem zawartym w sekcji „Bezpieczeństwo danych osobowych/informacji osobowych” powyżej. 
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23. Wykorzystanie sztucznej inteligencji (AI) 

LTIMindtree wykorzystuje technologie sztucznej inteligencji (AI) do usprawnienia różnych procesów 

operacyjnych. W tej sekcji opisano konkretne zastosowania AI, podstawy prawne przetwarzania danych 

osobowych oraz wytyczne dotyczące odpowiedzialnego wykorzystania AI w organizacji. 

1. Wykorzystanie AI w rekrutacji 

Wykorzystujemy technologie AI, w tym boty rekrutacyjne, do wspomagania procesów rekrutacyjnych. 

Technologie te pomagają we wstępnej selekcji kandydatów, planowaniu rozmów kwalifikacyjnych oraz 

przeprowadzaniu wstępnych ocen i rozmów kwalifikacyjnych, które mogą obejmować nadzór nad 

kontrolą uczciwości. Wykorzystanie AI w rekrutacji ma na celu poprawę efektywności, a jednocześnie 

podkreślamy znaczenie przejrzystości i ingerencji człowieka w podejmowaniu ostatecznych decyzji. 

Nasze podejście gwarantuje, że człowiek jest zawsze obecny, analizując wnioski generowane przez AI i 

podejmując ostateczne decyzje rekrutacyjne. Praktyka ta jest zgodna z naszym zobowiązaniem do 

przestrzegania zasad odpowiedzialnego wykorzystania AI, zapewniając przejrzystość, uczciwość, 

ograniczanie stronniczości i rozliczalność w całym procesie rekrutacji, a także zgodność z wymogami 

prawnymi.  

2. Wewnętrzne wykorzystanie sztucznej inteligencji (AI) 

Pracownicy mogą wykorzystywać technologie AI do celów wewnętrznych, takich jak: 

• Walidacja i uwierzytelnianie dokumentów/informacji 

• Pomoc w tworzeniu, wyodrębnianiu i podsumowywaniu dokumentów/wiadomości e-mail za pomocą 

asystentów opartych na AI, takich jak Copilot 

• Boty AI do obsługi procesów wewnętrznych, w tym między innymi wywiadów, szkoleń, raportowania, 

analiz i podsumowań polityki 

Technologie te mają na celu usprawnienie przepływów pracy i zwiększenie produktywności. 

3. Podstawa prawna wykorzystywania danych osobowych 

Przetwarzanie danych osobowych za pomocą technologii AI odbywa się w oparciu o następujące 

podstawy prawne, w zależności od przypadku: 

• Zgoda: Uzyskana od osób fizycznych na określone czynności przetwarzania związane z AI. 
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• Uzasadnione interesy: W przypadku gdy przetwarzanie jest niezbędne do realizacji 

uzasadnionych interesów realizowanych przez naszą organizację, pod warunkiem, że interesy 

te nie są nadrzędne wobec praw i wolności osób, których dane dotyczą. 

4. Nadzór ludzki 

Wszystkie technologie AI podlegają nadzorowi ludzkiemu w celu zapewnienia etycznego podejmowania 

decyzji, rozliczalności i zgodności z przepisami i wytycznymi prawnymi. Recenzenci są odpowiedzialni za 

monitorowanie wyników AI i interweniowanie w razie potrzeby w celu korygowania błędów lub 

stronniczości. 

5. Systemy i personel stron trzecich 

Możemy angażować technologie AI i personel stron trzecich do wspierania naszych inicjatyw w zakresie 

AI. Te strony trzecie są starannie oceniane pod kątem przestrzegania naszych standardów ochrony 

danych, obowiązujących przepisów i wytycznych etycznych. 

6. Ochrona i bezpieczeństwo danych 

Oceniamy wszystkie wrażliwe lub osobiste informacje przed ich udostępnieniem technologiom AI. 

Obejmuje to zapewnienie, że żadne poufne lub zastrzeżone informacje nie zostaną wprowadzone do 

technologii AI bez odpowiednich zabezpieczeń. 

7. Polityka Dopuszczalnego Użytkowania/Zarządzanie AI 

W LTIMindtree opracowaliśmy Politykę AI, która definiuje dopuszczalne przypadki użycia AI w 

organizacji. Polityka ta podkreśla kwestie etyczne, takie jak stronniczość, prywatność i przejrzystość, 

oraz określa proces weryfikacji i zatwierdzania nowych przypadków użycia AI zgodnie z 

odpowiedzialnymi praktykami AI. 

8. Monitorowanie zgodności 

Aby zapewnić zgodność z naszymi zasadami użytkowania AI, wdrożyliśmy mechanizmy monitorowania. 

Obejmują one regularne audyty, programy szkoleniowe dla pracowników oraz wykorzystanie platform 

zarządzania sztuczną inteligencją (AI) do śledzenia wdrażania i użytkowania AI. 

9. Zarządzanie ryzykiem 

Przeprowadzamy oceny ryzyka w celu identyfikacji i ograniczenia potencjalnych zagrożeń związanych z 

wykorzystaniem AI. Obejmuje to ocenę wydajności, bezpieczeństwa i etycznych implikacji technologii AI 

oraz podejmowanie niezbędnych działań. 
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10. Przejrzystość i dokumentacja 

Prowadzimy dokumentację naszych technologii AI i ich wykorzystania. Przejrzystość jest kluczowa dla 

budowania zaufania naszych interesariuszy i zapewnienia odpowiedzialności. 

Przestrzegając tych wytycznych, dążymy do odpowiedzialnego i transparentnego korzystania z AI, 

dbając o to, aby nasze praktyki były zgodne z wymogami prawnymi i standardami etycznymi. 

24. Dane Kontaktowe w sprawie Skarg i Zażaleń 

W przypadku jakichkolwiek pytań, uwag lub sugestii, skarg lub zażaleń, jeśli chcą Państwo skorzystać z 

prawa do prywatności lub chcą Państwo zgłosić lub skonsultować się z nami w sprawie jakichkolwiek 

kwestii dotyczących  prywatności, wykorzystywania przez nas Danych Osobowych lub Informacji 

Osobistych, mogą Państwo skontaktować się z wyznaczonym przez nas Inspektorem ds. Ochrony 

Danych ("DPO"). 

Skargi dotyczące ochrony Danych Osobowych i Informacji Osobistych oraz wszelkie informacje 

dotyczące egzekwowania praw do prywatności należy kierować do Inspektora ds. Ochrony Danych na 

poniższe dane kontaktowe: 

Globalny specjalista ds. ochrony danych w firmie LTIMindtree Limited: 

• Jagannath PV 

• Identyfikator e-mail: 

o dataprotectionoffice@ltimindtree.com 

o Jagannath.PV@ltimindtree.com 

• Adres: Biuro ds. Ochrony Danych Osobowych 

Gate No. 5, L&T Technology Center, Saki Vihar Road, Powai, Bombaj – 400072 

Uwaga: Jagannath PV (Inspektor ds. Ochrony Danych) 

Telefon - +91 22 67766776 

Przedstawiciel na terenie Europy: 

• Matthias Meister 

o Identyfikator e-mail - dataprotectionoffice.eu@ltimindtree.com 

o Matthias.Meister@ltimindtree.com 

 

mailto:dataprotectionoffice.eu@ltimindtree.com


  

© LTIMindtree | Uprzywilejowane i Poufne 2025  

  

Wersja 4.0 | 18-04-2025 

 

Globalna Deklaracja Ochrony Danych Osobowych 

(Zewnętrzna) 

 

Przedstawiciel w Zjednoczonym Królestwie 

• William Hatton 

o Identyfikator e-mail - dataprotectionoffice@ltimindtree.com 

o William.Hatton@ltimindtree.com 

Przedstawiciel w Szwajcarii  

Identyfikator e-mail - dataprotectionoffice@ltimindtree.com 

Zjednoczone Emiraty Arabskie 

Identyfikator e-mail - dataprotectionoffice@ltimindtree.com 

Przedstawiciel w RPA 

Identyfikator e-mail - dataprotectionoffice@ltimindtree.com 

Dołożymy wszelkich starań, aby odpowiedzieć na Państwa skargę w odpowiednim czasie, zazwyczaj w 

ciągu 30 dni. 

Mogą Państwo również zgłosić zastrzeżenia lub złożyć skargę do właściwego Organu Nadzorczego 

/Urząd Ochrony Danych. Nazwę i dane kontaktowe Organów ds. Ochrony Danych na terenie Unii 

Europejskiej można znaleźć tutaj.  

Mogą Państwo skontaktować się z Biurem DPO (na wyżej wymienione dane kontaktowe) w przypadku, 

gdy chcą Państwo otrzymać kopię niniejszej informacji o prywatności w lokalnym języku krajów 

europejskich, w których LTIMindtree ma swoje biuro.  

Jeśli przebywają Państwo w Australii, a my nie jesteśmy w stanie w zadowalający sposób rozwiązać 

Państwa problemów związanych z ochroną prywatności, mogą Państwo skontaktować się z Biurem 

Australijskiego Komisarza ds. Informacji na stronie internetowej www.oaic.gov.au  

25. Monitoring z użyciem kamer telewizji przemysłowej 

W przypadku i tylko w zakresie dozwolonym przez obowiązujące prawo lokalne, możemy monitorować 

działania osób fizycznych, w tym gości w naszych wspólnych obiektach za pomocą nagrań z kamer 

przemysłowych. Takie dane będą przechowywane zgodnie z Polityką Przechowywania Danych 

LTIMindtree, po uwzględnieniu innych ustawowych wymogów zgodności.  

mailto:dataprotectionoffice@ltimindtree.com
https://ec.europa.eu/justice/article-29/structure/data-protection-authorities/index_en.htm
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26. Wykaz podmiotów LTIMindtree 

Możemy przekazać Twoje dane osobowe do naszej spółki macierzystej Larsen & Toubro i jej spółek 
zależnych w celach wymienionych w Rozdziale „Ujawnianie osobom trzecim” niniejszej Deklaracji. 
Kliknij tutaj, aby zobaczyć listę podmiotów i oddziałów Larsen and Toubro. 

27. Zmiany w Deklaracja i Publikacja 

Niniejsza Deklaracja została ostatnio zaktualizowana dnia 18 kwietnia 2025 r.. 

Niniejsza Deklaracja może być od czasu do czasu zmieniana i aktualizowana w zależności od zmian w 

przetwarzaniu Danych Osobowych. W przypadku aktualizacji niniejszej Deklaracja, opublikujemy jej najnowszą 

wersję na tej stronie internetowej. Zmienione warunki wejdą w życie natychmiast po ich opublikowaniu lub 

poinformowaniu przez nas w inny sposób. Zachęcamy do okresowego przeglądania niniejszej Deklaracja pod 

kątem wszelkich zmian. Zawsze podajemy datę publikacji ostatnich zmian.  

https://www.ltimindtree.com/global-footprints/
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LTIMindtree to globalna firma konsultingowa w zakresie technologii i rozwiązań cyfrowych, która umożliwia przedsiębiorstwom z różnych 

branż przedefiniowanie modeli biznesowych, przyspieszenie innowacji i maksymalizację wzrostu dzięki wykorzystaniu technologii cyfrowych. 

Jako partner w transformacji cyfrowej dla ponad 700 klientów, LTIMindtree oferuje bogate doświadczenie branżowe i technologiczne, 

pomagając w osiągnięciu wyjątkowego wyróżnienia konkurencyjnego, satysfakcji klientów i wyników biznesowych w świecie, który się zmienia. 

LTIMindtree, z ponad 86 000 utalentowanych i przedsiębiorczych specjalistów z ponad 40 krajów, stawia czoła najbardziej złożonym 

wyzwaniom biznesowym i zapewnia transformację na dużą skalę. Więcej informacji można znaleźć na stronie https://www.ltimindtree.com/. 

 


