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Referencias 

Esta es una Declaración Global de Privacidad de Datos, para más información y para conocer más detalles de cada 

actividad específica consulte los siguientes documentos: 

No Nombre del documento Ver Localización 

1.  
Declaración general de privacidad de datos de 

LTIMindtree 
2.0 

https://www.ltimindtree.com/general-privacy-

policy/ 

2.  Política de cookies de LTIMindtree 2.0 https://www.ltimindtree.com/cookie-policy/ 

https://www.ltimindtree.com/general-privacy-policy/
https://www.ltimindtree.com/general-privacy-policy/
https://www.ltimindtree.com/cookie-policy/
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1. Introducción 

Su privacidad es importante para nosotros. LTIMindtreeLimited y las empresas de su grupo 

("LTIMindtree") se comprometen a respetar su privacidad mientras utiliza nuestro sitio web 

(www.LTIMindtree.com). Esta Declaración Global de Privacidad de Datos de LTIMindtree ("Política 

Global") define los requisitos para garantizar el cumplimiento de las leyes y reglamentos aplicables en 

materia de privacidad de datos en relación con la recopilación, uso y transmisión por parte de 

LTIMindtree de Datos Personales (cuyo significado se establece a continuación) para la información que 

recogemos sobre usted. 

La protección de los derechos de privacidad de los titulares de datos y la salvaguarda de sus datos 

personales se consideran actualmente un derecho básico de las personas y un requisito legal en 

muchas partes del mundo. LTIMindtree, al ser una organización global, respeta la privacidad de los 

titulares de datos y se compromete a cumplir con las leyes y legislaciones de privacidad de datos 

aplicables (incluido, entre otros, el Reglamento General de Protección de Datos de la UE 2016/679 (el 

"GDPR"), el GDPR tal como se guardó en la legislación del Reino Unido (el "GDPR del Reino Unido") (las 

referencias en esta Declaración al GDPR también incluyen el GDPR del Reino Unido), Ley de Privacidad 

del Consumidor de California, Ley de Derechos de Privacidad de California, (en conjunto, las 

regulaciones de la CCPA), La Ley de Privacidad de 1988 (Australia), incluidos los Principios de Privacidad 

Australianos (APP), Ley de Protección de Datos de 2018 (Reino Unido), La Ley de Tecnología de la 

Información de 2000 junto con las Reglas de Tecnología de la Información (Prácticas y Procedimientos 

de Seguridad Razonables y Datos o Información Personal Sensible) de 2011 y la Ley de Protección de 

Datos Personales de 2012 (Singapur), la Ley Federal de Protección de Datos Personales en Posesión de 

Particulares y su Reglamento (México) (la "LFPDPPP"), la Ley Federal Suiza de Protección de Datos de 

1992 y, a partir del 1 de septiembre de 2023, la Ley Federal Suiza de Protección de Datos de 2020, el 

Decreto Federal No. 45/2021 sobre Protección de Datos Personales (EAU), la Ley de Protección de 

Datos Personales 4 de 2013 (Sudáfrica), la Ley Canadiense de Protección de Datos Personales y 

Documentos Electrónicos (PIPEDA) y cualquier ley provincial sustancialmente similar, la Ordenanza de 

Datos Personales (Privacidad) Cap. 486 (Hong Kong), la Ley de Protección de Información Personal 

("PIPL") (China), la Ley de Privacidad de 1988 (Cth) (Australia) y otras leyes de privacidad aplicables en 

la medida en que se apliquen al procesamiento de datos y a las operaciones comerciales de 

LTIMindtree) (las "Leyes de Privacidad de Datos". 

 



Política Global de Privacidad de Datos (Externa) 

Versión 4.0/18-04-2025 

©LTIMindtree | Privilegiado y Confidencial 2025 7 

2. Declaración de la política  

Esta Declaración está diseñada para explicar y establecer los procedimientos y políticas de LTIMindtree 

en el tratamiento de Datos Personales e Información Personal (cuyo significado se establece a 

continuación) por parte de la organización.  

Esta Declaración describe la manera en que normalmente LTIMindtree recopila, utiliza y divulga los 

Datos Personales o Información Personal que el usuario nos proporciona, que LTIMindtree crea, u 

obtiene del usuario o de otras fuentes, así como las bases legales para el tratamiento, y las medidas de 

seguridad implementadas por LTIMindtree para proteger sus Datos Personales. También le proporciona 

información sobre sus derechos en relación con sus Datos Personales, y otros datos relacionados que 

quisiera conocer. LTIMindtree también le informará sobre la recopilación y uso de datos específicos de 

productos o servicios que no estén reflejados en esta Declaración a través de políticas o avisos 

complementarios proporcionados antes de la recopilación pertinente de sus Datos Personales.  

3. Alcance 

Aplicabilidad: El alcance de esta Declaración Global se aplica a LTIMindtree, sus filiales, socios 

comerciales, empleados y Terceros que presten servicios a LTIMindtree (conjuntamente "LTIMindtree", 

"Nosotros" o "Nos"). Abarca el tratamiento (incluyendo, pero sin limitarse a, la recopilación, 

almacenamiento, uso, transmisión y destrucción) de datos personales de los empleados actuales y 

anteriores de LTIMindtree, candidatos potenciales, clientes actuales, futuros y anteriores, 

socios/proveedores actuales y anteriores, visitantes del sitio web, subcontratistas y visitantes, 

(conjuntamente "usted"/"su") por parte de LTIMindtree durante el curso de sus actividades 

empresariales. Función: LTIMindtree actúa como Responsable del tratamiento de datos con respecto a 

cualquier Dato Personal que posea sobre el usuario. A continuación encontrará la dirección completa e 

información de contacto: 

LTIMindtree Limited 

Gate No. 5, L&T Technology Center, 

Saki Vihar Road, Powai, 

Mumbai – 400072, 

India 
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Teléfono - +91 22 67766776 

Web- www.LTIMindtree.com 

LTIMindtree es responsable de garantizar que utiliza sus Datos Personales de conformidad con las 

Leyes de Privacidad de Datos aplicables. 

Las entidades pertinentes que también actúan como Responsables del tratamiento de datos se 

enumeran en la Sección " Lista de entidades LTIMindtree" de esta Declaración. 

4. Definiciones 

A continuación se explica el significado de algunos de los términos utilizados en la Declaración: 

Término Descripción 

Datospersonales Se refiere a cualquier información relativa a una persona física identificada o 

identificable ("Titular de los datos"); Cualquier información que constituya "Datos 

personales" o "Información personal" del Titular de los datos en virtud de las 

leyes de protección de datos aplicables, incluida la información que pueda 

asociarse o vincularse razonablemente a una persona física identificable, aquella 

que puede identificarse, directa o indirectamente, en particular mediante 

referencia a un identificador incluyendo pero no limitado a un nombre, un 

número de identificación, datos de localización, Número de Registro Tributario 

(“CPF/MF”), Cédula de Identidad (“RG”), un identificador en línea o a uno o más 

factores específicos de la identidad física, fisiológica, genética, mental, 

económica, cultural o social de dicha persona física. Esto incluye el término 

definido de información personal tal y como se define en las leyes canadienses 

de protección de datos. Los Datos Personales incluyen la "información personal" 

tal y como se define en la Ley de Privacidad de 1988 (Cth) (Australia). 

Con respecto a los residentes chinos, los Datos Personales no incluyen 

información que haya sido revelada de forma anónima. LTIMindtree no recopila 

datos personales de residentes chinos menores de 14 años. 

Información 

personal (aplicable 

Información relativa a residentes de California que identifica, se relaciona con, 

describe, es razonablemente susceptible de ser asociada con, o podría ser 

razonablemente vinculada, directa o indirectamente, con un consumidor u hogar 
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sólo a residentes en 

California) (según la 

legislación 

estadounidense) 

en particular, pero no incluye información que esté legalmente disponible a 

partir de registros del gobierno federal, estatal o local, ni incluye "información de 

cliente desidentificada" o "agregada", tal y como se definen dichos términos de 

conformidad con la CCPA en su versión modificada. LTIMindtree no recopila 

información personal de residentes de California menores de 16 años.  

Datos personales 

confidenciales 

(incluidas categorías 

específicas de datos 

personales en virtud 

del GDPR) 

De conformidad con el artículo 9, apartado 1, del GDPR, las categorías 

específicas de datos personales se refieren al tratamiento de datos personales 

que revelen el origen racial o étnico, las opiniones políticas, las convicciones 

religiosas o filosóficas, la afiliación sindical, o el tratamiento de datos genéticos, 

datos biométricos con el fin de identificar de manera unívoca a una persona 

física, o datos relativos a la salud o datos relativos a la vida sexual o a la 

orientación sexual de una persona física. Los datos personales confidenciales 

incluyen la "información confidencial" definida en la Ley de Privacidad de 1988 

(Cth) (Australia). 

Para México: 

Además de 

los anteriores, 

también se 

consideran 

datos 

sensibles 

cualesquiera 

otras 

categorías de 

datos 

personales 

que afecten a 

los ámbitos 

más íntimos 

de la vida del 

interesado, o 

cuya 

Para Suiza: La 

definición de 

"vida sexual u 

orientación 

sexual de una 

persona física" 

incluye también 

la esfera íntima 

(en lugar de la 

vida/orientación 

sexual), las 

medidas de 

seguridad 

social, los 

procedimientos 

administrativos 

o penales y las 

sanciones 

Para 

residentes 

en China: 

Además de 

lo anterior, el 

término 

también 

incluye otros 

Datos 

Personales 

cuya 

filtración o 

uso ilegal 

podría 

fácilmente 

conducir a la 

violación de 

la dignidad 

Con respecto a 

los residentes 

en California, 

además de lo 

anterior, el 

término 

también incluye 

números de 

identificación 

gubernamental, 

números 

financieros o 

credenciales de 

acceso a 

cuentas 

financieras, 

geolocalización 

precisa y el 

En 

Dinamarca:  

La 

información 

sobre 

números de 

la seguridad 

social y 

delitos 

penales no 

se considera 

personal 

confidencial 

conforme al 

GDPR, sino 

que 

constituye 

su propia 
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utilización 

indebida 

pueda dar 

lugar a 

discriminación 

o conlleve un 

riesgo grave 

para el 

interesado 

administrativas 

o penales 

personal de 

una persona 

física o a un 

daño a la 

seguridad 

personal o 

patrimonial, 

como 

información 

sobre 

identificación 

biométrica, 

cuentas 

financieras, 

paradero 

personal e 

información 

personal de 

menores de 

14 años 

contenido de 

comunicaciones 

de las que 

LTIMindtree no 

es destinatario. 

categoría de 

información. 

Su 

tratamiento 

requiere 

una base 

jurídica 

específica 

en virtud de 

la ley 

danesa de 

protección 

de datos 

Tratar, Tratamiento, 

tratados oen 

tratamiento 

Cualquier operación o conjunto de operaciones efectuadas sobre Datos 

Personales o Información Personal, o sobre conjuntos de Datos Personales o 

Información Personal, ya sea por medios automatizados o no, tales como la 

recogida, registro, organización, estructuración, almacenamiento, adaptación o 

alteración, recuperación, consulta, utilización, comunicación por transmisión, 

difusión o cualquier otra forma de habilitación de acceso, cotejo o 

interconexión, limitación, tratamiento, supresión o destrucción. 

Consentimiento Es toda manifestación de voluntad libre, específica, informada e inequívoca del 

Titular, sobre el Tratamiento de sus Datos Personales, Información Personal y/o 

Datos Personales Confidenciales, a través de una declaración o mediante una 

clara acción afirmativa, en la que manifieste su consentimiento para el 
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Tratamiento de Datos Personales, Información Personal y/o Datos Personales 

Confidenciales que le conciernan. 

Titular de los datos Se refiere a una persona física concreta (es decir, una persona física identificada 

o identificable) a la que se refieren los Datos Personales.  

En el caso de un menor/individuo con discapacidad mental, el titular de los 

datos estaría representado por un representante legal o el titular de la 

responsabilidad parental (padre/tutor).  

A efectos de claridad de esta Declaración, " Titular de los datos" significa 

empleados actuales y anteriores de LTIMindtree, candidatos potenciales, 

personal actual, futuro y anterior de clientes, personal actual y anterior de 

socios/proveedores, visitantes del sitio web, subcontratistas y visitantes.  

Por lo general, LTIMindtree no procesa Datos Personales/Información Personal y 

Datos Personales Confidenciales de Titulares de Datos que sean menores de 18 

años, excepto en casos específicos (Ver. Sección "Datos personales de menores 

de 18 años").  

A efectos de las regulaciones de la CCPA, se entenderá por Titular de los datos a 

los residentes en California. 

Con respecto a los residentes chinos, LTIMindtree no recopila datos personales 

de residentes chinos menores de 14 años. 

Responsable del 

tratamiento de 

datos 

Se refiere a la persona física o jurídica, organización, autoridad pública, agencia 

u otro organismo que, solo o conjuntamente con otros, determina los fines y los 

medios del tratamiento de datos personales; cuando los fines y los medios de 

dicho tratamiento estén determinados por la legislación nacional o aplicable, el 

responsable del tratamiento o los criterios específicos para su designación 

podrán estar previstos por la legislación nacional o aplicable. 

Procesador de datos Se refiere a la persona física o jurídica, organización, autoridad pública, agencia u 

otro organismo que trate Datos Personales en nombre del Responsable del 

tratamiento de Datos. 
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Tercera Parte En relación con los datos personales o la información personal, una persona 

física o jurídica, organización, autoridad pública, agencia u organismo distinto 

del titular de los datos, del responsable del tratamiento de datos, del procesador 

y de las personas que, bajo la autoridad directa del Responsable del tratamiento 

de datos o procesador de datos, estén autorizados a tratar los datos personales;  

"Vender", "venta", o 

"vendido" 

Se refiere a la venta, el alquiler, la cesión, la revelación, la difusión, la puesta a 

disposición, la transferencia o cualquier otra forma de comunicación oral, 

escrita, electrónica o por otros medios, de los Datos Personales o la Información 

Personal de un consumidor por parte de la empresa a otra empresa o a un 

Tercero a cambio de una contraprestación monetaria u otra contraprestación de 

valor. 

"Compartir" (Para 

residentes en 

California) 

Significa compartir, alquilar, ceder, revelar, difundir, poner a disposición, 

transferir o comunicar de cualquier otro modo, oralmente, por escrito o por 

medios electrónicos o de otro tipo, la información personal de un consumidor 

por parte de la empresa a un tercero para publicidad comportamental en 

contexto cruzado, ya sea a cambio de una contraprestación monetaria o de otro 

tipo, incluidas las transacciones entre una empresa y un tercero para publicidad 

comportamental en contexto cruzado en beneficio de una empresa en la que no 

se intercambia dinero. 

"Información 

sanitaria protegida" 

o "PHI" (según la 

legislación 

estadounidense) 

Se refiere a cualquier información sanitaria escrita, oral o electrónica creada por 

y/o recibida de una Entidad Asegurada o un Asociado de Negocio de una Entidad 

Asegurada; 

La PHI incluye, pero no se limita a, cualquiera de los siguientes documentos, si la 

documentación revela la identidad de un individuo y su estado de salud o 

problemas de pago: 

• historiales médicos (como historiales hospitalarios o notas del médico); 

• facturas médicas (por ejemplo, facturas de servicios hospitalarios o médicos); 

• datos sobre siniestros (por ejemplo, datos sobre pagos de siniestros 

efectuados por los seguros en nombre de una persona); e 
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• información sobre pagos de seguros (como una explicación de prestaciones). 

"Individuo" (según 

la legislación 

estadounidense) 

Se refiere a la persona que es objeto de la información sanitaria protegida. 

"Entidad Asegurada" 

(según la legislación 

estadounidense) 

Se refiere a cualquier plan de salud o cualquier centro de intercambio de 

información sanitaria, o cualquier proveedor de asistencia sanitaria que 

transmita la PHI según las normas desarrolladas por el Departamento de Salud y 

Servicios Humanos ("HHS") en formato electrónico. 

"Asociado 

comercial" (según la 

legislación 

estadounidense) 

Se refiere a una entidad que realiza o ayuda a una Entidad Asegurada con una 

función o servicio que implica el uso o divulgación de la PHI. El término Asociado 

Comercial también se aplica a los subcontratistas de una entidad Asociada 

Comercial que realizan funciones relacionadas con la PHI. 

"Medios 

electrónicos" 

Significa: 

• Material de almacenamiento electrónico en el que se registran o pueden 

registrarse datos electrónicamente, incluidos los dispositivos de los ordenadores 

(por ejemplo, discos duros) y cualquier soporte de memoria digital 

extraíble/transportable, como cintas o discos magnéticos, discos ópticos o 

tarjetas de memoria digital; o 

• medios de transmisión utilizados para intercambiar información que ya se 

encuentra en medios de almacenamiento electrónico. Los medios de 

transmisión incluyen, por ejemplo, Internet, extranet, intranet, líneas 

arrendadas, líneas de acceso telefónico, redes privadas y el movimiento físico de 

medios de almacenamiento electrónico extraíbles/transportables. Determinadas 

transmisiones, incluidas las de papel, voz por teléfono y fax, no se consideran 

transmisiones a través de medios electrónicos si la información que se 

intercambia no existía en forma electrónica inmediatamente antes de la 

transmisión. 

Inteligencia Artificial Se refiere a un sistema basado en maquinas diseñado para funcionar con 

distintos niveles de autonomía, incluida la asistencia, y que puede, con objetivos 
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(AI) explícitos o implícitos, generar resultados tales como predicciones, 

recomendaciones o decisiones que influyen en entornos físicos o virtuales. Las 

tecnologías IA incluyen cualquier plataforma, modelo, aplicación o tecnología 

basada en inteligencia artificial o aprendizaje automático (incluida cualquier 

tecnología de inteligencia artificial generativa). 

Consulte las definiciones aplicables en las leyes de protección de datos específicas de cada jurisdicción. 

5. Qué Datos Personales/Información Personal se procesa y Cómo 
recopilamos sus Datos Personales/Información Personal 

Recopilaremos y trataremos los siguientes Datos Personales / Información Personal sobre el usuario de 

la siguiente manera: 

Categorías de titulares de los datos Cómo recopilamos sus datos 

Datos personales del cliente o información personal 

en proyectos, incluidos, entre otros, datos de 

identificación (nombre completo, nombre de su 

representante legal, firma, DNI, número de 

identificación nacional), datos de contacto 

(dirección, correo electrónico, número de teléfono), 

datos fiscales (domicilio fiscal, número de registro 

fiscal); datos financieros (número de cuenta 

bancaria, número de tarjeta); información 

relacionada con su ocupación/actividad empresarial. 

Directamente de su parte, mientras 

LTIMindtree le presta servicios. 

Datos personales del Socio Comercial/Vendedor o 

Información Personal, incluyendo datos de 

identificación (nombre completo, nombre de su 

representante legal, firma, DNI, número de 

identificación nacional), datos de contacto 

(dirección, correo electrónico, número de teléfono), 

datos fiscales (domicilio fiscal, número de registro 

fiscal); datos financieros (número de cuenta 

Directamente de su parte mientras 

LTIMindtree esté recibiendo sus servicios. 
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bancaria); información relacionada con su 

ocupación/actividad empresarial. 

Candidatos potenciales, incluidos los datos de 

identificación (nombre, edad, sexo, estado civil, 

firma, fotografía, documento nacional de 

identidad/número); información de contacto 

(dirección, correo electrónico, número de teléfono); 

currículum vitae; historial laboral; historial escolar; 

datos financieros (estudio socioeconómico,); 

información derivada de la comprobación de 

antecedentes, como datos penales, e historial 

crediticio, que pueden considerarse datos 

confidenciales (cuando lo permita la legislación 

local); información sobre su personalidad y 

aptitudes; referencias personales y laborales. 

Directamente de su parte en caso de que 

haya presentado su solicitud directamente 

a través del sitio web; 

De terceros u otras fuentes (por ejemplo, a 

través de agencias de contratación o de 

referencias de empleados de LTIMindtree, 

pero en cada caso sólo en la medida en que 

esté legalmente permitido y sólo en la 

medida en que sea necesario para cubrir el 

puesto en cuestión), que también pueden 

incluir fuentes públicas como plataformas 

de redes profesionales o portales de 

empleo. 

Datos del empleado, incluidos los datos de 

identificación (nombre, edad, sexo, estado civil, 

firma, fotografía, documento nacional de 

identidad/número); información de contacto 

(dirección, correo electrónico, número de teléfono); 

historial laboral; historial escolar; datos financieros 

(número de cuenta bancaria, salario); información 

relativa a su rendimiento en el trabajo; datos de 

salud, considerados datos sensibles; otra 

información derivada de la relación laboral.  

Directamente de su parte en el momento 

de la contratación y también durante el 

transcurso de la misma. 

Información sobre el visitante, incluidos los datos de 

identificación (nombre, firma, fotografía, 

documento nacional de identidad/número); e 

información relacionada con el propósito de su 

visita.  

Directamente de su parte en el momento 

de visitar nuestras instalaciones o por un 

empleado de LTIMindtree. 
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Para residentes en California, además de lo anterior, las categorías de fuentes de Información Personal 

pueden incluir redes publicitarias, proveedores de servicios de Internet, proveedores de análisis de 

datos, entidades gubernamentales, sistemas operativos y plataformas, redes sociales y corredores de 

datos. 

  

Cookies del sitio web, incluyendo información de su 

dispositivo y sus hábitos de navegación, parte de 

esta información puede ser considerada como datos 

personales. 

Consulte nuestra Política de cookies-

https://www.ltimindtree.com/cookie-

policy/ para obtener información sobre 

cómo recopilamos información a través de 

las cookies de nuestro sitio web. 

Datos, eventos e iniciativas de marketing Directamente de su parte cuando contacta 

(o ha sido contactado) o interactúa con 

cualquier representante de LTIMindtree, a 

través del sitio web de LTIMindtree o de 

eventos o conferencias o talleres o 

encuestas a las que asiste, por teléfono, 

correo electrónico, portal en línea o en 

persona o desde plataformas de redes 

profesionales como Linkedin, Twitter. 

Clientes potenciales y socios 

comerciales/vendedores, incluidos datos de 

identificación (nombre completo, nombre de su 

representante legal, firma, DNI), datos de contacto 

(dirección, correo electrónico, número de teléfono), 

datos fiscales (domicilio fiscal, número de registro 

fiscal); datos financieros (número de cuenta 

bancaria); información relacionada con su 

ocupación/actividad empresarial. 

De otros clientes/socios comerciales y 

referencias de proveedores. Consulte 

también "Datos del sitio web", "Datos de 

marketing, eventos e iniciativas". 
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6. ¿Para qué y sobre qué base legal tratamos sus Datos 
Personales/Información Personal? 

Almacenamos y tratamos sus datos personales de las siguientes formas y con los siguientes fines 

legales: 

• En caso de que haya solicitado un puesto de trabajo con nosotros, para revisar y procesar su 

solicitud de empleo con nosotros y (sólo cuando esté legalmente permitido y sea estrictamente 

necesario para evaluar su idoneidad para el puesto correspondiente) para realizar comprobaciones 

de sus antecedentes, incluido su empleo anterior, condenas penales, educación, doble empleo y 

otras comprobaciones pertinentes (sólo cuando lo permita o lo exija la legislación aplicable). 

• Para llevar a cabo actividades relacionadas con su contrato de trabajo con nosotros (incluyendo el 

procesamiento de su salario, la administración de beneficios, la gestión y provisión de formación 

relevante para su función y la gestión de su rendimiento). 

• Para ofrecerle nuestros productos y servicios. 

• Para cumplir cualquier obligación legal o reglamentaria que tengamos que cumplir. 

• Para establecer, ejercer o defender nuestros derechos legales o a efectos de procedimientos 

judiciales. 

• En caso de que sea nuestro empleado o visite nuestras instalaciones, para registrar y supervisar el 

uso que hace de nuestras instalaciones y/o sistemas informáticos con el fin de mantener su 

seguridad y protegerlos contra el fraude o la entrada no autorizada (en la medida y con las 

garantías que permita la legislación aplicable). 

•  para nuestros intereses comerciales legítimos, como el funcionamiento de nuestro sitio web, la 

gestión y el funcionamiento eficientes de nuestro negocio, la realización de actividades de 

marketing diseñadas para mejorar los productos y servicios que le ofrecemos (sujeto a la 

obtención de su consentimiento adicional según lo exijan las leyes de privacidad de datos 

aplicables), la orientación de anuncios hacia sus intereses en plataformas y sitios web de terceros, 

y la administración de la seguridad de nuestro negocio ("Intereses comerciales legítimos").Cuando 

los "intereses comerciales legítimos" no sean una base legal para el tratamiento en virtud de la 

legislación local aplicable, nos basaremos en su consentimiento para tratar sus datos para estos 

fines; y 
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• para evitar y responder a fraudes o actividades ilegales reales o potenciales. 

• Investigación interna: Podremos Tratar Datos Personales para investigación interna con fines de 

desarrollo tecnológico y demostración. 

• Transacciones: Podemos transferir Información Personal como un activo a través de una fusión, 

adquisición, quiebra u otra transacción en la que un Tercero asuma el control del negocio en su 

totalidad o en parte. En tal caso, el Tercero no puede alterar materialmente la forma en que utiliza 

o divulga la Información Personal adquirida, sujeto a ciertas excepciones. Para México, se requiere 

su consentimiento. Al proporcionarnos sus datos personales y utilizar el sitio web/solicitar una 

vacante o mantener una relación jurídica con nosotros, el usuario acepta esta transferencia. Sin 

embargo, puede "excluirse", bajo ciertas circunstancias, de acuerdo con el procedimiento incluido 

en la Sección "Derecho de los titulares de los datos/Titulares de los datos/Consumidores” 

Tratamos sus Datos Personales, Información Personal basándonos en las siguientes bases legales 

de conformidad con las Leyes de Protección de Datos aplicables: 

a) Ejecución del contrato: Tratamos sus Datos Personales e Información Personal, cuando es 

necesario para tomar medidas a petición suya antes de firmar un contrato o para la ejecución de 

un contrato firmado con usted. Por ejemplo, podemos procesar sus Datos Personales con fines 

laborales (por ejemplo, procesar su salario, administrar beneficios) o proporcionar servicios a 

nuestros clientes que son necesarios para ejecutar el contrato. Si no facilita Datos Personales para 

su tratamiento con arreglo a esta base jurídica, es posible que no podamos cumplir el contrato 

aplicable correspondiente. 

b) Necesidad de RRHH: Podremos tratar sus Datos Personales cuando sea necesario para la gestión de 

los recursos humanos aplicada de conformidad con las normas laborales y los reglamentos internos 

de LTIMindtree para los empleados formulados de acuerdo con la ley o los contratos colectivos 

firmados de acuerdo con la ley. 

c) Consentimiento: Cuando lo permita la legislación local aplicable, podemos (aunque normalmente 

no lo hacemos) tratar sus Datos Personales, Información Personal o Datos Personales 

Confidenciales basándonos en su previo consentimiento libremente otorgado para uno o más fines 

específicos. En tales casos, tendrá derecho a retirar su consentimiento en cualquier momento 

dirigiéndose a los datos de contacto que figuran a continuación en la presente Declaración 

(Sección "Contacto para quejas y reclamaciones"). En determinadas circunstancias limitadas, 

incluso después de la retirada de su consentimiento, podemos tener derecho a seguir tratando sus 
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Datos Personales sobre la base de otros fundamentos jurídicos y según se le notifique. No 

obstante, en determinadas jurisdicciones, la legislación local aplicable puede exigir que se obtenga 

el consentimiento y, en tales circunstancias, su consentimiento será la base legal para el 

tratamiento de sus Datos Personales. 

d) Intereses legítimos: Podemos procesar sus Datos Personales e Información Personal cuando sea 

necesario para los fines de nuestros Intereses Comerciales Legítimos como empresa, incluidos los 

fines de gestión, que se han descrito anteriormente, para prevenir y responder a fraudes reales o 

potenciales o actividades ilegales, excepto cuando dichos intereses se vean anulados por los 

intereses o los derechos y libertades fundamentales del Titular de los Datos que requieran la 

protección de los Datos Personales, en particular cuando el Titular de los Datos sea menor de 18 

años. Cuando los "intereses legítimos" no constituyan una base jurídica para el tratamiento con 

arreglo a la legislación local aplicable, nos basaremos en su consentimiento. 

e) Obligaciones jurídicas: Podremos tratar sus Datos Personales e Información Personal cuando sea 

necesario para cumplir con las obligaciones legales y/o reglamentarias aplicables, establecer, 

ejercer o defender nuestros derechos legales o a efectos de procedimientos judiciales. 

f) Otros motivos de "interés público": Podemos procesar sus Datos Personales, Información Personal 

(o en su caso, sus Datos Personales Confidenciales) por otros motivos de interés público cuando 

esté sujeto a requisitos reglamentarios en los que el Procesamiento sea necesario para Nosotros 

para el desempeño de una tarea encomendada por las autoridades gubernamentales, las 

autoridades reguladoras o cualquier otra autoridad encargada de hacer cumplir la ley en interés 

público. 

Categorías de datos 

personales / 

Información personal 

Finalidad de la recopilación Base jurídica 

Datos del cliente de 

LTIMindtree/Datos del 

cliente de LTIMindtree 

que se revelan a 

LTIMindtree para ser 

procesados en calidad 

de 

Prestación de servicios para cumplir las 

obligaciones contractuales con los clientes 

de LTIMindtree en calidad de Procesador. 

Estos datos no se divulgarán/tratarán para 

ningún otro fin que no sea el establecido en 

el contrato entre LTIMindtree y sus Clientes. 

Ejecución del contrato 
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Procesador/Subprocesa

dor, incluyendo datos 

de identificación; 

información de 

contacto; datos 

financieros; datos 

confidenciales (cuando 

lo permita la legislación 

local), información 

relacionada con su 

ocupación/actividad 

empresarial. 

Datos del cliente de 

LTIMindtree que se 

revelan a LTIMindtree 

para ser tratados en 

calidad de Responsable 

de tratamiento de 

datos, incluyendo datos 

de identificación; 

información de 

contacto; datos 

financieros; datos 

confidenciales (cuando 

lo permita la legislación 

local), información 

relacionada con su 

ocupación/actividad 

empresarial. 

Para ventas y marketing, actividades 

financieras y operativas, administración de 

sistemas de información, cumplimiento de 

obligaciones legales y requisitos de 

conformidad, para todas las comunicaciones 

oficiales y para todos los demás fines 

empresariales. 

Interés legítimo de 

LTIMindtree para llevar a 

cabo el contrato con el 

Cliente. 

Clientes potenciales y 

socios 

Mantenimiento y comunicación con los 

clientes potenciales existentes, 

Consentimiento, interés 

legítimo (cuando lo 
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comerciales/proveedore

s, incluidos datos de 

identificación, datos de 

contacto, datos fiscales; 

datos financieros; 

información relacionada 

con su 

ocupación/actividad 

empresarial. 

comunicación a los clientes potenciales 

sobre LTIMindtree, realización de 

seminarios web, actividades de ventas y 

marketing. 

permita la legislación 

local) 

Datos personales de 

socios/proveedores/clie

ntes o información 

personal, incluidos 

datos de identificación, 

datos de contacto (, 

datos fiscales; datos 

financieros; información 

relacionada con su 

ocupación/actividad 

empresarial. 

Recibir servicios de proveedores/socios: 

para recibir productos y servicios suyos. 

Interés legítimo de 

LTIMindtree para llevar a 

cabo el contrato con el 

Socio/Vendedor 

Datos personales o 

información personal 

sobre posibles 

candidatos, incluidos 

datos de identificación; 

información de 

contacto; datos 

financieros; datos 

confidenciales (cuando 

lo permita la legislación 

local). 

Oportunidades de empleo: Cuando haya 

solicitado un puesto con nosotros, para 

revisar y procesar su solicitud de empleo 

con Nosotros y (solo cuando esté 

legalmente permitido y cuando sea 

estrictamente necesario para evaluar su 

idoneidad para el puesto correspondiente) 

para realizar comprobaciones de 

investigación de sus antecedentes (cuando 

lo permita o lo exija la legislación aplicable). 

Interés legítimo de 

LTIMindtree para 

oportunidades de 

empleo y fines de 

contratación/Consentimi

ento (cuando el interés 

legítimo no sea una base 

jurídica para el 

tratamiento en virtud de 

la legislación local)  
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Datos personales de 

empleados o 

información personal, 

incluidos datos de 

identificación; 

información de 

contacto; datos 

financieros; datos 

confidenciales (cuando 

lo permita la legislación 

local). 

Actividades relacionadas con el empleo: 

Para llevar a cabo actividades relacionadas 

con su contrato de trabajo con Nosotros. 

Cumplimiento de 

contrato, cumplimiento 

de una obligación legal e 

interés legítimo de 

LTIMindtree para 

actividades relacionadas 

con el empleo o 

consentimiento ( 

aplicable a México) 

Datos personales del 

visitante o información 

personal, incluidos los 

datos de identificación; 

e información 

relacionada con el 

propósito de su visita. 

Fines de seguridad: Cuando es un visitante 

de nuestras instalaciones, para registrar y 

supervisar el uso que hace de nuestras 

instalaciones y/o sistemas informáticos con 

el fin de mantener su seguridad y 

protegerlos contra el fraude o la entrada no 

autorizada. 

Interés legítimo de 

LTIMindtree por motivos 

de seguridad o 

consentimiento (cuando 

el interés legítimo no sea 

una base jurídica para el 

tratamiento en virtud de 

la legislación local)  

Datos personales o 

información personal 

sobre los titulares de los 

datos en el contexto de 

los datos de marketing, 

o sitio web, iniciativas, o 

encuesta y eventos 

Fines de marketing: Para participar en 

actividades de marketing y desarrollo 

empresarial en relación con nuestros 

productos y servicios. Esto incluye 

marketing por correo electrónico y SMS, 

otras comunicaciones de marketing, así 

como la organización de eventos. Utilizarla 

para nuestros intereses comerciales 

legítimos, como el funcionamiento de 

nuestro sitio web, la gestión y el 

funcionamiento eficaces de nuestra 

empresa, la realización de actividades de 

Consentimiento, Interés 

legítimo para participar 

en actividades de 

marketing y desarrollo 

empresarial en relación 

con nuestros productos y 

servicios (cuando lo 

permita la legislación 

local) de LTIMindtree. 
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marketing destinadas a mejorar los 

productos y servicios que le ofrecemos, y la 

administración de la seguridad de nuestra 

empresa. 

Cookies del sitio web Fines de marketing: Cuando utilice la 

funcionalidad o visite nuestro sitio web, 

incluido, previa obtención de su 

consentimiento previo cuando sea 

legalmente necesario, el uso de cookies en 

nuestro sitio web (consulte nuestra Política 

de cookies para obtener más 

información).https://www.ltimindtree.com/

cookie-policy/ 

Consentimiento, interés 

legítimo (cuando lo 

permita la legislación 

local) 

Datos personales o 

información personal de 

los visitantes del sitio 

web 

Contáctenos consultas relacionadas con las 

ofertas, productos, servicios y cookies del 

sitio web de LTIMindtree. 

Consentimiento, interés 

legítimo (cuando lo 

permitan las leyes 

locales) 

Datos de identificación 

emitidos por el 

gobierno 

Testimonio de clientes, promoción interna y 

externa de su empresa o grupo de 

empresas, marca de empleador, marketing. 

Interés 

legítimo/cumplimiento 

de una obligación legal 

(solo en las jurisdicciones 

aplicables) 

 

7. Tratamiento de datos personales confidenciales 

Nosotros, siempre que esté legalmente permitido, procesamos sus Datos Personales Confidenciales 

sobre las siguientes bases jurídicas de acuerdo con el artículo 9 del GDPR: 

https://www.ltimindtree.com/cookie-policy/
https://www.ltimindtree.com/cookie-policy/
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• Se obtiene su consentimiento explícito o su consentimiento explícito por escrito (si procede) 

cuando así lo exija la legislación local aplicable o en circunstancias específicas para uno o varios de 

los fines específicos descritos anteriormente (artículo 9, apartado 2, letra a), del GDPR. 

• Cuando esté física o jurídicamente incapacitado para dar su consentimiento, pero el tratamiento 

sea necesario para proteger su interés vital (artículo 9, apartado 2, letra b), del GDPR). Por ejemplo, 

cuando sea necesaria atención médica de urgencia. 

• Cuando el tratamiento sea necesario para el cumplimiento de las obligaciones y el ejercicio de 

derechos específicos del responsable del tratamiento o del titular de los datos en el ámbito del 

empleo y la seguridad social y la legislación de protección social en la medida en que esté 

autorizado por las Leyes de Privacidad de Datos locales o un convenio colectivo de conformidad 

con las Leyes de Privacidad de Datos locales que establezcan garantías adecuadas para los derechos 

fundamentales y los intereses del titular de los datos (Artículo 9(2)(b) del GDPR). Consulte la 

sección "Aviso de privacidad basado en su relación con nosotros" de la Declaración General de 

Política de Privacidad de Datos disponible aquí para conocer las categorías de destinatarios de 

Datos Personales Confidenciales, según corresponda en su caso. 

8. Datos personales de menores de 18 años 

Tratamos los Datos Personales o los Datos Personales Confidenciales de cualquier persona física menor 

de 18 años únicamente con fines de viaje, inmigración o cuando visita nuestras instalaciones. En caso 

de que debamos tratar Datos Personales o Datos Personales Confidenciales de dichas personas, lo 

haremos recabando el consentimiento explícito de sus tutores legales y del menor si tiene capacidad 

para dar su consentimiento, en función de su edad y madurez. Si llega a su conocimiento que hemos 

recogido o recibido involuntariamente Datos Personales o Datos Personales Confidenciales de una 

persona menor de 18 años directamente de esa persona, le rogamos que nos lo notifique 

inmediatamente a través de los datos de contacto facilitados en esta Declaración (Seccion “Contacto 

para quejas y reclamaciones”) y procederemos a eliminar dicha información. 

Nota: En nuestro sitio web no recogemos, utilizamos ni procesamos datos personales de personas 

menores de 18 años. Si es menor de 18 años, no deseamos que facilite sus datos personales en nuestro 

sitio web. 
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9. Uso de datos personales en marketing directo 

Para el marketing directo, utilizaremos sus Datos Personales/Información Personal de las siguientes 

formas (en la medida en que se cumpla la legislación local aplicable). 

a) Gestionar y mantener nuestra relación con el titular de los datos, incluida la respuesta a una 

consulta, pregunta o comentario suyo, según sea necesario para la relación entre LTIMindtree y el 

titular de los datos; 

b) Participar en actividades de marketing y desarrollo empresarial en relación con la mejora y 

promoción de los productos y servicios de LTIMindtree, según sea necesario para la relación entre 

LTIMindtree y el titular de los datos. 

c) Para ofrecerle publicidad adaptada a sus intereses en sitios o aplicaciones móviles de otras 

empresas; 

d) Mejorar los productos y servicios que le ofrecemos y administrar la seguridad de nuestra empresa. 

e) Realizar análisis y estudios de mercado para mejorar este sitio web. 

f) Informarle sobre nuestras ofertas de servicios mediante comunicaciones por correo electrónico, 

SMS, teléfono y cualquier otro medio de comunicación similar, según sea necesario para la relación 

entre LTIMindtree y el Titular de los datos. 

g) Los residentes en California que faciliten Datos Personales tienen derecho a solicitar información 

sobre ellos mismos que hayamos revelado a Terceros para sus propios fines de marketing directo 

(si procede), incluidas las categorías de información y los nombres y direcciones de esas empresas. 

Actualmente no revelamos los Datos Personales de residentes en California a Terceros para sus 

propios fines de marketing directo. 

En cualquier momento puede "excluirse" voluntariamente de los fines del tratamiento utilizando los 

medios indicados en la Sección “Derechos de los titulares de datos/Titulares de datos/Consumidores”. 

Cuando sus Datos Personales se traten con fines de marketing directo, tendrá derecho a oponerse en 

cualquier momento al tratamiento de sus Datos Personales con dichos fines de marketing. Los Datos 

Personales dejarán de tratarse para los fines descritos en el artículo 21, apartados 2 y 3, del GDPR.  

En la medida en que lo exija la legislación aplicable, obtendremos su consentimiento antes de 

transmitir sus datos personales a terceros con fines de marketing. Si nos ha dado su consentimiento 

para que utilicemos sus datos personales con los fines de marketing directo antes mencionados, puede 

renunciar y retirar su consentimiento, de forma gratuita, en cualquier momento, poniéndose en 

contacto con los datos que figuran a continuación en esta Declaración de Privacidad. Su revocación se 

tramitará y entrará en vigor lo antes posible.  
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10. Eventos e Iniciativas 

Organizamos y participamos en eventos e iniciativas. En tales casos, esta Declaración se aplica a los 

participantes y ponentes junto con cualquier otra información complementaria que se facilite en 

relación con cada evento. En caso de que designemos a Terceros para llevar a cabo u organizar dichos 

eventos e iniciativas, sus Datos Personales o Información Personal serán revelados a dichos Terceros en 

virtud de obligaciones contractuales con dichos Terceros de conformidad con las Leyes de Privacidad de 

Datos aplicables. No obstante, el tratamiento de Datos Personales/Información Personal por parte de 

dichos Terceros se regirá por las políticas de privacidad de las respectivas partes y las obligaciones 

contractuales contraídas con nosotros. 

11. Conservación y eliminación de datos personales o información 
personal 

El tiempo que seguiremos conservando sus Datos Personales/Información Personal variará 

dependiendo principalmente de: 

• Fines identificados en esta Declaración para el uso de los Datos Personales/Información Personal. 

Tendremos que conservar la información durante el tiempo que sea necesario para el fin en 

cuestión; y 

• Obligaciones jurídicas: las leyes o normativas establecen un periodo mínimo durante el cual 

debemos conservar sus Datos Personales/Información Personal; 

• La eliminación de Datos Personales/Información Personal se tratará con sumo cuidado y se regirá 

de acuerdo con prácticas razonables de seguridad de datos, tal y como se detalla en sus políticas 

internas que rigen la eliminación de datos; 

• Los Datos Personales/Información Personal sólo se procesarán durante el periodo necesario para 

los fines para los que se recopilaron originalmente según la legislación aplicable y según lo 

establecido en la Política de Conservación de LTIMindtree. 
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12. Transferencia Internacional 

Formamos parte del Grupo Larsen and Toubro (www.larsentoubro.com), que es un grupo internacional 

de empresas y, como tal, transferimos Datos Personales / Información Personal que le concierne a 

países en los que LTIMindtree tiene operaciones, y en particular a India y EE.UU. (donde están 

presentes los proveedores de servicios basados en SaaS de LTIMindtree). Transferimos Datos 

Personales entre las empresas afiliadas de nuestro grupo y los centros de datos para los fines descritos 

anteriormente. Estas transferencias de datos son necesarias para proporcionar nuestros productos y 

servicios. También podemos transferir Datos Personales en función de la necesidad de conocimiento a 

nuestros proveedores externos autorizados, o a clientes de LTIMindtree y socios comerciales 

autorizados. 

Para México, Su consentimiento puede ser necesario a menos que la transferencia sea necesaria para 

cumplir con las obligaciones derivadas de nuestra relación legal con usted o estos terceros estén 

actuando como procesadores de datos. Al proporcionarnos sus datos personales y utilizar el sitio 

web/solicitar una vacante o mantener una relación jurídica con nosotros, acepta la transferencia de sus 

datos personales cuando se requiera su consentimiento. No obstante, en determinadas circunstancias, 

podrá "excluirse" de acuerdo con el procedimiento incluido en la Sección “Derechos de los 

interesados/titulares de los datos/consumidores” 

Cuando transfiramos sus Datos Personales/Información Personal fuera de su jurisdicción, nos 

aseguraremos de que estén protegidos y se transfieran de forma coherente con las Leyes de Privacidad 

de Datos aplicables.  

Para las transferencias fuera del Espacio Económico Europeo ("EEE"), nos aseguramos de que:  

Ofrecemos una protección adecuada para la transferencia de datos personales de conformidad con la 

legislación aplicable, garantizando que: 

• el país receptor proporciona un nivel adecuado de protección de datos basado en las decisiones de 

adecuación de la Comisión Europea de conformidad con el artículo 45 del GDPR; o 

• la organización receptora ha firmado un contrato basado en las "cláusulas contractuales tipo" 

aprobadas por la Comisión Europea en su Decisión de Ejecución a la que se hace referencia en el 
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artículo 46 del GDPR, obligándoles a proteger sus Datos Personales/Información Personal. Tiene 

derecho a solicitar una copia de estas cláusulas contractuales tipo poniéndose en contacto con 

nosotros a través de los datos de contacto que figuran a continuación (Sección “Contacto para 

quejas y reclamaciones”); y 

• cuando proceda, hemos aplicado medidas adicionales (técnicas, contractuales y/o organizativas) 

para asegurar la transferencia de sus Datos Personales / Información Personal;  

• En ausencia de una decisión de adecuación, de conformidad con el artículo 45, apartado 3, del 

GDPR, o de garantías apropiadas de conformidad con el artículo 46 del GDPR, incluidas normas 

corporativas vinculantes, una transferencia o un conjunto de transferencias de datos personales a 

un tercer país o a una organización internacional sólo tendrá lugar en una de las siguientes 

condiciones:  

o (a) el interesado ha dado su consentimiento explícito a la transferencia propuesta, tras 

haber sido informado de los posibles riesgos de dichas transferencias para el interesado 

debido a la ausencia de una decisión de adecuación y de garantías apropiadas;  

o (b) la transferencia es necesaria para la ejecución de un contrato entre el titular de los 

datos y el responsable del tratamiento o para la aplicación de medidas precontractuales 

adoptadas a petición del titular de los datos;  

o (c) la transferencia es necesaria para la celebración o ejecución de un contrato celebrado 

en interés del titular de datos entre el responsable del tratamiento y otra persona física o 

jurídica;  

o (d) la transferencia es necesaria por razones importantes de interés público;  

o (e) la transferencia es necesaria para el establecimiento, ejercicio o defensa de 

reclamaciones legales;  

o (f) la transferencia sea necesaria para proteger los intereses vitales del titular de los datos o 

de otras personas, cuando el interesado esté física o jurídicamente incapacitado para dar 

su consentimiento;  

o (g) la transferencia se efectúa desde un registro que, con arreglo al Derecho de la Unión o 

de los Estados miembros, está destinado a facilitar información al público y que está 

abierto a la consulta por parte del público en general o de cualquier persona que pueda 
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demostrar un interés legítimo, pero sólo en la medida en que se cumplan en el caso 

concreto las condiciones establecidas por el Derecho de la Unión o de los Estados 

miembros para la consulta. 

Cuando una transferencia no pueda basarse en una disposición de los artículos 45 o 46 del GDPR, 

incluidas las disposiciones sobre normas corporativas vinculantes, y no sea aplicable ninguna de las 

excepciones para una situación específica mencionadas anteriormente, sólo podrá realizarse una 

transferencia a un tercer país o a una organización internacional si la transferencia no es repetitiva, 

sólo afecta a un número limitado de interesados, sea necesaria para la satisfacción de intereses 

legítimos imperiosos perseguidos por el responsable del tratamiento sobre los que no prevalezcan 

los intereses o los derechos y libertades del titular de los datos, y el responsable del tratamiento 

haya evaluado todas las circunstancias que concurran en la transferencia de datos y, sobre la base 

de dicha evaluación, haya previsto garantías adecuadas con respecto a la protección de los datos 

personales. El responsable del tratamiento informará a la autoridad de control de la transferencia. 

Además de facilitar la información mencionada en los artículos 13 y 14 del GDPR, el responsable del 

tratamiento informará al titular de los datos de la transferencia y de los intereses legítimos 

imperiosos que se persiguen. 

Para las transferencias fuera del Reino Unido ("UK"), garantizamos que:  

• el país receptor ofrece un nivel adecuado de protección de datos sobre la base de las decisiones de 

adecuación del Secretario de Estado con arreglo al artículo 45 del GDPR del Reino Unido; o 

• la organización receptora ha firmado un contrato basado en el "Acuerdo Internacional de 

Transferencia de Datos" aprobado por la ICO del Reino Unido, que le obliga a proteger sus Datos 

Personales/Información Personal; y 

• cuando proceda, hemos aplicado medidas adicionales (técnicas, contractuales y/o organizativas) 

para garantizar la transferencia de sus datos personales; 

• En ausencia de una decisión de adecuación, de conformidad con el artículo 45, apartado 3, del 

GDPR, o de garantías apropiadas de conformidad con el artículo 46 del GDPR, incluidas normas 

corporativas vinculantes, una transferencia o un conjunto de transferencias de datos personales a 

un tercer país o a una organización internacional sólo tendrá lugar en una de las siguientes 

condiciones:  
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o (a) el titular de los datos ha dado su consentimiento explícito a la transferencia propuesta, 

tras haber sido informado de los posibles riesgos de dichas transferencias para el titular de 

los datos debido a la ausencia de una decisión de adecuación y de garantías apropiadas;  

o (b) la transferencia es necesaria para la ejecución de un contrato entre el titular de los 

datos y el responsable del tratamiento o para la aplicación de medidas precontractuales 

adoptadas a petición del titular de los datos;  

o (c) la transferencia es necesaria para efectuar o ejecutar un contrato suscrito en interés del 

titular de los datos entre el responsable del tratamiento y otra persona física o jurídica;  

o (d) la transferencia es necesaria por razones importantes de interés público;  

o (e) la transferencia es necesaria para el establecimiento, ejercicio o defensa de 

reclamaciones legales;  

o (f) la transferencia es necesaria para proteger los intereses vitales del titular de los datos o 

de otras personas, cuando el titular de los datos esté física o jurídicamente incapacitado 

para dar su consentimiento;  

o (g) la transferencia se efectúa desde un registro que, con arreglo al Derecho de la Unión o 

de los Estados miembros, está destinado a facilitar información al público y que está 

abierto a la consulta por parte del público en general o de cualquier persona que pueda 

demostrar un interés legítimo, pero sólo en la medida en que se cumplan en el caso 

concreto las condiciones establecidas por el Derecho de la Unión o de los Estados 

miembros para la consulta. 

Cuando una transferencia no pueda basarse en una disposición de los artículos 45 o 46 del GDPR, 

incluidas las disposiciones sobre normas corporativas vinculantes, y no sea aplicable ninguna de las 

excepciones para una situación específica mencionadas anteriormente, sólo podrá realizarse una 

transferencia a un tercer país o a una organización internacional si la transferencia no es repetitiva, 

sólo afecta a un número limitado de titulares de datos, sea necesaria para la satisfacción de 

intereses legítimos imperiosos perseguidos por el responsable del tratamiento sobre los que no 

prevalezcan los intereses o los derechos y libertades del interesado, y el responsable del 

tratamiento haya evaluado todas las circunstancias que concurran en la transferencia de datos y, 

sobre la base de dicha evaluación, haya previsto garantías adecuadas con respecto a la protección 

de los datos personales. El responsable del tratamiento informará a la autoridad de control de la 

transferencia. Además de facilitar la información mencionada en los artículos 13 y 14 del GDPR, el 
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responsable del tratamiento informará al titular de los datos de la transferencia y de los intereses 

legítimos imperiosos que se persiguen. 

Para las transferencias fuera de Suiza, garantizamos que: 

Ofrecemos una protección adecuada para la transferencia de datos personales de conformidad con la 
legislación aplicable, garantizando que: 

• el país receptor ofrece un nivel adecuado de protección de datos sobre la base de la decisión de la 

FDPIC y a partir del 1 de septiembre de 2023, de conformidad con la Ordenanza sobre la Ley 

Federal de Protección de Datos; 

• la organización receptora ha firmado un contrato basado en las "cláusulas contractuales tipo" 

aprobadas por la Comisión Europea en su Decisión de Ejecución a que se refiere el artículo 46 del 

GDPR, y el anexo suizo a las cláusulas contractuales tipo aprobadas por la FDPIC que les obliga a 

proteger sus Datos Personales/Información Personal. Tiene derecho a solicitar una copia de estas 

cláusulas contractuales tipo poniéndose en contacto con nosotros a través de los datos de contacto 

que figuran a continuación (Sección “Contacto para quejas y reclamaciones”); y 

• cuando proceda, hemos aplicado medidas adicionales (técnicas, contractuales y/o organizativas) 

para asegurar la transferencia de sus Datos Personales / Información Personal; 

• En ausencia de una decisión de adecuación, de conformidad con el artículo 45, apartado 3, del 

GDPR, o de garantías apropiadas de conformidad con el artículo 46 del GDPR, incluidas normas 

corporativas vinculantes, una transferencia o un conjunto de transferencias de datos personales a 

un tercer país o a una organización internacional sólo tendrá lugar en una de las siguientes 

condiciones:  

o (a) el titular de los datos ha dado su consentimiento explícito a la transferencia propuesta, 

tras haber sido informado de los posibles riesgos de dichas transferencias para el titular de 

los datos debido a la ausencia de una decisión de adecuación y de garantías apropiadas;  

o (b) la transferencia es necesaria para la ejecución de un contrato entre el titular de los 

datos y el responsable del tratamiento o para la aplicación de medidas precontractuales 

adoptadas a petición del titular de los datos;  
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o (c) la transferencia es necesaria para efectuar o ejecutar un contrato suscrito en interés del 

titular de los datos entre el responsable del tratamiento y otra persona física o jurídica;  

o (d) la transferencia es necesaria por razones importantes de interés público;  

o (e) la transferencia es necesaria para el establecimiento, ejercicio o defensa de 

reclamaciones legales;  

o (f) la transferencia sea necesaria para proteger los intereses vitales del titular de los datos o 

de otras personas, cuando el titular de los datos esté física o jurídicamente incapacitado 

para dar su consentimiento;  

o (g) la transferencia se efectúa desde un registro que, con arreglo al Derecho de la Unión o 

de los Estados miembros, está destinado a facilitar información al público y que está 

abierto a la consulta por parte del público en general o de cualquier persona que pueda 

demostrar un interés legítimo, pero sólo en la medida en que se cumplan en el caso 

concreto las condiciones establecidas por el Derecho de la Unión o de los Estados 

miembros para la consulta. 

Cuando una transferencia no pueda basarse en una disposición de los artículos 45 o 46 del GDPR, 

incluidas las disposiciones sobre normas corporativas vinculantes, y no sea aplicable ninguna de las 

excepciones para una situación específica mencionadas anteriormente, sólo podrá realizarse una 

transferencia a un tercer país o a una organización internacional si la transferencia no es repetitiva, 

sólo afecta a un número limitado de titulares de datos, sea necesaria para la satisfacción de 

intereses legítimos imperiosos perseguidos por el responsable del tratamiento sobre los que no 

prevalezcan los intereses o los derechos y libertades del interesado, y el responsable del 

tratamiento haya evaluado todas las circunstancias que concurran en la transferencia de datos y, 

sobre la base de dicha evaluación, haya previsto garantías adecuadas con respecto a la protección 

de los datos personales. El responsable del tratamiento informará a la autoridad de control de la 

transferencia. Además de facilitar la información mencionada en los artículos 13 y 14 del GDPR, el 

responsable del tratamiento informará al interesado de la transferencia y de los intereses legítimos 

imperiosos que se persiguen. 
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Para las transferencias fuera de Sudáfrica, garantizamos que:  

• la organización receptora ha firmado un contrato que les obliga a proteger sus Datos Personales / 

Información Personal Confidencial de una manera que es equivalente o proporcional a los 

requisitos propugnados en virtud de la Ley de Protección de Datos Personales 4 de 2013; y 

• cuando proceda, hemos aplicado medidas adicionales (técnicas, contractuales y/u organizativas) 

para garantizar la transferencia de sus Datos Personales;  

Para las transferencias fuera de la República Popular China ("RPC"), garantizamos que:  

• la organización receptora ha firmado un contrato con LTIMindtree basado en el "modelo de 

contrato estándar" publicado por la Administración de Ciberseguridad de la RPC;  

• hemos obtenido su consentimiento por separado sobre la transferencia internacional de Datos 

Personales; 

• hemos realizado la Evaluación de Impacto de la Protección de Datos Personales para la 

transferencia internacional de Datos Personales; 

• en su caso, el Gobierno ha aprobado nuestra solicitud de evaluación de la seguridad en la 

exportación de datos personales; y 

• en su caso, hemos aplicado medidas adicionales (técnicas, contractuales y/o organizativas) para 

garantizar la transferencia de sus datos personales;  

Para las transferencias fuera de Australia, garantizamos que:  

• le notificamos los lugares del extranjero en los que se pueden divulgar sus Datos Personales;  

• el tercero destinatario de la información personal se encuentra en un territorio que cuenta con 

leyes o normas vinculantes que protegen la información personal de una manera que, en general, 

es al menos sustancialmente similar a la forma en que los Principios de Privacidad Australianos del 

Anexo 1 de la Ley de Privacidad protegen dicha información personal y existen mecanismos a su 

disposición para hacer cumplir dichas leyes o normas vinculantes; y/o 

• tomar medidas razonables para garantizar que el destinatario extranjero no infrinja los Principios 

australianos de protección de la intimidad. 
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Para las transferencias fuera de otras jurisdicciones, garantizamos que: 

• existen acuerdos pertinentes de tratamiento de datos en línea con la legislación aplicable en 

materia de privacidad, firmados entre su sucursal exportadora de datos y su sucursal importadora 

de datos, en los que se articulan las responsabilidades pertinentes. 

Puede obtener más información sobre la protección de sus datos personales cuando se transfieren 

fuera de su jurisdicción (incluida una copia de muestra del modelo de cláusulas contractuales y 

salvaguardias) poniéndose en contacto con nosotros a través de los datos que figuran en la Sección 

“Contacto para quejas y reclamaciones”de la presente Declaración. 

13. Seguridad de los datos personales/Información personal 

Con el fin de cumplir con nuestras obligaciones de seguridad de datos en virtud de las Leyes de 

Privacidad de Datos aplicables, hemos adoptado las siguientes medidas de seguridad físicas, técnicas y 

organizativas para garantizar la seguridad de sus Datos Personales/Información Personal y PHI, 

teniendo en cuenta las normas aplicables de la industria, los costes de implementación y la naturaleza, 

alcance, contexto y fines del tratamiento, así como el riesgo de probabilidad y gravedad variables para 

sus derechos y libertades: 

• Ello incluye la prevención de su alteración, daño, pérdida, tratamiento o acceso no autorizado, 

habida cuenta de la naturaleza de los datos y los riesgos a que están expuestos, ya provengan de la 

acción humana o del medio físico o natural. 

• Cumpliremos con las salvaguardas de seguridad según nuestros requisitos contractuales y legales 

en consulta con su departamento interno de informática. 

• La Oficina de Protección de Datos y el Responsable Principal de Seguridad de la Información 

evaluarán periódicamente las medidas de seguridad aplicadas para salvaguardar los datos 

personales y la información personal, y las actualizarán cuando sea necesario. 

• Todos los empleados y contratistas recibirán formación obligatoria sobre privacidad (por ejemplo, 

formación sobre la incorporación de la privacidad en el desarrollo de software, etc.). Además, 

todos los empleados y contratistas firmarán acuerdos de confidencialidad y acuerdos de no 

divulgación en la fecha de su incorporación a LTIMindtree o antes. 

• Hemos implantado las siguientes medidas de protección para garantizar la seguridad de los Datos 

Personales que recopilamos, almacenamos, procesamos y revelamos: 
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o Controles de seguridad física 

▪ Perímetro de las instalaciones, Lector de acceso HD, Centro de datos, Videovigilancia 

o Controles de la infraestructura informática 

▪ Cifrado, DLP, Enmascaramiento de datos, Puertos portátiles controlados, Control de acceso, 

Comprobación de software no autorizado, Destrucción de datos, Medidas de higiene del 

sistema, Supervisión, Gestión de acceso de usuarios, Gestión de parches, Gestión de 

vulnerabilidades. 

Hemos implantado un procedimiento de gestión de incidentes e infracciones para garantizar que las 

excepciones en el cumplimiento de la protección de datos se comuniquen rápidamente a la Oficina de 

Protección de Datos y al responsable de protección de datos designado. 

14. Privacidad por diseño 

• Hemos establecido un proceso para integrar de forma proactiva la privacidad en las fases iniciales 

de planificación/diseño y a lo largo de todo el proceso de desarrollo de nuevos 

procesos/servicios/tecnologías y/o plataformas que impliquen el tratamiento de datos personales.  

• Se han tenido en cuenta medidas técnicas y organizativas para mejorar la privacidad (por ejemplo, 

seudonimización, anonimización, minimización de datos, agregación de datos). Además, 

tomaremos las medidas técnicas y organizativas apropiadas para garantizar que los datos 

personales recopilados o tratados sean adecuados, pertinentes y limitados a lo necesario en 

relación con los fines para los que se tratan. 

• Con respecto a la información personal de los residentes de California y además de lo anterior, 

utilizaremos medidas para mejorar la privacidad de su información personal mediante el uso de 

medidas para "agregar información del consumidor" o para "desidentificar" dicha información 

personal, tal y como se definen estos términos en las regulaciones de la CCPA. Cuando adoptemos 

dichas medidas, sólo procesaremos la información resultante de forma desidentificada y no 

intentaremos volver a identificarla, salvo en los casos permitidos por la ley. 
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15. Derechos de los titulares de los datos/Titulares de los 
datos/Consumidores 

De conformidad con el GDPR, dispone de los siguientes derechos en relación con sus Datos Personales 

proporcionados para: 

• Derecho a acceder a sus datos personales: 

De conformidad con el artículo 15 del GDPR, puede solicitar una copia de sus Datos Personales. En 

particular, puede solicitar información sobre los fines del Tratamiento, las categorías de datos, las 

categorías de destinatarios a los que se han transferido o se transferirán sus datos, el período de 

conservación de los datos, la existencia de un derecho de rectificación, supresión, limitación del 

Tratamiento u oposición, de rectificación, supresión, de restricción del tratamiento o de oposición, 

la existencia de un derecho a presentar una reclamación, la fuente de sus datos si no han sido 

recogidos directamente por nosotros, así como la existencia de toma de decisiones automatizadas, 

incluida la elaboración de perfiles y, si procede, información significativa sobre sus detalles. 

Tenga en cuenta que, de acuerdo con el GDPR, existen circunstancias en las que tenemos derecho a 

denegar las solicitudes de acceso o de recibir copias de sus Datos Personales, como en los casos 

particulares en los que dicha divulgación pudiera afectar negativamente a los derechos y libertades 

de terceros. 

• El Derecho a obtener la rectificación de sus Datos Personales si son inexactos o incompletos (Art. 

16 GDPR). 

• El Derecho a obtener la eliminación ("derecho a ser olvidado") de conformidad con el Art. 17 GDPR 

de sus Datos Personales: De acuerdo con el GDPR cuando se aplique uno de los siguientes motivos, 

tenga en cuenta que en otras circunstancias estamos legalmente autorizados a conservarlos: 

- si dejan de ser necesarios en relación con los fines para los que fueron recogidos o tratados 

de otro modo; 

- si su tratamiento se basó en el consentimiento y usted lo ha retirado, y no existe otro 

fundamento jurídico para el tratamiento; 

- Si el tratamiento se realiza con fines comerciales; 

- Si se opone al tratamiento por motivos relacionados con su situación particular, y no 

existen motivos legítimos imperiosos para el tratamiento; 
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- si sus datos han sido tratados ilegalmente; o 

- sus datos han sido suprimidos para cumplir una obligación legal. 

• El Derecho a obtener la restricción del tratamiento de sus datos personales de acuerdo con las 

condiciones establecidas por el GDPR (Art. 18 GDPR). 

• Derecho a oponerse en cualquier momento al tratamiento de sus datos personales por motivos 

relacionados con su situación particular. Cuando sus datos personales se procesen con fines de 

marketing directo, tiene derecho a oponerse en cualquier momento al procesamiento de sus datos 

personales para dicho marketing, que incluye la elaboración de perfiles en la medida en que esté 

relacionada con dicho marketing directo (Art. 21. GDPR). 

• El Derecho a recibir sus Datos Personales proporcionados a Nosotros en calidad de Responsable del 

Tratamiento en un formato estructurado, de uso común y lectura mecánica, y a transmitir dichos 

Datos Personales a otro responsable del tratamiento ("portabilidad de datos") 

De conformidad con el artículo 20 del GDPR , tenga en cuenta que este derecho sólo se aplica a los 

Datos Personales que usted nos haya proporcionado realmente, y cuando el Tratamiento se base 

en su consentimiento o en un contrato como base jurídica. 

• Derecho a presentar una reclamación ante la autoridad de control competente en materia de 

protección de datos, si considera que hemos vulnerado alguno de sus derechos de protección de 

datos. Para presentar una reclamación, consulte la Sección “Contacto para quejas y reclamaciones” 

de la presente Declaración.  

• En virtud del artículo 48 de la Ley francesa de protección de datos, los titulares de los datos 

también tienen derecho a establecer instrucciones para la gestión post mortem de sus datos 

personales.  

Si necesita nuestra ayuda para ejercer los derechos antes mencionados, póngase en contacto con 

nosotros como se indica en la Sección “Contacto para quejas y reclamaciones. 

• Si el Tratamiento de sus Datos Personales se basa en el consentimiento, puede retirar su 

consentimiento en cualquier momento (Art. 7 (3) GDPR). Su derecho a retirar el consentimiento 

puede ejercerse poniéndose en contacto con nosotros según lo establecido en la Sección “Contacto 

para quejas y reclamaciones” a continuación. La retirada del consentimiento no afectará a la 

legalidad del tratamiento basado en el consentimiento antes de su retirada. En determinadas 

circunstancias, es lícito que sigamos tratando sus Datos Personales sin su consentimiento si 
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disponemos de otra base jurídica (distinta del consentimiento) para hacerlo y así se lo notificamos 

antes del cambio de base jurídica. 

• Derecho a acceder in situ a sus Datos Personales (sólo para México). 

• Derecho a presentar una solicitud de cancelación del tratamiento de sus Datos Personales (sólo 

para México) 

• Derecho a limitar el uso y divulgación de sus Datos Personales (sólo para México). 

Los derechos de los interesados se cumplirán en función de la jurisdicción a la que pertenezca. Si 

usted pertenece a otra jurisdicción que no esta mencionada en la lista de abajo, puede 

contactarnos a dataprotectionoffice@ltimindtree.com 

A continuación se exponen los derechos de los titulares de datos aplicables a las respectivas 

jurisdicciones: 

Derechos 

de 

titulares 

de datos 

Europa, 

incluidos 

Reino 

Unido y 

Suiza 

EE.UU Canadá México Australia Singap

ur 

India EA

U 

Chin

a 

Hong

-

Kong 

Sudáf

rica 

Derecho 

de 

informació

n / acceso 

Sí Sí Sí Sí Sí Sí Sí Sí Sí Sí Sí 

Derecho a 

retirar el 

consentim

iento 

Sí Sí Sí Sí Sí Sí Sí Sí Sí Sí Sí 

Derecho 

de 

oposición 

al 

tratamient

o 

Sí  Sí Sí    Sí Sí  Sí 

mailto:dataprotectionoffice@ltimindtree.com
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Derecho a 

limitar el 

tratamient

o 

Sí  Sí    Sí Sí Sí  Sí 

Derecho a 

la 

eliminació

n (al 

olvido) 

Sí Sí Sí Sí   Sí Sí Sí   

Derecho a 

rectificaci

ón 

Sí Sí Sí Sí Sí Sí Sí Sí Sí Sí Sí 

Derecho a 

la 

portabilid

ad de 

datos 

Sí Sí      Sí Sí   

Derecho a 

no ser 

objeto de 

decisiones 

o perfiles 

automatiz

ados 

Sí Sí Sí      Sí   

Derecho 

de 

reclamaci

ón ante la 

autoridad 

de control 

Sí Sí Sí Sí Sí Sí Sí Sí Sí Sí Sí 

Derecho a 

no ser 

discrimina

do por el 

Sí Reside

ntes en 

Califor

Sí        Sí 
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Si desea ejercer los derechos descritos anteriormente con respecto a sus datos personales/datos 

personales sensibles o recibir más detalles, puede ponerse en contacto con nosotros enviando una 

ejercicio 

de los 

derechos 

nia 

Exclusión 

de la 

venta de 

datos 

Sí Reside

ntes en 

Califor

nia 

Sí         

Derecho a 

solicitar la 

cancelació

n del 

tratamient

o de sus 

Datos 

Personales 

   Sí        

Limitar el 

uso y la 

divulgació

n de sus 

Datos 

Personales

. 

 Reside

ntes en 

Califor

nia 

 Sí        

Derecho a 

acceder in 

situ a sus 

datos 

personales 

   Sí        

Derecho 

a 

nominar 

      Sí     
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solicitud haciendo clic en el enlace: Portal de solicitudes de los interesados o por correo electrónico a 

dataprotectionoffice@ltimindtree.com 

Para recibir más información sobre el procedimiento y los requisitos aplicables, puede presentar una 

solicitud dirigiéndose a dataprotectionoffice@ltimindtree.com 

Derechos de privacidad en California 

En los 12 meses anteriores o mas, hemos recopilado las siguientes categorías de Datos Personales: 

identificadores, información financiera, información médica y sanitaria, información demográfica e 

información relativa a características protegidas, información comercial, información biométrica, 

información sobre actividades en Internet u otras redes electrónicas, datos de geolocalización, 

información sonora, electrónica y visual, información profesional o relacionada con el empleo, Datos 

Personales Confidenciales e inferencias extraídas de otra información que recopilamos. Las categorías 

de fuentes de las que recogemos Datos Personales se describen en la Sección “Qué Datos Personales 

/Información personal es procesada y cómo recopilamos sus Datos Personales/Información”. Los fines 

empresariales y comerciales de la recogida de Datos Personales se describen en las Secciones “¿Para 

qué y sobre qué base legal tratamos sus Datos Personales/Información Personal?” y “Uso de Datos 

Personales/Información Personal en Marketing Directo”. En los últimos doce meses o mas hemos 

compartido identificadores, información sobre la actividad en Internet y otras redes electrónicas, e 

información inferencial con socios publicitarios y plataformas de medios sociales con fines publicitarios 

y otros fines comerciales. Hemos revelado las categorías de Información Personal descritas 

anteriormente para los fines y a las categorías de destinatarios identificados en la Sección “Revelación a 

terceros”. No compartimos ni vendemos a sabiendas información sobre personas menores de 16 años 

y no utilizamos Datos Personales Confidenciales para ningún fin que nos obligue a proporcionar un 

Aviso sobre el Derecho a Limitar el Uso de Datos Personales Confidenciales. 

Las regulaciones de la CCPA otorgan a los residentes de California el derecho a solicitar más 

información sobre las categorías de Datos Personales que la empresa recopila, vende, comparte o 

divulga en relación con residentes de California, y nosotros proporcionaremos dicha información sin 

cargo alguno al residente de California solicitante tras verificar la solicitud.  

Estamos obligados a proporcionar dicha información no más de dos veces en un período de 12 meses. 

En virtud de la CCPA, "recopila" incluye información comprada, alquilada, recopilada, obtenida, recibida 

y accedida de forma activa, pasiva o mediante la observación del residente en California, siempre que, 

no obstante, estemos limitados en cuanto a lo que podemos revelar con respecto a determinados 

Datos Personales Confidenciales. 

mailto:contactingdataprotectionoffice@ltimindtree.com
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Las regulaciones de la CCPA exigen que proporcionemos acceso a los datos y portabilidad de datos a los 

residentes de California. 

Salvo determinadas excepciones, las regulaciones de la CCPA conceden a los residentes en California el 

derecho a solicitar la supresión de sus Datos Personales. Los residentes de California también pueden 

solicitar la corrección de información personal inexacta o incompleta. 

Las regulaciones de la CCPA otorgan a los residentes de California el derecho a solicitar los detalles de 
la información personal que se vende o comparte y a optar por no participar en dicha venta o 
intercambio. Los residentes de California también tienen derecho a solicitarnos que limitemos el uso y 
la divulgación de información personal confidencial en la medida necesaria para prestar los servicios o 
suministrar los productos. 

Las regulaciones de la CCPA permiten a los residentes de California solicitar que corrijamos cualquier 

dato inexacto. 

Las regulaciones de la CCPA permiten a los residentes en California optar por no compartir sus datos 

personales. 

Las regulaciones de la CCPA prohíben la discriminación contra los residentes de California que decidan 

ejercer sus derechos en virtud de la CCPA. 

Para ejercer los derechos descritos anteriormente con respecto a sus datos personales/datos 

personales sensibles o recibir más detalles, puede ponerse en contacto con nosotros enviando una 

solicitud haciendo clic en el enlace: Portal de solicitudes de los interesados o por correo electrónico a 

dataprotectionoffice@ltimindtree.com También puede ponerse en contacto con LTIMindtree US 

llamando al número gratuito +1 833 968 0934. 

Si tiene alguna pregunta o encuentra alguna dificultad, escriba a dataprotectionoffice@ltimindtree.com 

Los residentes de California que faciliten Datos Personales tienen derecho a solicitar información sobre 

ellos mismos que hayamos revelado a Terceros para sus propios fines de marketing directo (si 

procede), incluidas las categorías de información y los nombres y direcciones de esas empresas. 

Actualmente no compartimos los Datos Personales de residentes en California con Terceros para sus 

propios fines de marketing directo. 

16. Anexos Específicos por País 

Para obtener información sobre EE. UU., consulte  

• “Declaración de privacidad de LTIMindtree California”. 

“Anexo sobre privacidad en China”. 

mailto:contactingdataprotectionoffice@ltimindtree.com
Redlined%20LTIMindtree%20External%20Data%20Privacy%20Statement%20V1-V4-Spanish.docx
Redlined%20LTIMindtree%20External%20Data%20Privacy%20Statement%20V1-V4-Spanish.docx
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17. Toma de decisiones automatizada 

No utilizamos sus Datos Personales para tomar decisiones con efectos jurídicos o similares para usted, 

basadas únicamente en el tratamiento automatizado de sus Datos Personales. En caso de que en el 

futuro llevemos a cabo una toma de decisiones individual automatizada, le informaremos antes del 

tratamiento y le informaremos sobre sus derechos, incluido su derecho a expresar su punto de vista y a 

impugnar la decisión. 

18. Revelación a terceros 

Podemos revelar algunos Datos Personales/Información Personal a filiales dentro de nuestro grupo 

corporativo en las siguientes circunstancias:  

• Administración de personal, trabajo de los empleados y gestión empresarial.  

• Prestar un servicio legalmente vinculado por un contrato válido.  

• Llevar a cabo las transacciones comerciales cotidianas.  

• Identificar al titular de los datos y ponerse en contacto con él.  

• Garantizar el cumplimiento de las leyes y normativas locales.  

• Para la gestión de la seguridad.  

• Eventos e Iniciativas  

• También podemos compartir Datos Personales/Información Personal fuera del grupo corporativo 

cuando confiemos en Terceros para que nos ayuden en sus actividades de procesamiento y 

hayamos cumplido los requisitos legales para dicha divulgación de los Datos Personales. Esto 

incluye:  

• Terceros agentes/proveedores o contratistas, sujetos a obligaciones de confidencialidad, en 

relación con el tratamiento de Datos Personales/Información Personal para los fines descritos en 

esta Declaración. Esto incluye a los proveedores de servicios informáticos y de comunicaciones.  

• Terceros relacionados con los productos y servicios que ofrecemos. Esto incluye fabricantes de 

hardware o software, otros proveedores de servicios profesionales, reguladores, autoridades y 

otras instituciones gubernamentales.  

• En la medida en que lo exija la ley, los organismos reguladores, los organismos encargados de hacer 

cumplir la ley o una orden judicial, podremos revelar Datos Personales/Información Personal/Datos 

Personales Confidenciales para cumplir con cualquier obligación legal/regulatoria. En tales casos, es 

posible que no le notifiquemos dichas solicitudes, a menos que la ley lo permita.  
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• Cuando sea necesario para el desempeño de la función / tarea de los empleados de LTIMindtree, y 

cuando sea permitido o requerido por las leyes aplicables, los datos de contacto de negocios y 

Datos Personales / Información Personal de los empleados de LTIMindree (por ejemplo: datos 

OFCCP, datos de contacto personales) pueden ser compartidos con nuestros clientes y 

proveedores.  

• Los empleados pueden dirigirse a los datos de contacto facilitados en la Sección “Contacto para 

quejas y reclamaciones” de esta Declaración para conocer el nombre de los terceros a los que 

hemos compartido sus Datos Personales.  

• Con respecto a la divulgación de Datos Personales/Información Personal a Terceros, los contratos 

escritos y los acuerdos de intercambio de datos con Terceros incluirán restricciones que prohíban al 

Tercero retener, utilizar o divulgar Datos Personales/Información Personal para cualquier propósito 

excepto la realización de los servicios especificados en el contrato o según lo permitido por las 

Leyes de Privacidad de Datos aplicables.  

• Cuando revele Datos Personales/Información Personal a Terceros, LTIMindtree tratará de utilizar 

Encargados del Tratamiento o Subencargados del Tratamiento que sean capaces de ofrecer 

garantías suficientes para aplicar las medidas técnicas y organizativas apropiadas de conformidad 

con las Leyes de Privacidad de Datos aplicables y establecerá mecanismos contractuales para 

garantizar que el Encargado del Tratamiento o Subencargado del Tratamiento pertinente adopte 

medidas razonables para garantizar el cumplimiento de dichas medidas.  

• Tenemos oficinas y operaciones en varios lugares internacionales y compartimos información entre 

las empresas de nuestro grupo con fines comerciales y administrativos a través de acuerdos de 

procesamiento de datos que incluyen las cláusulas contractuales estándar firmadas en la entidad.  

• Cuando la ley lo exija o permita, la información podrá facilitarse a terceros, como organismos 

reguladores y fuerzas y cuerpos de seguridad.  

• Cuando sea necesario para su función, y cuando lo permita o lo exija la legislación aplicable, sus 

datos de contacto comerciales y sus datos personales (por ejemplo, datos de la OFCCP, datos sobre 

diversidad, datos de contacto personales) podrán compartirse con nuestros clientes y proveedores.  

• También podemos compartir su currículum vitae y el estado de verificación de sus antecedentes 

con los clientes que lo soliciten, para cumplir nuestras obligaciones contractuales con dichos 

clientes (cuando la legislación aplicable lo permita o lo exija).  

• De vez en cuando, podemos considerar transacciones corporativas como una fusión, adquisición, 

reorganización, venta de activos o similares. En estos casos, podemos transferir o permitir el acceso 

a información para permitir la evaluación y realización de dicha transacción. Si compramos o 
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vendemos algún negocio o activo, los Datos Personales pueden ser transferidos a terceros 

implicados en la transacción.  

• Para cumplir con nuestras obligaciones legales y de otro tipo y para la correcta gestión del Grupo 

LTIMindtree, LTIMindtree y nuestros proveedores de servicios, también podemos proporcionar 

información a otros terceros, incluidos, entre otros, auditores, contables, abogados y otros 

asesores profesionales, así como a autoridades administrativas, tribunales, autoridades policiales 

y/o reguladoras, árbitros, expertos, partes adversas y/o sus asesores. Por la presente, LTIMindtree 

garantiza que, en caso de subtratamiento de sus Datos personales, las obligaciones que asume 

LTIMindtree se reflejarán contractualmente en nuestros acuerdos con nuestros socios, 

proveedores y cualquier otro tercero.  

• LTIMindtree no vende Datos Personales bajo ninguna circunstancia. 

19. Enlaces a sitios web de terceros 

Nuestro sitio web puede proporcionar enlaces a otros sitios web, que tienen sus propias políticas de 

privacidad. Dichos sitios web se regirán por sus respectivas políticas de privacidad, y usted puede 

consultarlas para comprender cómo procesan sus Datos Personales.  

Algunos contenidos o aplicaciones, incluidos los anuncios de nuestro sitio web a los que accede 

mientras utiliza nuestros servicios, son proporcionados por terceros. Estos terceros pueden utilizar 

cookies u otras tecnologías de seguimiento para recopilar sus datos cuando utiliza sus servicios. La 

información que recopilan puede estar asociada a sus Datos Personales o pueden recopilar información 

sobre sus actividades en línea a lo largo del tiempo y en diferentes sitios web y otros servicios en línea. 

Pueden utilizar esta información para ofrecerle publicidad basada en sus intereses (comportamental) u 

otros contenidos específicos. No controlamos las tecnologías de seguimiento de estos terceros ni el uso 

que puedan hacer de los datos a los que han accedido. Si tiene alguna pregunta sobre un anuncio u 

otro contenido específico, póngase en contacto directamente con el proveedor/anunciante 

responsable. 

20. Calidad de los datos personales/ Información personal 

• Nos aseguraremos de aplicar procesos razonables para supervisar la calidad de los Datos 

Personales/Información Personal. Almacenamos/procesamos 
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• Cada unidad de negocio y función de apoyo dentro de nuestra organización tomará medidas para 

garantizar que los Datos Personales/Información Personal tratados sean completos y exactos y, 

cuando sea necesario, se mantengan actualizados. 

• Pondremos en marcha un proceso para garantizar que nuestros empleados puedan revisar, 

actualizar y confirmar la exactitud e integridad de los Datos Personales/Información Personal que 

tratamos. 

21. Gestión de cambios en el tratamiento de datos 

Salvo que se indique lo contrario en la presente Declaración sólo utilizaremos los Datos Personales para 

los fines descritos anteriormente, o según se indique lo contrario en el momento en que le solicitemos 

dichos datos. En caso de que sus Datos Personales sean tratados para fines distintos de los descritos en 

la presente Declaración de Privacidad, o para fines distintos de aquellos para los que sus Datos 

Personales han sido recogidos originalmente, le proporcionaremos información sobre ese otro fin antes 

de cualquier tratamiento, y le proporcionaremos cualquier otra información pertinente a la que se hace 

referencia en la presente Declaración, y cuando proceda solicitaremos su consentimiento. Cuando así 

lo exija la legislación local aplicable, obtendremos su consentimiento antes de procesar sus Datos 

Personales para fines distintos de aquellos para los que ha dado su consentimiento. Y en la medida en 

que lo exija la legislación local aplicable, obtendremos su consentimiento para el uso de sus Datos 

Personales para esos otros fines. 

22. Requisitos de privacidad y seguridad de HIPPA 

En esta sección se describen las obligaciones de LTIMindtree como asociado comercial en virtud de la 

Ley de Portabilidad y Responsabilidad del Seguro Médico ("HIPAA"). 

I. Responsable de la protección de datos 

El Responsable de Protección de Datos de LTIMindtree (tal y como se especifica en la Sección “Contacto 

para quejas y reclamaciones” de esta Declaración) también actuará como Responsable de Privacidad y 

único punto de contacto para todas las consultas sobre asuntos relacionados con la HIPAA para 

LTIMindtree. El Responsable de Privacidad también es responsable de: 

• el desarrollo y aplicación de las políticas y procedimientos relativos a la protección de la PHI y las 

obligaciones de LTIMindtree al respecto; 
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• el cumplimiento de la Norma de Privacidad; 

• establecer un proceso de notificación de infracciones y coordinarse con la Entidad Asegurada en 

caso de infracción; 

• desarrollar un programa de formación; y 

• supervisar los cambios en la legislación y los procedimientos que afectan a la PHI. 

II. Acuerdos de asociación comercial 

LTIMindtree no recibe, accede, utiliza ni procesa de ningún otro modo la PHI sin un Acuerdo de 

Asociación Comercial (BAA). El BAA garantiza que la PHI recibida de una Entidad Asegurada o de un 

Asociado Comercial (en adelante, el "cliente" de LTIMindtree) esté debidamente protegida de acuerdo 

con las disposiciones aplicables de la Regla de Privacidad de la HIPAA, la Regla de Seguridad y la Ley de 

Tecnología de la Información Sanitaria para la Salud Económica y Clínica ("Ley HITECH"). 

El Responsable de Protección de Datos llevará un registro de todos los acuerdos de asociación 

comercial y gestionará los requisitos de cumplimiento especificados en dichos acuerdos. 

Tras la finalización de un BAA, LTIMindtree devolverá o destruirá toda la PHI que haya recibido y 

conserve del cliente, y no se conservará ninguna copia de dicha información. Si la devolución o 

destrucción no es factible, LTIMindtree continuará protegiendo dicha PHI de acuerdo con los términos 

del BAA y la ley aplicable, hasta el momento en que la PHI permanezca en su posesión y custodia. 

III. Utilización y divulgación de información sanitaria protegida 

LTIMindtree utilizará y divulgará la PHI únicamente de acuerdo con los usos permitidos establecidos en 

el Acuerdo de Asociación Comercial entre LTIMindtree y su cliente, y de conformidad con los fines y 

normas prescritos en virtud de la HIPAA. 

En el caso de que una solicitud de divulgación obligatoria según lo prescrito en la Ley se haga 

directamente a LTIMindtree, ya sea por parte de un Individuo, en cumplimiento de una directiva legal, 

o al HHS con el fin de hacer cumplir la HIPAA, LTIMindtree deberá, en la medida permitida por la ley, 

notificar al cliente de quien se recibió dicha PHI, y deberá hacer la divulgación solicitada en línea con la 

orientación emitida por dicho cliente. 

LTIMindtree no procesará, en ausencia de una autorización de los Individuos pertinentes, la PHI para 

ningún propósito que no sean los propósitos permitidos prescritos bajo la ley aplicable y el BAA; 

siempre que, sin embargo, la responsabilidad de obtener dicha autorización recaiga única y 
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exclusivamente en el cliente de LTIMindtree en cuyo nombre se producirá dicho procesamiento y 

LTIMindtree no será responsable, en la medida permitida por la ley, de ningún retraso o fallo por parte 

del cliente a la hora de obtener las autorizaciones requeridas. 

IV. Formación 

El personal de LTIMindtree que utilice, divulgue, solicite o tenga acceso a la PHI para llevar a cabo sus 

funciones relacionadas con el trabajo debe recibir la formación prescrita que les permita desempeñar 

sus funciones de conformidad con la HIPAA. La formación de los empleados con acceso a la PHI se 

impartirá en un plazo razonable a partir de la fecha de su asignación al proyecto correspondiente. 

Cuando proceda, se exigirá a dicho personal que reciba una formación de actualización anualmente y 

en otras ocasiones que determine el responsable de privacidad. 

El Responsable de Protección de Datos mantendrá registros de las fechas y la asistencia a todas las 

sesiones de formación durante seis (6) años a partir de la fecha de la sesión de formación 

correspondiente. 

V. Infracciones de políticas y procedimientos 

LTIMindtree se toma muy en serio las políticas y procedimientos relativos a la PHI. Estas políticas y 

procedimientos se desarrollan e implementan no sólo para garantizar que la PHI se utiliza y mantiene 

de forma coherente con el compromiso de LTIMindtree con la privacidad y la protección de la PHI, sino 

también de forma coherente y conforme con sus obligaciones en virtud del BAA y la legislación 

aplicable. 

En caso de que un empleado de LTIMindtree incumpla sus obligaciones en virtud de las políticas y 

procesos mencionados, podrá ser objeto de sanciones, incluidas advertencias (verbales o escritas) y 

medidas disciplinarias adicionales que pueden llegar hasta el despido. 

VI. Responsable de seguridad 

El Director de Seguridad de la Información (CISO) de LTIMindtree actuará como Responsable de 

Seguridad para garantizar el cumplimiento de las obligaciones de seguridad prescritas en esta sección. 

El responsable de seguridad coordinará las actividades de seguridad de LTIMindtree con el responsable 

de privacidad. Los datos del responsable de seguridad son los siguientes: 

ChandanPani 

Director de Seguridad de la Información Chandan.Pani@ltimindtree.com 
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VII. Políticas y procedimientos de seguridad 

LTIMindtree ha desarrollado un sólido marco de seguridad de la información en línea con las mejores 

prácticas del sector para proteger la PHI bajo su control y custodia, tal y como se detalla en la Sección 

“Seguridad de Datos Personales/Información Personal ” anterior. 

23. Uso de la Inteligencia Artificial (AI) 

LTIMindtree aprovecha las tecnologías de inteligencia artificial (AI) para mejorar diversos procesos 
operativos. En esta sección se describen los usos específicos de la AI, la base jurídica para el 
tratamiento de datos personales y las directrices para un uso responsable de la AI dentro de la 
organización. 

1. AI en la Contratación 

Utilizamos tecnologías de AI, incluidos bots para entrevistas, para ayudar en los procesos de 

contratación. Estas tecnologías ayudan en la preselección de candidatos, la programación de 

entrevistas y la realización de evaluaciones iniciales y entrevistas, que pueden incluir la supervisión 

para comprobar la integridad. El uso de la AI en la contratación tiene como objetivo mejorar la 

eficiencia, al tiempo que hacemos hincapié en la importancia de la transparencia y la intervención 

humana en la toma de decisiones finales. Nuestro enfoque garantiza que siempre haya una persona 

involucrada, que revise la información generada por la AI y tome las decisiones finales de contratación. 

Esta práctica se ajusta a nuestro compromiso con los principios de AI responsable, garantizando la 

transparencia, la equidad, la mitigación de sesgos y la rendición de cuentas a lo largo de todo el 

proceso de selección, además del cumplimiento de los requisitos legales. 

2. Uso interno de la AI 

Los empleados pueden utilizar tecnologías de AI para fines internos, tales como: 

• Validar y autenticar documentos/información. 

• Ayudar a crear, extraer y resumir documentos/correos electrónicos mediante asistentes basados en 

AI, como Copilot. 

• Utilizar bots de AI para procesos internos, entre los que se incluyen, entre otros, entrevistas, 

formación, elaboración de informes, análisis y resumen de políticas. 

Estas tecnologías tienen por objeto agilizar los flujos de trabajo y mejorar la productividad. 

3. Base jurídica para el uso de datos personales 

El tratamiento de datos personales mediante tecnologías de AI se lleva a cabo sobre la base de los 
siguientes fundamentos jurídicos, según corresponda: 

•  Consentimiento: obtenido de las personas para actividades específicas de tratamiento relacionadas 
con la AI. 
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•  Intereses legítimos: cuando el tratamiento es necesario para los fines de los intereses legítimos 
perseguidos por nuestra organización, siempre que estos intereses no se vean anulados por los 
derechos y libertades de los interesados. 

4. Supervisión Humana 

Todas las tecnologías de AI están sujetas a supervisión humana para garantizar la toma de decisiones 

éticas, la rendición de cuentas y el cumplimiento de las normativas y directrices legales. Los revisores 

humanos son responsables de supervisar los resultados de la AI e intervenir cuando sea necesario para 

corregir errores o sesgos. 

5. Sistemas y personal de terceros 

Podemos contratar tecnologías y personal de AI de terceros para respaldar nuestras iniciativas de IA. 

Estos terceros son evaluados cuidadosamente para garantizar que cumplan con nuestras normas de 

protección de datos, las leyes aplicables y las directrices éticas. 

6. Protección y seguridad de datos 

Evaluamos toda la información confidencial o personal antes de autorizar su intercambio con 

tecnologías de AI. Esto incluye garantizar que no se introduzca información confidencial o privada en 

tecnologías de AI sin las garantías adecuadas. 

7. Política de uso aceptable/Gobernanza de la AI 

En LTIMindtree hemos establecido una política de AI que define los casos de uso permitidos de la AI 

dentro de la organización. Esta política destaca consideraciones éticas como el sesgo, la privacidad y la 

transparencia, y describe el proceso para que los nuevos casos de uso de la AI sean revisados y 

aprobados de acuerdo con las prácticas responsables de AI.  

8. Supervisión del cumplimiento 

Para garantizar el cumplimiento de nuestras políticas de uso de la AI, hemos implementado 

mecanismos de supervisión. Estos incluyen auditorías periódicas, programas de formación para 

empleados y el uso de plataformas de gobernanza de la AI para realizar un seguimiento de la adopción 

y el uso de la AI. 

9. Gestión de riesgos 

Realizamos evaluaciones de riesgos para identificar y mitigar los posibles riesgos asociados al uso de la 

AI. Esto incluye evaluar el rendimiento, la seguridad y las implicaciones éticas de las tecnologías de AI, y 

tomar las medidas necesarias. 

10. Transparencia y documentación 

Mantenemos documentación sobre nuestras tecnologías de AI y su uso. La transparencia es clave para 

generar confianza entre nuestras partes interesadas y garantizar la rendición de cuentas. 

Al adherirnos a estas directrices, nuestro objetivo es utilizar la AI de forma responsable y transparente, 

garantizando que nuestras prácticas se ajusten a los requisitos legales y las normas éticas. 
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24. Contacto para quejas y reclamaciones 

Si tiene alguna pregunta, comentario o sugerencia, queja o reclamación, o si desea ejercer sus derechos 

de privacidad o desea plantearnos o consultarnos cualquier cuestión relacionada con la privacidad, 

nuestro uso de los Datos Personales o la Información Personal, puede ponerse en contacto con nuestro 

Responsable de Protección de Datos (" DPO ") designado. 

Las reclamaciones relacionadas con la protección de los datos personales y la información personal, así 

como cualquier comunicación relativa a la aplicación de sus derechos de privacidad, deben dirigirse al 

responsable de la protección de datos, a la siguiente dirección de contacto: 

Responsable internacional de protección de datos de LTIMindtreeLimited: 

• Jagannath PV 

• Correoelectrónico: 

o dataprotectionoffice@ltimindtree.com 

o Jagannath.PV@ltimindtree.com 

• Dirección: Data Privacy Office 

Gate No. 5, L&T Technology Center, SakiVihar Road, Powai, Mumbai – 400072 

A la atención de: Jagannath PV (Responsable de protección de datos) 

Teléfono: +91 22 67766776 

Representante europeo: 

• MatthiasMeister 

o Correo electrónico: dataprotectionoffice.eu@ltimindtree.com 

o Matthias.Meister@ltimindtree.com 

Representante en el Reino Unido 

• William Hatton 

o Correo electrónico: dataprotectionoffice@ltimindtree.com 

o William.Hatton@ltimindtree.com 

Representante en Suiza 

Correo electrónico: dataprotectionoffice@ltimindtree.com 

 

mailto:dataprotectionoffice.eu@ltimindtree.com
mailto:dataprotectionoffice@ltimindtree.com
mailto:dataprotectionoffice@ltimindtree.com
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Emiratos Árabes Unidos 

Correo electrónico: dataprotectionoffice@ltimindtree.com 

Representante en Sudáfrica 

Correo electrónico: dataprotectionoffice@ltimindtree.com 

Haremos todo lo posible por responder a su reclamación en un plazo razonable, normalmente de 30 

días. 

También puede plantear una duda o presentar una reclamación ante la Autoridad supervisora 

competente/Autoridad de Protección de Datos. El nombre y los datos de contacto de las Autoridades 

de Protección de Datos de la Unión Europea se encuentran aquí. 

Puede ponerse en contacto con la Oficina del DPO (en los datos de contacto mencionados 

anteriormente) en caso de que desee una copia de este aviso de privacidad en el idioma local de los 

países europeos en los que LTIMindtree tiene una oficina.  

Si se encuentra en Australia y no podemos resolver satisfactoriamente sus problemas de privacidad, 

puede ponerse en contacto con la Oficina del Comisionado de Información de Australia en su sitio web 

www.oaic.gov.au 

25. Vigilancia por CCTV 

Cuando y sólo en la medida en que lo permita la legislación local aplicable, podremos controlar las 

actividades de las personas, incluidos los visitantes, en nuestras zonas comunes mediante grabaciones 

de CCTV. Dichos datos se conservarán de acuerdo con la política de retención de LTIMindtree, tras 

considerar otros requisitos de cumplimiento legal. 

26. Lista de entidades LTIMindtree 

Podríamos transferir sus datos personales a nuestra empresa matriz Larsen&Toubro y a sus filiales para 

los fines enumerados en la sección “Revelación a terceros” de la presente Declaración. Pulse aquí para 

consultar la lista de entidades y filiales de Larsen&Toubro. 

27. Cambios en la declaración y publicación 

Esta Declaración se actualizó por última vez el 18 de abril de 2025. 

http://www.oaic.gov.au/
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La presente Declaración podrá ser revisada y actualizada periódicamente en función de los cambios 

que se produzcan en el tratamiento de sus Datos Personales. Si actualizamos esta Declaración, 

publicaremos la versión más reciente en esta página web y los términos modificados entrarán en vigor 

inmediatamente después de su publicación o notificación por nuestra parte. Le recomendamos que 

revise periódicamente esta Declaración para comprobar si se han producido cambios. Siempre 

indicaremos la fecha en que se publicaron los últimos cambios. 
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LTIMindtreeis a global technology consulting and digital solutions company that enables enterprises across industries to reimagine business 

models, accelerate innovation, and maximize growth by harnessing digital technologies. As a digital transformation partner to more 

than 700 clients, LTIMindtree brings extensive domain and technology expertise to help drive superior competitive differentiation, customer 

experiences, and business outcomes in a converging world. Desarrollada por 86,000+ profesionales talentosos y emprendedores en más de 

40 países, LTIMindtree, una empresa de Larsen &ToubroGroup, resuelve los desafíos empresariales más complejos al aportar transformación 

a escala. Para obtener más información, por favor visite https://www.ltimindtree.com/ 
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