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Informacje o prawach autorskich  

Niniejszy dokument jest wyłączną własnością LTIMindtree Limited (LTIMindtree); odbiorca nie może 

kopiować, przekazywać, wykorzystywać ani ujawniać poufnych i zastrzeżonych informacji zawartych w 

niniejszym dokumencie w żaden sposób bez wyraźnej i pisemnej zgody LTIMindtree.    

Historia zmian 

Proszę zachować najnowszą wersję na wierzchu 

Wersja Zmiana Opis Sekcje Data Autor Recenzent Zatwierdzający 

4.0 

Aktualizacja sekcji 

definicji w celu 

uwzględnienia sztucznej 

inteligencji 

W tym sekcja dotycząca 
wykorzystania sztucznej 
inteligencji 

3, 20 
18 
kwietnia 
2025 

Arya Bhuyar Arinjay Vyas Jagannath PV 

3.0 

Aktualizacja sekcji 
definicji w celu 
dostosowania jej do 
brazylijskiego prawa o 
ochronie danych  

3 
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tożsamości 

Aktualizacja praw osób, 
których dane dotyczą 

Implementacja DSR Link 

Tworzenie uzupełnień 
specyficznych dla 
danego kraju 

Aktualizacja sekcji 
danych kontaktowych 

4, 16, 17 i 
20 

2 kwietnia 
2024 r. 

Arya Bhuyar 

Debolina 
Bahl 
Priyanka 
Ashok 

Jagannath PV 

1.0 Dokument wstępny Wszystkie 
 14 
listopada, 
2022. 
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Odniesienia 

Więcej szczegółów można znaleźć w następujących dokumentach: 

No Nazwa dokumentu Wersja  Lokalizacja 

1.  
Ogólne oświadczenie o ochronie danych 
osobowych LTIMindtree  

2.0 
https://www.ltimindtree.com/general-
privacy-policy/ 

2.  
Globalna Deklaracja prywatności danych 
LTIMindtree 

2.0 https://www.ltimindtree.com/privacy_policy/ 

3.  
LTIMindtree Polityka dotycząca plików 
cookies 

2.0 https://www.ltimindtree.com/cookie-policy/ 

 

https://www.ltimindtree.com/general-privacy-policy/
https://www.ltimindtree.com/general-privacy-policy/
https://www.ltimindtree.com/privacy_policy/
https://www.ltimindtree.com/cookie-policy/
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Wprowadzenie 

Dla celów Państwa wizyty w Lokalu LTIMindtree Limited, spółki zarejestrowanej w Indiach, posiadającej swój 
zarejestrowany adres pod adresem Gate No. 5, L&T Technology Center, Saki Vihar Road, Powai, Mumbai - 
400072, Indie, która ma kilka oddziałów i filii na całym świecie i w Europie ("LTIMindtree" lub "Spółka" lub "my" 
lub "nasz"), zbieramy, przechowujemy, przetwarzamy i przekazujemy Dane Osobowe o Tobie, jak to jest 
konieczne dla administracji, zarządzania i wykonania celu (jak wyszczególniono w sekcji “Cel i podstawa prawna 
przetwarzania”).   

Ochrona praw prywatności osób, których dane dotyczą i zabezpieczenie ich Danych Osobowych jest obecnie 

traktowane jako podstawowe prawo jednostki i wymóg prawny w wielu częściach świata. LTIMindtree, 

będąc organizacją globalną, szanuje prywatność osób, których dane dotyczą, i zobowiązuje się do 

przestrzegania obowiązujących przepisów i regulacji dotyczących prywatności danych (w tym m.in. unijnego 

ogólnego rozporządzenia o ochronie danych 2016/679 ("GDPR"), GDPR zapisanego w prawie brytyjskim ("UK 

GDPR") (odniesienia w niniejszej ogłoszeniu do GDPR obejmują również UK GDPR) California Consumer 

Privacy Act, California Privacy Rights Act (znane łącznie jako przepisy CCPA), The Privacy Act 1988 (Australia) 

w tym Australian Privacy Principles (APP), Data Protection Act 2018 (UK), Information Technology Act 2000 

read along with the Information Technology (Reasonable Security Practices and Procedures and Sensitive 

Personal Data or Information) Rules, 2011 and Personal Data Protection Act 2012 (Singapur), Federal Law on 

Protection of Personal data held by Private Parties and its Regulations (Mexico) ("LFPDPPP, w jej 

hiszpańskim akronimie), Swiss Federal Act on Data Protection 1992 and as of September 1, 2023, the Swiss 

Federal Act on Data Protection 2020, the Federal Decree-Law No. 45/2021 o ochronie danych osobowych 

(Zjednoczone Emiraty Arabskie), Ustawa o ochronie informacji osobowych 4 z 2013 roku (Republika 

Południowej Afryki), kanadyjska Ustawa o ochronie informacji osobowych i dokumentów elektronicznych 

(PIPEDA) oraz wszelkie zasadniczo podobne ustawy prowincjonalne, Rozporządzenie o danych osobowych 

(prywatności) Cap. 486 (Hongkong), Ustawa o ochronie informacji osobowych ("PIPL") (Chiny), Ustawa o 

prywatności 1988 (Cth) (Australia) i inne obowiązujące przepisy dotyczące prywatności w zakresie, w jakim 

mają zastosowanie do przetwarzania danych i operacji biznesowych LTIMindtree) ("Przepisy dotyczące 

prywatności danych"). 

Dla celów tego formularza, "Lokal" oznacza teren LTIMindtree, który Państwo odwiedzają. 

Traktujemy Państwa Dane Osobowe zgodnie z Prawami Prywatności Danych, a celem niniejszego 

powiadomienia jest uświadomienie Państwu: 

• Jakie dane osobowe gromadzimy? 

• W jaki sposób gromadzimy i wykorzystujemy Państwa dane osobowe? 

• Cel i podstawa prawna Przetwarzania 

• W jaki sposób udostępniamy i ujawniamy dane osobowe? 

• Jakie prawa przysługują użytkownikowi? 

• Jak zabezpieczamy dane osobowe? 

• Jak skontaktować się z nami w sprawie ochrony danych osobowych? 
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Zakres 
Zastosowanie: Niniejsze zawiadomienie dotyczy wszystkich odwiedzających, w tym między innymi klientów, 

kandydatów do pracy, pracowników, usługodawców zewnętrznych, sprzedawców, dostawców, gości, 

trenerów, członków rodzin pracowników itp. odwiedzających nasze biura. Niniejsza Informacja nie stanowi 

części żadnej umowy o pracę ani innej umowy o świadczenie usług. Obejmuje ona Dane Osobowe i 

Informacje Osobowe ujawnione przez Państwa, które są przetwarzane przez LTIMindtree w trakcie Państwa 

interakcji z nami. 

Rola: LTIMindtree działa jako Kontroler Danych (zgodnie z definicją poniżej) w odniesieniu do wszelkich 

Danych Osobowych i Informacji Osobowych, które posiada na Państwa temat.  LTIMindtree jest 

odpowiedzialne za zapewnienie, że wykorzystuje Dane Osobowe i Informacje Osobowe zgodnie z Prawami 

Prywatności Danych. Odpowiednie podmioty, które mogą działać jako Kontroler Danych są wymienione w 

sekcji „Z kim udostępniamy Twoje dane osobowe” niniejszej Informacji.  

Musimy przechowywać i przetwarzać dane o Tobie dla akceptowalnych celów biznesowych i 

bezpieczeństwa, w celu spełnienia zobowiązań prawnych i w celu prowadzenia dokumentacji. Dane, które 

przechowujemy i przetwarzamy, będą wykorzystywane wyłącznie do celów zarządczych, operacyjnych i 

administracyjnych. Będziemy je przechowywać i wykorzystywać, aby umożliwić nam prowadzenie 

działalności i zarządzanie relacjami z Państwem w sposób skuteczny, zgodny z prawem i odpowiedni, w 

czasie, gdy będą Państwo z nami związani, w momencie zakończenia współpracy oraz po Państwa odejściu z 

nas. 

Definicje 
Znaczenie niektórych terminów używanych w ogłoszeniu wyjaśniono poniżej: 

Termin  Opis  

Dane osobowe  Oznacza wszelkie informacje dotyczące zidentyfikowanej lub możliwej do 

zidentyfikowania osoby fizycznej (Osoby, której dane dotyczą); Wszelkie informacje 

stanowiące dane osobowe lub dane osobowe Osoby, której dane dotyczą, zgodnie z 

obowiązującymi przepisami o ochronie danych osobowych, w tym informacje, które 

można w sposób uzasadniony powiązać lub połączyć z możliwą do zidentyfikowania 

osobą fizyczną, to taka, która może zostać zidentyfikowana, bezpośrednio lub 

pośrednio, w szczególności poprzez odniesienie do identyfikatora takiego w tym, ale nie 

wyłącznie imię i nazwisko, numer identyfikacyjny, dane dotyczące lokalizacji, Numer 

rejestracyjny podatnika („CPF/MF”), dowód osobisty („RG”), identyfikator internetowy 

lub do jednego lub więcej czynników charakterystycznych dla fizycznej, fizjologicznej, 

genetycznej, psychicznej, ekonomicznej, kulturowej lub społecznej tożsamości tej osoby 

fizycznej. Obejmuje to zdefiniowany termin informacji osobistych, jak określono w 

kanadyjskich przepisach o ochronie danych. Dane osobowe obejmują informacje 

osobowe zdefiniowane w ustawie o ochronie prywatności z 1988 r. (Cth) (Australia). 

 

Dane osobiste 

(dotyczy tylko 

mieszkańców 

Kalifornii) 

Informacje odnoszące się do mieszkańców Kalifornii, które identyfikują, odnoszą się, 

opisują, które można w uzasadniony sposób powiązać lub w uzasadniony sposób 

połączyć bezpośrednio lub pośrednio z konkretnym konsumentem lub gospodarstwem 

domowym, ale nie obejmują informacji udostępnionych zgodnie z prawem w 
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(zgodnie z 

prawem Stanów 

Zjednoczonych) 

federalnych, stanowych lub lokalnych rejestrach rządowych, ani nie obejmują 

informacji „niezidentyfikowanych” lub „zagregowanych informacji o klientach” zgodnie 

z definicją tych terminów zawartą w przepisach CCPA LTIMindtree nie gromadzi danych 

osobistych mieszkańców Kalifornii, którzy nie ukończyli 16 roku życia. 

Wrażliwe Dane 

Osobowe (w tym 

szczególne 

kategorie Danych 

Osobowych 

zgodnie z GDPR) 

 

Zgodnie z art. 9 ust. 1 GDPR szczególne kategorie danych osobowych odnoszą się do 

przetwarzania danych osobowych ujawniających pochodzenie rasowe lub etniczne, lub 

opinie polityczne, lub przekonania religijne lub filozoficzne, lub przynależność do 

związków zawodowych, lub przetwarzania danych genetycznych, danych 

biometrycznych w celu jednoznacznego zidentyfikowania osoby fizycznej, lub danych 

dotyczących zdrowia lub danych dotyczących życia seksualnego lub orientacji 

seksualnej osoby fizycznej. Wrażliwe dane osobowe obejmują "informacje wrażliwe" 

zgodnie z definicją zawartą w ustawie o prywatności z 1988 r. (Cth) (Australia). . 

Tylko dla 

Meksyku: 

Oprócz 

powyższych, 

wszelkie inne 

kategorie 

danych 

osobowych, 

które dotyczą 

najbardziej 

prywatnych 

obszarów 

życia osoby, 

której dane 

dotyczą, lub 

których 

niewłaściwe 

wykorzystanie 

mogłoby 

prowadzić do 

dyskryminacji 

lub wiązać się 

z poważnym 

ryzykiem dla 

osoby, której 

dane dotyczą, 

są również 

uważane za 

dane 

wrażliwe. 

Tylko dla 

Szwajcarii: 

Definicja "życia 

seksualnego 

lub orientacji 

seksualnej 

osoby 

fizycznej" 

obejmuje 

również sferę 

intymną 

(zamiast 

życia/orientacji 

seksualnej), 

środki 

zabezpieczenia 

społecznego, 

postępowania 

administracyjne 

lub karne oraz 

sankcje 

administracyjne 

lub karne. 

 

Tylko dla 

mieszkańców 

Chin: Oprócz 

powyższych, 

termin ten 

obejmuje 

również inne 

Dane 

Osobowe, 

których wyciek 

lub nielegalne 

wykorzystanie 

mogłoby łatwo 

doprowadzić 

do naruszenia 

godności 

osobistej osoby 

fizycznej lub 

szkody dla 

bezpieczeństwa 

osobistego lub 

majątkowego, 

takie jak 

informacje o 

identyfikacji 

biometrycznej, 

kontach 

finansowych, 

miejscu pobytu 

oraz dane 

osobowe osób 

małoletnich 

poniżej 14 roku 

życia. 

W odniesieniu do 

mieszkańców 

Kalifornii, oprócz 

poprzednich, 

termin ten 

obejmuje 

również numery 

identyfikacyjne 

rządu, numery 

finansowe lub 

dane 

uwierzytelniające 

dostęp do konta 

finansowego, 

dokładną 

geolokalizację 

oraz treść 

komunikacji, do 

której 

LTIMindtree nie 

jest 

przeznaczony. 

Tylko w Danii:  

Informacje o 

numerach 

ubezpieczenia 

społecznego i 

przestępstwach 

kryminalnych 

nie są 

uznawane za 

wrażliwe dane 

osobowe na 

mocy GDPR, 

ale stanowią 

własną 

kategorię 

informacji.  

Przetwarzanie 

ich wymaga 

szczególnej 

podstawy 

prawnej 

zgodnie z 

duńską ustawą 

o ochronie 

danych.  
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Proces, Procesy, 

Przetworzone lub 

Przetwarzanie  

Oznacza jakąkolwiek operację lub zestaw operacji wykonywanych na Danych 

Osobowych lub Informacjach Osobowych, lub na zestawach Danych Osobowych lub 

Informacji Osobowych, w sposób zautomatyzowany lub nie, takich jak gromadzenie, 

zapisywanie, organizowanie, porządkowanie, przechowywanie, dostosowywanie lub 

zmienianie, odzyskiwanie, konsultowanie, wykorzystywanie, ujawnianie poprzez 

transmisję, rozpowszechnianie lub udostępnianie w inny sposób, dopasowywanie lub 

łączenie, ograniczanie, przetwarzanie, usuwanie lub niszczenie. 

Zgoda  Oznacza każde dobrowolne, konkretne, świadome i jednoznaczne wskazanie woli 

Podmiotu Danych, przez które Przetwarzanie jego Danych Osobowych, Informacji 

Osobowych i/lub Wrażliwych Danych Osobowych poprzez oświadczenie lub wyraźne 

działanie potwierdzające, oznacza zgodę na przetwarzanie Danych Osobowych, 

Informacji Osobowych i/lub Wrażliwych Danych Osobowych odnoszących się do niego.  

Przedmiot 

danych  

Oznacza konkretną osobę fizyczną (tj. zidentyfikowaną lub możliwą do 

zidentyfikowania osobę fizyczną), której dotyczą Dane osobowe.  

W przypadku osoby nieletniej/osoby niepełnosprawnej umysłowo, podmiot danych 

będzie reprezentowany przez przedstawiciela prawnego lub osobę posiadającą 

odpowiedzialność rodzicielską (rodzic/opiekun).  

Dla jasności niniejszej Informacji, Podmiot Danych oznacza obecnych i poprzednich 

pracowników LTIMindtree, kandydatów do pracy, obecnych, potencjalnych i 

poprzednich pracowników klientów, obecnych i poprzednich pracowników 

partnerów/dostawców, odwiedzających stronę internetową, podwykonawców i gości.  

LTIMindtree generalnie nie przetwarza Danych Osobowych/Informacji Osobowych i 

Wrażliwych Danych Osobowych od Podmiotów Danych, które nie ukończyły 18 lat, z 

wyjątkiem szczególnych przypadków (Zobacz sekcję „Dane osobowe osób poniżej 18 

roku życia”).  

Dla celów przepisów CCPA, Podmiot Danych obejmuje mieszkańców Kalifornii. 

W odniesieniu do mieszkańców Chin, LTIMindtree nie zbiera Danych Osobowych od 

mieszkańców Chin, którzy nie ukończyli 14 lat. 

administrator 

danych 

Oznacza osobę fizyczną lub prawną, organizację, władzę publiczną, agencję lub inny 

organ, który samodzielnie lub wspólnie z innymi określa cele i sposoby przetwarzania 

danych osobowych; jeżeli cele i sposoby takiego przetwarzania są określone przez 

krajowe lub mające zastosowanie przepisy prawa, administrator danych lub szczególne 

kryteria jego wyznaczenia mogą być przewidziane przez krajowe lub mające 

zastosowanie przepisy prawa. 

Przetwarzający 

dane  
Oznacza osobę fizyczną lub prawną, organizację, władzę publiczną, agencję lub inny 

organ, który przetwarza Dane Osobowe w imieniu Administratora Danych. 

Strona trzecia  W odniesieniu do Danych Osobowych lub Informacji Osobowych oznacza osobę 

fizyczną lub prawną, organizację, władzę publiczną, agencję lub organ inny niż osoba, 

której dane dotyczą, administrator danych, podmiot przetwarzający oraz osoby, które 

pod bezpośrednim zwierzchnictwem Administratora danych lub Podmiotu 

przetwarzającego dane są upoważnione do przetwarzania danych osobowych;  

„Sprzedaj”, 

„sprzedawaj”, 

„sprzedawaj” lub 

„sprzedawaj” 

Oznacza sprzedaż, wynajem, uwolnienie, ujawnienie, rozpowszechnianie, 

udostępnianie, przekazywanie lub w inny sposób przekazywanie ustnie, pisemnie lub 

za pomocą środków elektronicznych lub innych, Danych Osobowych lub Informacji 

Osobowych konsumenta przez przedsiębiorcę innemu przedsiębiorcy lub Stronie 

Trzeciej za pieniądze lub inne wartościowe wynagrodzenie. 



 

 ©LTIMindtree | Uprzywilejowane i Poufne 2025 

 

Informacja o ochronie danych dla odwiedzających (Global) 

 

Wersja 4.0 | 18 kwietnia 2025 r. 

„ Udostępnij ” lub 

„Udostępnianie” 

(dla mieszkańców 

Kalifornii) 

Oznacza udostępnianie, wynajmowanie, uwalnianie, ujawnianie, rozpowszechnianie, 

udostępnianie, przekazywanie lub przekazywanie w inny sposób ustnie, pisemnie lub 

za pomocą środków elektronicznych lub innych, danych osobowych konsumenta przez 

przedsiębiorcę osobie trzeciej w celu prowadzenia reklamy behawioralnej w 

kontekście, niezależnie od tego, czy jest to reklama pieniężna lub inna wartościowa 

zapłata, w tym transakcje pomiędzy przedsiębiorcą a osobą trzecią w celu prowadzenia 

reklamy behawioralnej w kontekście na rzecz przedsiębiorcy, w których nie dochodzi 

do wymiany pieniędzy. 

Sztuczna 

inteligencja (AI) 

Oznacza system oparty na maszynie, zaprojektowany do działania z różnymi 

poziomami autonomii, w tym wspomagania, i który może, w celu realizacji jawnych lub 

ukrytych celów, generować wyniki, takie jak prognozy, rekomendacje lub decyzje, 

wpływające na środowiska fizyczne lub wirtualne. Technologie AI obejmują dowolną 

platformę, model, aplikację lub technologię stanowiącą podstawę sztucznej inteligencji 

lub uczenia maszynowego (w tym dowolną generatywną technologię sztucznej 

inteligencji). 

 

Prosimy o zapoznanie się z Deklaracją Globalnej Polityki Prywatności Danych, dostępną na stronie 

www.LTIMindtree.com, w przypadku terminów, które nie zostały zdefiniowane powyżej. Prosimy również o 

zapoznanie się z przepisami o ochronie danych osobowych obowiązującymi w danej jurysdykcji w 

odniesieniu do wszystkich pozostałych terminów. 

Jakie dane osobowe są gromadzone 
LTIMindtree zbiera od Państwa tylko niezbędne dane osobowe bezpośrednio od Państwa w zakresie 
uzasadnionym prawnie zgodnie w sekcji „Cel i podstawa prawna przetwarzania” i/lub dozwolonym przez 
obowiązujące prawo lokalne. Kategorie danych osobowych, które są zazwyczaj gromadzone i przetwarzane 
to:  

• Nazwa, adres, numer telefonu, adres e-mail i dane kontaktowe;  

• Twój dowolny identyfikator rządowy (jeśli dotyczy). 

• Czas wejścia i wyjścia z pomieszczeń. 

• Zdjęcie, jeśli jest potrzebne do dostarczenia tymczasowej karty dostępu. 

• Nagrania z kamer przemysłowych, na których widać Państwa w pomieszczeniach LTIMindtree, w 
celu ochrony naszej własności oraz ze względów bezpieczeństwa i higieny. 

• Szczegóły dotyczące użytkowania sieci, gdy podłączasz się do naszej sieci Wi-Fi. 

• Możemy przetwarzać dane osobowe osoby (osób) poniżej 18 roku życia, gdy towarzyszą Ci one lub 
przychodzą w odwiedziny. W takich przypadkach informacje wprowadzane przez użytkownika są 
wprowadzane przez niego świadomie i jest on odpowiedzialny za poprawność wprowadzanych 
informacji. Użytkownik może zrezygnować z wprowadzania informacji o dzieciach, jeśli tak 
postanowi. Jeśli zdecydujesz się nie wprowadzać informacji o dzieciach, proszę zauważyć, że 
LTIMindtree nie będzie w stanie zapewnić dostępu do swoich obiektów jako gość.  

• Żadne wrażliwe informacje osobiste nie będą przez nas zbierane.  

• LTIMindtree może, niezależnie lub za pośrednictwem podmiotów upoważnionych w jego imieniu, 

zbierać Twoje zdjęcie, Zdjęcia i/lub filmy ("zdjęcie") zrobione podczas Twojego zatrudnienia lub 
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współpracy z nami. Ten obraz może być używany przez LTIMindtree jako część opinii klientów, 

wewnętrznej i zewnętrznej promocji swojej grupy firm, employer brandingu, marketingu lub w celu 

ułatwienia budowania pozytywnego wizerunku LTIMindtree. 

• Aby potwierdzić Twoją tożsamość, LTIMindtree może pobrać zdjęcie Twojego dokumentu tożsamości 

wydanego przez organ rządowy, takiego jak prawo jazdy, lub dowolnego innego dokumentu 

tożsamości wydanego przez organ rządowy, na którym znajduje się Twoje zdjęcie z imieniem i 

nazwiskiem oraz odpowiednimi dokumentami, które potwierdzą Twoją tożsamość 

Informacje te byłyby zbierane przez nas bezpośrednio od Państwa.   

W jaki sposób gromadzimy Państwa dane osobowe i 
informacje osobiste 
Dane osobowe gości zbieramy poprzez rejestry/ręczniki gości prowadzone w recepcji bezpośrednio od gości. 
Dane takie jak nagrania z kamer CCTV i związane z korzystaniem z sieci są gromadzone pośrednio. Możemy 
zbierać dodatkowe dane osobowe w trakcie prowadzenia działalności, jeśli jest to wymagane. Wszystkie 
dane zebrane w ramach procesu wprowadzania gości lub dodatkowe dane zebrane, jeśli takie istnieją, będą 
wykorzystywane i przechowywane do celów bezpieczeństwa biura oraz w celu spełnienia naszych 
zobowiązań prawnych lub uzasadnionych interesów.   

Cel i podstawa prawna Przetwarzania 
My, w LTIMindtree, jesteśmy zobowiązani do przechowywania i przetwarzania Państwa danych osobowych 
dla celów Państwa wizyty w Lokalu LTIMindtree. Będziemy używać Państwa danych osobowych na 
podstawie Państwa zgody, w uzasadnionym interesie i zgodnie z obowiązującym prawem i przepisami. 
Twoja zgoda obejmuje ocenę Twoich danych osobowych dla celów bezpieczeństwa w naszej Firmie. Twoje 
dane osobowe będą wykorzystywane w następujący sposób:  

• Komunikowanie się z użytkownikiem lub organami ścigania w kontekście celów bezpieczeństwa,  

• Cele administracyjne i gościnne, takie jak zapewnienie dostępu do pomieszczeń, Wi-Fi, poczęstunku 
itp.  

• Monitorowanie bezpieczeństwa naszych obiektów, w tym konieczność przestrzegania 
obowiązującego prawa 

• Zgodność z audytem - Możemy przetwarzać dane osobowe w ramach naszych procesów 
audytowych i angażować audytorów zewnętrznych, od czasu do czasu. Zapewniliśmy, że tylko 
absolutnie niezbędne dane osobowe są przetwarzane podczas takich audytów w celu przestrzegania 
obowiązujących przepisów, obrony lub wykonywania naszych praw prawnych oraz w celu realizacji 
uzasadnionych interesów biznesowych.  

Jeśli będziemy musieli wykorzystać Państwa Dane Osobowe do niepowiązanego celu, powiadomimy 
Państwa o tym i bez zbędnej zwłoki wyjaśnimy podstawę prawną, która pozwala nam to zrobić. 

Przetwarzanie wrażliwych danych osobowych 
 Żadne wrażliwe dane osobowe nie będą przez nas gromadzone. 
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Dane osobowe osób poniżej 18 roku życia 
Możemy przetwarzać dane osobowe osoby (osób) poniżej 18 roku życia, gdy towarzyszą one użytkownikowi 

lub odwiedzają go. Jeśli będziemy zobowiązani do przetwarzania Danych osobowych lub Wrażliwych danych 

osobowych takich osób, zrobimy to po uzyskaniu wyraźnej zgody od ich opiekunów prawnych oraz od osoby 

niepełnoletniej, jeśli jest ona zdolna do wyrażenia zgody, na podstawie jej wieku i dojrzałości. Jeśli 

użytkownik dowie się, że Firma nieumyślnie zebrała lub otrzymała bezpośrednio od niego Dane osobowe lub 

Wrażliwe dane osobowe dotyczące osoby w wieku poniżej 18 lat, należy niezwłocznie powiadomić Firmę o 

tym fakcie, korzystając z danych kontaktowych podanych w niniejszych ogłoszeniu (Zobacz w sekcji „Dane 

kontaktowe, skargi i zażalenia” poniżej), a Firma odpowiednio usunie takie informacje. 

W takich przypadkach informacje wprowadzane przez użytkownika są wprowadzane przez niego świadomie 

i jest on odpowiedzialny za poprawność wprowadzanych informacji. Użytkownik ma wybór, aby nie 

wprowadzać informacji o dzieciach, jeśli tak postanowi. Jeśli zdecydujesz się nie wprowadzać informacji o 

dzieciach, proszę zauważyć, że LTIMindtree nie będzie w stanie zapewnić dostępu do swoich obiektów jako 

gość. 

Komu możemy udostępniać Twoje Dane Osobowe 
(odbiorcy/kategorie Danych Osobowych)  
• Możemy korzystać ze starannie wybranych stron trzecich w celu wykonania pewnych czynności, aby 

pomóc nam w prowadzeniu działalności (takich jak agencje ochrony, operatorzy budynków, 

administracja i obsługa obiektów, recepcja) oraz w celu ułatwienia audytów (audytorzy strony 

trzeciej). 

• Posiadamy biura i operacje w wielu międzynarodowych lokalizacjach i dzielimy się informacjami 

pomiędzy spółkami z naszej grupy w celach biznesowych i administracyjnych, poprzez umowy 

dotyczące przetwarzania danych, w tym standardowe klauzule umowne podpisane w ramach danego 

podmiotu. Twoje informacje będą udostępniane naszym pracownikom wewnętrznym w celu 

przeprowadzenia screeningu i rozmowy kwalifikacyjnej. Proszę kliknąć tutaj, aby wyświetlić listę 

podmiotów i oddziałów Larsen and Toubro. 

• W przypadkach wymaganych lub dozwolonych przez prawo, informacje mogą być przekazywane 

innym podmiotom, takim jak organy regulacyjne i organy ścigania.    

Przechowywanie i usuwanie danych osobowych lub informacji 
osobowych 
To, jak długo będziemy przechowywać Państwa Dane Osobowe/Dane Osobowe, będzie zależało przede 

wszystkim od: 

• Celów określonych w tym ogłoszeniu wykorzystania Danych Osobowych/ Informacji Osobowych - 

będziemy musieli przechowywać informacje tak długo, jak jest to konieczne dla danego celu; oraz 

• Zobowiązania prawne - przepisy prawa lub regulacje określają minimalny okres, przez który będziemy 

musieli przechowywać Dane Osobowe/ Informacje Osobowe; 

https://www.ltimindtree.com/global-footprints/
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• Utylizacja Danych osobowych/ Informacji osobistych będzie przeprowadzana z najwyższą starannością i 

będzie regulowana zgodnie z rozsądnymi praktykami bezpieczeństwa danych, jak wyszczególniono w 

wewnętrznych zasadach regulujących utylizację danych; 

• Dane Osobowe/Informacje Osobowe będą przetwarzane tylko przez okres niezbędny do celów, dla 

których zostały pierwotnie zebrane, zgodnie z obowiązującym prawem i zgodnie z Polityką Zachowania 

Danych Osobowych LTIMindtree. 

 Transfery transgraniczne 

Jesteśmy częścią firm Larsen and Toubro Group (www.larsentoubro.com), która jest międzynarodową grupą 

firm i jako taka przekazuje Dane Osobowe / Dane Osobowe dotyczące Państwa do krajów, w których 

LTIMindtree prowadzi działalność, a w szczególności do Indii. Możemy przekazywać Dane Osobowe 

pomiędzy firmami powiązanymi z naszą grupą i centrami danych dla celów opisanych powyżej.  

Te transfery danych są niezbędne do dostarczania naszych produktów i usług. Możemy również przekazywać 

Dane Osobowe na zasadzie "need-to-know" do naszych autoryzowanych dostawców zewnętrznych lub 

klientów LTIMindtree i autoryzowanych partnerów biznesowych. 

W przypadku przekazywania Danych Osobowych/ Informacji Osobowych/wrażliwych Danych Osobowych 

poza jurysdykcję użytkownika, zapewnimy, że są one chronione i przekazywane w sposób zgodny z 

obowiązującymi przepisami o ochronie danych osobowych.   

Przesyłając dane do spółek z naszej grupy, podmiotów trzecich lub dostawców spoza EOG, stosujemy 

standardowe klauzule umowne lub odpowiednie narzędzie do transferu danych. Aby uzyskać więcej 

informacji na temat używanego narzędzia/metody, prosimy o kontakt pod adresem 

dataprotectionoffice@ltimindtree.com. 

W przypadku przekazywania danych poza inne jurysdykcje, zapewniamy, że istnieją odpowiednie umowy 

dotyczące przetwarzania danych zgodnie z obowiązującymi przepisami o ochronie prywatności, podpisane 

między oddziałem eksportującym dane a oddziałem importującym dane, z odpowiednim wyartykułowaniem 

odpowiedzialności. 

Szczegółowe informacje dotyczące przesyłania danych pomiędzy jurysdykcjami można znaleźć w 

Oświadczeniu, do którego dostęp można uzyskać tutaj.  

Bezpieczeństwo danych osobowych/ informacji osobowych/ 
wrażliwych danych osobowych 
W celu wypełnienia naszych obowiązków w zakresie bezpieczeństwa danych wynikających z obowiązujących 

przepisów o ochronie danych osobowych, przyjęliśmy następujące fizyczne, techniczne i organizacyjne 

środki bezpieczeństwa w celu zapewnienia bezpieczeństwa danych osobowych / danych osobowych oraz 

wrażliwych danych osobowych i informacji o ochronie danych osobowych, z uwzględnieniem 

https://www.larsentoubro.com/
https://www.ltimindtree.com/privacy_policy/
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obowiązujących standardów branżowych, koszty wdrożenia oraz charakter, zakres, kontekst i cele 

przetwarzania, a także ryzyko zmiennego prawdopodobieństwa i dotkliwości dla twoich praw i wolności: 

• Obejmuje to zapobieganie ich zmianie, uszkodzeniu, utracie, nieuprawnionemu przetwarzaniu lub 

dostępowi, z uwzględnieniem charakteru danych i ryzyka, na które są one narażone z powodu działania 

człowieka lub środowiska fizycznego lub naturalnego. 

• Przestrzegamy zabezpieczeń zgodnie z naszymi wymaganiami umownymi i ustawowymi w porozumieniu 

ze swoim wewnętrznym działem I.T. 

• Biuro Ochrony Danych Osobowych i Główny Urzędnik Bezpieczeństwa Informacji oceniają środki 

bezpieczeństwa wdrożone w celu ochrony Danych Osobowych, Informacji Osobowych i Wrażliwych 

Danych Osobowych w sposób regularny i aktualizują je w razie potrzeby. 

• Wszyscy podwykonawcy powinni odbyć obowiązkowe szkolenie z zakresu ochrony prywatności (np. 

szkolenie na temat uwzględniania ochrony prywatności w tworzeniu oprogramowania itp.) Dalsze 

umowy o poufności i umowy o nieujawnianiu informacji zostaną podpisane przez wszystkich 

podwykonawców w dniu lub przed dniem ich przystąpienia do LTIMindtree. 

• Wdrożyliśmy następujące zabezpieczenia, aby zapewnić bezpieczeństwo Danych Osobowych, które 

gromadzimy, przechowujemy, przetwarzamy i ujawniamy: 

• Kontrole bezpieczeństwa fizycznego. 

• Granice obiektu, czytnik dostępu HD, Centrum Danych, nadzór wideo 

• Kontrole infrastruktury IT 

• Szyfrowanie, DLP, maskowanie danych, kontrolowane porty przenośne, kontrola dostępu, kontrola 

nieautoryzowanego oprogramowania, niszczenie danych, środki higieny systemu, monitoring, 

zarządzanie dostępem użytkowników, zarządzanie łatami, zarządzanie podatnościami. 

Wdrożyliśmy procedurę zarządzania incydentami i naruszeniami, aby zapewnić, że wyjątki w zakresie 

przestrzegania prywatności danych są niezwłocznie zgłaszane do Urzędu Ochrony Danych Osobowych oraz 

do wyznaczonego inspektora ochrony danych. 

Monitorowanie 
Stosowane przez nas standardowe środki bezpieczeństwa pomagają nam w utrzymaniu bezpieczeństwa 
naszych systemów i pomieszczeń. Środki bezpieczeństwa wdrożone w celu przetwarzania Danych 
Osobowych rutynowo lub okazjonalnie (odpowiednio), obejmują:  

• Bezpieczeństwo poczty elektronicznej - stosujemy środki bezpieczeństwa dotyczące poczty 
elektronicznej, które obejmują automatyczne skanowanie przychodzących i wychodzących 
wiadomości e-mail pod kątem potencjalnych zagrożeń. Zagrożenia, takie jak wiadomości 
phishingowe lub złośliwe oprogramowanie, mogą być przekazywane do działu IT w celu ich 
rozpatrzenia.  

• Dzienniki aktywności - w ramach naszych zautomatyzowanych systemów mamy możliwość 
śledzenia, kto ma dostęp do danych i wprowadza w nich zmiany. Oznacza to, że mamy dostęp do 
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informacji na temat korzystania przez użytkownika z poświadczeń logowania, witryn i aplikacji, do 
których można się odwołać w przypadku wystąpienia problemu.  

• CCTV - stosujemy telewizję przemysłową, aby zapewnić bezpieczeństwo naszych obiektów. Obrazy 
użytkownika mogą być rejestrowane w ramach operacji CCTV, jednak przeglądamy je tylko w 
przypadku wystąpienia incydentu. - Możemy również wykonywać zbiorcze, nieanonimowe 
skanowanie systemu, aby pomóc w ulepszeniu usług, narzędzi i zgodności LTIMindtree. Każde takie 
skanowanie będzie proporcjonalne do konkretnych uzasadnionych interesów biznesowych 
LTIMindtree i będzie zgodne z obowiązującym prawem lokalnym. 

Sprzedaż danych osobowych 
 Nie sprzedajemy Twoich danych osobowych za wynagrodzeniem pieniężnym. 

W przypadku nieprzekazania Danych osobowych 
Jeśli nie podasz tych danych: 

• możemy nie być w stanie wpuścić Państwa na teren naszej firmy i korzystać z wymaganych 
udogodnień 

• w pewnych okolicznościach możemy nie być w stanie wypełnić naszych zobowiązań lub wypełnić 
zobowiązań umownych z Państwa pracodawcą, a my poinformujemy Państwa o skutkach takiej 
decyzji. 

Prawa podmiotów danych (Podmioty danych/Konsumenci) 
/Jakie mi przysługują prawa? 
 Użytkownik może mieć pewne prawa związane z jego Danymi osobowymi przewidziane w obowiązującym 
prawie, takie jak prawo do Żądania dostępu do swoich Danych osobowych i czynności przetwarzania na nich.  

• Otrzymywać informacje dotyczące przetwarzania swoich Danych Osobowych  

• Zażądać dostępu do swoich Danych Osobowych oraz czynności związanych z przetwarzaniem 
Danych Osobowych.  

• Zażądać poprawienia swoich Danych osobowych, jeśli są one niedokładne lub niekompletne  

• Zażądać usunięcia swoich Danych osobowych w określonych okolicznościach.  

• Zażądać ograniczenia przetwarzania swoich Danych osobowych w określonych okolicznościach.  

• Sprzeciwić się przetwarzaniu swoich Danych osobowych w pewnych okolicznościach.  

• W pewnych okolicznościach otrzymać swoje Dane osobowe przekazane nam jako administratorowi 
w ustrukturyzowanym, powszechnie używanym i nadającym się do odczytu maszynowego formacie.  

• Złożyć skargę do odpowiedniego organu nadzorczego.  

• Sprzeciwu wobec decyzji opartej wyłącznie na zautomatyzowanym przetwarzaniu (w tym 
profilowaniu), które wywołuje skutki prawne lub znacząco wpływa na Państwa (jeśli dotyczy). 

• Wycofać udzieloną zgodę w dowolnym momencie, kontaktując się z nami, w przypadku gdy 
przetwarzanie opiera się na Państwa (wyraźnej) zgodzie.  

Jeśli chcesz uzyskać więcej szczegółów lub przeprowadzić konkretne sprostowania swoich Danych 

osobowych, skontaktuj się z naszym inspektorem ochrony danych pod adresem 

dataprotectionoffice@ltimindtree.com.  
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Aby skorzystać z praw opisanych powyżej w odniesieniu do Twoich Danych osobowych/Danych osobowych 

wrażliwych lub uzyskać więcej informacji, możesz złożyć wniosek, klikając łącze: Portal wniosków osób, 

których dane dotyczą, lub kontaktując się z nami pod adresem dataprotectionoffice@ltimindtree.com 

W ramach przetwarzania Twojego żądania wymagamy podania pewnych danych osobowych o Tobie w celu 
weryfikacji Twojej tożsamości. Dodatkowo, zgodnie z przysługującymi Ci prawami, możesz wyznaczyć 
upoważnionego agenta do złożenia wniosku w Twoim imieniu, jeśli pozwalają na to obowiązujące przepisy. 
Aby spełnić Państwa prośbę, będziemy wymagać danych osobowych, o których mowa powyżej, w celu 
weryfikacji tożsamości, jak również nazwiska, adresu e-mail i numeru telefonu Państwa upoważnionego 
przedstawiciela. 

LTIMindtree uprzejmie prosi o skrupulatną ocenę swoich uzasadnionych praw i interesów przed złożeniem 
jakiegokolwiek oficjalnego wniosku na naszej platformie. 

Aby uzyskać więcej szczegółów dotyczących praw osób, których dane dotyczą, proszę zapoznać się z Globalną 
ogłoszeniu Prywatności Danych, która jest dostępna tutaj. 

Prawa prywatności w Kalifornii 

Przepisy CCPA przewidują mieszkańcom Kalifornii prawo do żądania ujawnienia kategorii i konkretnych 
elementów danych osobowych, które firma gromadzi, sprzedaje lub ujawnia w odniesieniu do mieszkańców 
Kalifornii, a my dostarczymy takie informacje bez opłat żądającemu mieszkańcowi Kalifornii po 
zweryfikowaniu żądania. Zgodnie z CCPA, "zbiera" obejmuje informacje kupione, wypożyczone, zebrane, 
uzyskane otrzymane i dostępne, czy to aktywnie, pasywnie lub poprzez obserwację rezydenta Kalifornii, pod 
warunkiem jednak, że jesteśmy ograniczeni pod względem tego, co możemy ujawnić, gdy takie informacje są 
Wrażliwymi Danymi Osobowymi.  

Przepisy CCPA wymagają od nas zapewnienia dostępu do danych i możliwości przenoszenia danych 
mieszkańcom Kalifornii. 

Z zastrzeżeniem pewnych wyjątków, przepisy CCPA przyznają mieszkańcom Kalifornii prawo do żądania 
usunięcia swoich danych osobowych. Mieszkańcy Kalifornii mogą również żądać sprostowania 
nieprawidłowych lub niekompletnych danych osobowych. 

Przepisy CCPA przyznają mieszkańcom Kalifornii prawo do żądania informacji o danych osobowych, które są 
sprzedawane lub udostępniane, oraz do rezygnacji z takiej sprzedaży lub udostępniania. Mieszkańcy Kalifornii 
mają również prawo nakazać nam ograniczenie wykorzystywania i ujawniania wrażliwych danych osobowych 
w zakresie niezbędnym do świadczenia usług lub dostarczania towarów. 

Przepisy CCPA zabraniają dyskryminacji mieszkańców Kalifornii, którzy zdecydują się skorzystać z praw 
przysługujących im na mocy CCPA. 

Przepisy CCPA zabraniają wszelkich porozumień lub umów, które mają na celu zrzeczenie się lub ograniczenie 
praw mieszkańców Kalifornii w ramach CCPA. 

Aby skorzystać z praw opisanych powyżej w odniesieniu do Twoich Danych Osobowych/Wrażliwych Danych 
Osobowych lub uzyskać więcej informacji, możesz skontaktować się z nami, aby złożyć wniosek, klikając link: 
Portal Wniosków Osób Dotyczących Danych Osobowych lub kontaktując się pod adresem 
dataprotectionoffice@ltimindtree.com. Możesz również skontaktować się z LTIMindtree pod bezpłatnym 
numerem telefonu w USA +1 833 968 0934. 

W przypadku pytań lub trudności prosimy o kontakt pisemny pod adresem 
dataprotectionoffice@ltimindtree.com 

Mieszkańcy Kalifornii, którzy podają Dane Osobowe, mają prawo zażądać informacji o sobie, które 
udostępniliśmy Stronom Trzecim dla ich własnych celów marketingu bezpośredniego (jeśli dotyczy), w tym 

kategorii informacji oraz nazw i adresów tych firm. Obecnie nie udostępniamy danych osobowych 
mieszkańców Kalifornii Stronom Trzecim dla ich własnych celów marketingu bezpośredniego. 

mailto:dataprotectionoffice@ltimindtree.com
https://www.ltimindtree.com/privacy_policy/
mailto:dataprotectionoffice@ltimindtree.com
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Prawa osoby, której dane dotyczą, będą realizowane zgodnie z jurysdykcją, do której należysz. Jeśli masz 

jakiekolwiek konkretne pytania w tej sprawie, możesz się z nami skontaktować, pisząc na adres 
dataprotectionoffice@ltimindtree.comDodatki specyficzne dla danego kraju 

Dodatki dotyczące poszczególnych krajów 

Informacje dotyczące Stanów Zjednoczonych można znaleźć w dokumencie 

• „Oświadczenie o ochronie prywatności LTIMindtree w Kalifornii”. 

„Dodatek dotyczący ochrony prywatności w Chinach” 

Istnienie zautomatyzowanego podejmowania decyzji 
Nie wykorzystujemy Państwa Danych osobowych do podejmowania wobec Państwa decyzji o skutkach 
prawnych lub podobnych, opartych wyłącznie na zautomatyzowanym przetwarzaniu Państwa Danych 
osobowych. W przypadku, gdy w przyszłości będziemy dokonywać zautomatyzowanego indywidualnego 
podejmowania decyzji, poinformujemy Cię przed rozpoczęciem przetwarzania oraz poinformujemy Cię o 
przysługujących Ci prawach, w tym o prawie do wyrażenia swojego punktu widzenia i zaskarżenia decyzji. 

Twój obowiązek informowania nas o zmianach 
Ważne jest, aby Dane osobowe, które przechowujemy na Państwa temat były dokładne i aktualne. Prosimy 
o informowanie nas, jeśli Państwa dane osobowe ulegną zmianie podczas Państwa relacji z nami. 

Wykorzystanie sztucznej inteligencji (AI) 

LTIMindtree wykorzystuje technologie sztucznej inteligencji (AI) do usprawnienia różnych procesów 

operacyjnych. W tej sekcji przedstawiono konkretne zastosowania sztucznej inteligencji, podstawę prawną 

przetwarzania danych osobowych oraz wytyczne dotyczące odpowiedzialnego korzystania ze sztucznej 

inteligencji w organizacji. 

1. Sztuczna inteligencja w rekrutacji 

Wykorzystujemy technologie sztucznej inteligencji, w tym boty do rozmów kwalifikacyjnych, aby pomóc w 

procesach rekrutacyjnych. Technologie te pomagają we wstępnej selekcji kandydatów, planowaniu rozmów 

kwalifikacyjnych oraz przeprowadzaniu wstępnych ocen i rozmów kwalifikacyjnych, które mogą obejmować 

nadzorowanie kontroli uczciwości. Wykorzystanie AI w rekrutacji ma na celu poprawę efektywności, przy 

jednoczesnym podkreśleniu znaczenia transparentności i ingerencji człowieka w podejmowanie ostatecznych 

decyzji. Nasze podejście zapewnia, że człowiek jest zawsze na bieżąco, przeglądając informacje generowane 

przez sztuczną inteligencję i podejmując ostateczne decyzje dotyczące zatrudnienia. Praktyka ta jest zgodna z 

https://www.ltimindtree.com/lti-california-privacy-policy/
https://www.ltimindtree.com/wp-content/uploads/2024/03/Clean_Bilingual_2.5-LTIMindtree-External-Data-Privacy-Policy-V1-Customers-Vendors-China-Addendum_BB_24Jan2024-1.pdf?pdf=download
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naszym zobowiązaniem do przestrzegania zasad odpowiedzialnej sztucznej inteligencji, zapewniając 

przejrzystość, uczciwość, łagodzenie uprzedzeń i odpowiedzialność w całym procesie rekrutacji, a także 

zgodność z wymogami prawnymi. 

2. Wewnętrzne wykorzystanie sztucznej inteligencji 

Pracownicy mogą wykorzystywać technologie sztucznej inteligencji do celów wewnętrznych, takich jak: 

• Walidacja i uwierzytelnianie dokumentów/informacji 

• Pomoc w tworzeniu, wyodrębnianiu i podsumowywaniu dokumentów/wiadomości e-mail za 

pośrednictwem asystentów opartych na sztucznej inteligencji, takich jak Copilot 

• Boty AI do procesów wewnętrznych, w tym między innymi wywiadów, szkoleń, raportów, analiz, 

podsumowań polityk 

Technologie te mają na celu usprawnienie przepływu pracy i zwiększenie wydajności. 

3. Podstawa prawna wykorzystywania danych osobowych 

Przetwarzanie danych osobowych za pomocą technologii sztucznej inteligencji odbywa się w oparciu o 

następujące podstawy prawne, w zależności od przypadku: 

• Zgoda: Uzyskiwana od osób fizycznych na określone czynności przetwarzania związane ze sztuczną 

inteligencją. 

• Prawnie uzasadnione interesy: W przypadku, gdy przetwarzanie jest niezbędne do celów 

wynikających z prawnie uzasadnionych interesów realizowanych przez naszą organizację, pod 

warunkiem, że prawa i wolności osób, których dane dotyczą, nie są nadrzędne wobec tych 

interesów. 

4. Nadzór ludzki 

Wszystkie technologie sztucznej inteligencji podlegają nadzorowi człowieka, aby zapewnić etyczne 

podejmowanie decyzji, odpowiedzialność oraz zgodność z przepisami i wytycznymi prawnymi. Recenzenci są 

odpowiedzialni za monitorowanie wyników sztucznej inteligencji i interweniowanie w razie potrzeby w celu 

skorygowania błędów lub uprzedzeń. 

5. Systemy i personel stron trzecich 

Możemy angażować technologie sztucznej inteligencji i personel stron trzecich w celu wspierania naszych 

inicjatyw w zakresie sztucznej inteligencji. Te strony trzecie są starannie oceniane pod kątem przestrzegania 

naszych standardów ochrony danych, obowiązujących przepisów prawa i wytycznych etycznych. 
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6. Ochrona i bezpieczeństwo danych 

Oceniamy wszystkie dane wrażliwe lub osobowe, zanim udostępnienie takich informacji zostanie 

autoryzowane za pomocą technologii sztucznej inteligencji. Obejmuje to zapewnienie, że żadne poufne lub 

zastrzeżone informacje nie zostaną wprowadzone do technologii sztucznej inteligencji bez odpowiednich 

zabezpieczeń. 

7. Zasady dopuszczalnego użytkowania/zarządzanie sztuczną inteligencją 

W LTIMindtree ustaliliśmy Politykę AI, która określa dopuszczalne przypadki użycia AI w organizacji. Niniejsza 

polityka podkreśla kwestie etyczne, takie jak stronniczość, prywatność i przejrzystość, a także nakreśla proces 

przeglądu i zatwierdzania nowych przypadków użycia sztucznej inteligencji zgodnie z odpowiedzialnymi 

praktykami w zakresie sztucznej inteligencji.  

8. Monitorowanie zgodności 

Aby zapewnić zgodność z naszymi zasadami korzystania ze sztucznej inteligencji, wdrożyliśmy mechanizmy 

monitorowania. Obejmują one regularne audyty, programy szkoleniowe dla pracowników oraz wykorzystanie 

platform zarządzania sztuczną inteligencją do śledzenia przyjęcia i wykorzystania sztucznej inteligencji. 

9. Zarządzanie ryzykiem 

Przeprowadzamy oceny ryzyka w celu zidentyfikowania i ograniczenia potencjalnego ryzyka związanego z 

wykorzystaniem sztucznej inteligencji. Obejmuje to ocenę wydajności, bezpieczeństwa i implikacji etycznych 

technologii sztucznej inteligencji oraz podejmowanie działań w razie potrzeby. 

10. Przejrzystość i dokumentacja 

Prowadzimy dokumentację dotyczącą naszych technologii sztucznej inteligencji i ich wykorzystania. 

Przejrzystość jest kluczem do budowania zaufania wśród naszych interesariuszy i zapewnienia 

odpowiedzialności. 
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Przestrzegając tych wytycznych, staramy się korzystać ze sztucznej inteligencji w sposób odpowiedzialny i 

przejrzysty, zapewniając, że nasze praktyki są zgodne z wymogami prawnymi i standardami etycznymi 

Dane kontaktowe, skargi i zażalenia 
Jeśli masz jakiekolwiek pytania, komentarze lub sugestie, skargi lub zażalenia, jeśli chcesz skorzystać z prawa 

do prywatności lub chcesz podnieść lub skonsultować się z nami w sprawie jakichkolwiek kwestii związanych 

z prywatnością, wykorzystaniem przez nas Danych osobowych lub Informacji osobistych, możesz 

skontaktować się z naszym wyznaczonym inspektorem ochrony danych ("DPO"). 

Skargi związane z ochroną Danych osobowych i Informacji osobistych oraz wszelkie komunikaty dotyczące 

egzekwowania praw do prywatności należy kierować do inspektora ochrony danych na następujące dane 

kontaktowe: 

Globalny specjalista ds. ochrony danych w firmie LTIMindtree Limited: 

• Jagannath PV 

• Identyfikator e-mail: 

o dataprotectionoffice@ltimindtree.com 

o Jagannath.PV@ltimindtree.com 

Adres: Biuro Ochrony Danych Osobowych 

Gate No. 5, L&T Technology Center, Saki Vihar Road, Powai, Mumbai - 400072 

Uwaga: Jagannath PV (Inspektor ochrony danych) 

Telefon - +91 22 67766776 

Przedstawiciel na terenie Europy: 

• Matthias Meister 

o Identyfikator e-mail - dataprotectionoffice.eu@ltimindtree.com 

o Matthias.Meister@ltimindtree.com 

Przedstawiciel Zjednoczonego Królestwa 

• William Hatton 

o Identyfikator e-mail - dataprotectionoffice@ltimindtree.com 

o William.Hatton@ltimindtree.com 

Szwajcaria Przedstawiciel 

Identyfikator e-mail - dataprotectionoffice@ltimindtree.com 

mailto:dataprotectionoffice.eu@ltimindtree.com
mailto:dataprotectionoffice@ltimindtree.com
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Zjednoczone Emiraty Arabskie 

Identyfikator e-mail - dataprotectionoffice@ltimindtree.com 

Przedstawiciel RPA 

Identyfikator e-mail - dataprotectionoffice@ltimindtree.com 

Dołożymy należytych starań, aby odpowiedzieć na Twoją skargę w rozsądnym terminie, zazwyczaj w ciągu 

30 dni. 

Możesz również zgłosić zastrzeżenia lub złożyć skargę do właściwego organu nadzorczego/Data Protection 

Authority. Nazwa i dane kontaktowe organów ochrony danych w Unii Europejskiej znajdują się tutaj. 

Możesz dotrzeć do Biura DPO (w wyżej wymienionych danych kontaktowych) w przypadku, gdy chcesz 

uzyskać kopię niniejszej informacji o prywatności w lokalnym języku krajów europejskich, w których 

LTIMindtree ma biuro.  

Jeśli znajdujesz się w Australii, a my nie jesteśmy w stanie w zadowalający sposób rozwiązać Twoich 

problemów związanych z prywatnością, możesz skontaktować się z Biurem Australijskiego Komisarza ds. 

Informacji na ich stronie internetowej www.oaic.gov.au 

Zmiany w naszej informacji o ochronie prywatności 

Niniejsza informacja o prywatności została ostatnio zaktualizowana 18 kwietnia 2025 r.Niniejsze 

zawiadomienie może być od czasu do czasu zmieniane i aktualizowane.  

Jeśli mają Państwo jakiekolwiek pytania dotyczące niniejszej Informacji, prosimy o kontakt z Inspektorem 

Ochrony Danych LTIMindtree pod adresem dataprotectionoffice@ltimindtree.com. Mogą Państwo również 

zapoznać się z naszą Globalną deklaracja Prywatności Danych LTIMindtree i Oświadczeniem o Prywatności 

LTIMindtree California opublikowanym na stronie internetowej w celu uzyskania dalszych informacji na 

temat zaangażowania LTIMindtree w ochronę prywatności. 

LTIMindtree Limited 

Informacje kontaktowe 

Identyfikator e-mail: dataprotectionoffice@ ltimindtree .com 

Gate No. 5, L&T Technology Center,  

Saki Vihar Road, 

Powai, Mumbai - 400072 

INDIE 

Telefon- +91 22 67766776 

Strona internetowa- www.LTIMindtree.com  

https://ec.europa.eu/justice/article-29/structure/data-protection-authorities/index_en.htm
http://www.oaic.gov.au/
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LTIMindtree to globalna firma konsultingowa w zakresie technologii i rozwiązań cyfrowych, która umożliwia przedsiębiorstwom z różnych 

branż przedefiniowanie modeli biznesowych, przyspieszenie innowacji i maksymalizację wzrostu dzięki wykorzystaniu technologii cyfrowych. 

Jako partner w transformacji cyfrowej dla ponad 700 klientów, LTIMindtree oferuje bogate doświadczenie branżowe i technologiczne, 

pomagając w osiągnięciu wyjątkowego wyróżnienia konkurencyjnego, satysfakcji klientów i wyników biznesowych w świecie, który się zmienia. 

LTIMindtree, z ponad 86 000 utalentowanych i przedsiębiorczych specjalistów z ponad 40 krajów, stawia czoła najbardziej złożonym 

wyzwaniom biznesowym i zapewnia transformację na dużą skalę. Więcej informacji można znaleźć na stronie https://www.ltimindtree.com/. 

 

 

 

 


